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* * * * First Change * * * *

4.7.3
Emergency calls generated by an AS

In certain circumstances an AS can identify that a request is an emergency call. This may relate to a request received from a UE (or subscription-based business trunking), or may be a call generated by an AS on behalf of a UE as far as the IM CN subsystem operation is concerned. These applications are outside the scope of this document to define.

Procedures in support of an AS handling emergency calls are provided in subclause 5.7.1.13.
* * * * Next Change * * * *

5.2.6.3.4
Responses to an initial request for a dialog

When the P-CSCF receives any 1xx or 2xx response to the above request, the P-CSCF shall:

1)
store the values received in the P-Charging-Function-Addresses header field;

2)
store the list of Record-Route header fields from the received response;

3)
store the dialog ID and associate it with the private user identity and public user identity involved in the session;

4)
if a security association or TLS session exists, in the response rewrite its own Record Route entry to its own SIP URI that contains the protected server port number of the security association or TLS session established from the UE to the P-CSCF and either:

a)
the P-CSCF FQDN that resolves to the IP address of the security association or TLS session established from the UE to the P-CSCF; or

b)
the P-CSCF IP address of the security association or TLS session established from the UE to the P-CSCF;

NOTE:
The P-CSCF associates two ports, a protected client port and a protected server port, with each pair of security associations. For details on the selection of the protected port values see 3GPP TS 33.203 [19].

5)
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled authentication is used, in the response rewrite its own Record-Route entry to its own SIP URI that contains an unprotected server port number where the P-CSCF expects subsequent requests from the UE; and

6)
if the response corresponds to an INVITE request, save the Contact, From, To and Record-Route header field values received in the response such that the P-CSCF is able to release the session if needed;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives a 380 (Alternative Service) response, and the response:

-
is to the request in subclause 5.2.6.3.3, where the request from the UE is understood to relate to private network traffic based on the information saved during registration or from configuration;

-
contains a P-Asserted-Identity header field set to value of the AS supporting emergency service (see subclause 5.7.1.13). The P-CSCF compares the P-Asserted-Identity header field value with the URI of an AS supporting emergency service retrieved from the information saved during registration or from configuration;

-
contains a Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"); and

-
contains a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.7AA);

then the P-CSCF does not forward the received response. The P-CSCF shall create a new 380 (Alternative Service) response to the request understood to relate to private network traffic, and the P-CSCF shall:

-
include a 3GPP IM CN subsystem XML body as contained in the received response;

-
include a Content-Type header field as contained in the received response; and

-
include a P-Asserted-Identity header field set to the value of the SIP URI of the P-CSCF included in the Path header field during the registration of the user whose UE sent the request causing this response,
before forwarding the created response on a new dialog to the UE in accordance with the procedures of RFC 3261 [26].
* * * * Next Change * * * *

5.7.1.13
Emergency service

Identification of emergency transactions for termination in the public network by an AS are outside the scope of this document, and are dependent on many application specific considerations. 

If the AS identifies an initial request for a dialog, or a standalone transaction, or an unknown method as an emergency transaction for termination in the public network and the AS has knowledge that the request needs to be rejected, the AS:

I)
shall reject the request by returning a 380 (Alternative Service) response;

II)
if:

-
support for the 3GPP IM CN subsystem XML body as described in subclause 7.6 in the Accept header field is not indicated, the AS shall assume that the UE supports version 1 of the XML Schema for the 3GPP IM CN subsystem XML; or
-
if both the "sv" and "schemaversion" parameters are present, then the AS shall ignore the value of the "schemaversion" parameter;
III)
shall include in the 380 (Alternative Service) response:

-
a Content-Type header field with the value set to associated MIME type of the 3GPP IM CN subsystem XML body as described in subclause 7.6.1; and

-
a P-Asserted-Identity header field set to the value of the SIP URI of the AS; and

IV)
shall include an IM CN subsystem XML body with the <ims-3gpp> element with the "version" attribute set to "1" and with an <alternative-service> child element, with a <type> child element, set to "emergency" (see table 7.7AA) to indicate that it was an emergency call.

* * * * Next Change * * * *

7.10.3.2
Structure and data semantics

In order to transport the policy for a public user identity, the S-CSCF shall 

1.
add an <actions> element defined in the RFC 4745 [182] in the <registration> element of the public user identity in the registration information;

NOTE:
The <actions> element is validated by the <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <registration> elements.
2.
if the subscription of the public user identity contains the policy to the usage of the communication resource priority (see RFC 4412 [116]), for each allowed usage: 
a.
include <rph> child element in the <actions> child element of the <registration> element;

b.
set the 'ns' attribute of the <rph> child element of the <actions> child element of the <registration> element to the allowed resource priority namespace as specified in RFC 4412 [116] and as registered in IANA; and

c.
set the 'val' attribute of the <rph> child element of the <actions> child element of the <registration> element to the allowed resource priority value within the allowed resource priority namespace;

3.
if the subscription of the public user identity contains the policy to act as priviledged sender, include a <privSender> child element in the <actions> child element of the <registration> element;
4.
if the subscription of the public user identity contains the policy for special treatment of the P-Private-Network-Indication header field, include a <pni> child element in the <actions> child element of the <registration> element, and shall:

a.
if a P-Private-Network-Indication header field shall be forwarded, if received from the attached equipment, set the "insert" attribute of the <pni> element to a "fwd" value; 

b.
if a P-Private-Network-Indication header field shall be inserted in all requests received from the attached equipment, insert an "insert" attribute of the <pni> element to a "ins" value; and 

c.
if the value of the "insert" attribute is "ins", insert a "domain" attribute with the value of the URI to be set in the P-Private-Network-Indication header field;
d.
if the rejection of emergency transactions for termination in the public network by an AS is supported, include one or more <ApplicationServerURI> child element in the <pni> element and set each <ApplicationServerURI> child element to the URI included in the filter criteria for an AS supporting emergency service (see subclause 5.7.1.13).


Editor’s note: It is FFS whether there is a need to provide the possibility to provide different sets of policies for a user, depending on whether the user is regarded as a priviledged user or not.

* * * * Next Change * * * *

7.10.3.3
XML Schema

Table 7-11 in this subclause defines the XML Schema describing the individual policies which can be delivered to the the P-CSCF or UE using the reg event package extension for policy transport.

Editor’s note: The XML namespace needs to be registered once the work on the current release is complete.

Table 7-11: Reg event package extension for policy transport, XML Schema
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  targetNamespace="urn:3gpp:ns:extRegInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <xs:element name="rph">

    <xs:complexType>

      <xs:attribute name="ns" type="xs:string"/>

      <xs:attribute name="val" type="xs:string"/>

    </xs:complexType>

  </xs:element>

  <xs:element name="privSender">

    <xs:complexType/>

  </xs:element>

  <xs:element name="pni">

    <xs:complexType>

      <xs:sequence>

        <xs:element name="ApplicationServerURI" type="xs:anyURI"
         minOccurs="0" maxOccurs="unbounded"/>

      </xs:sequence>
      <xs:attribute name="insert">

        <xs:simpleType>

          <xs:restriction base="xs:string">

            <xs:enumeration value="fwd"/>

            <xs:enumeration value="ins"/>

          </xs:restriction>

        </xs:simpleType>

      </xs:attribute>

      <xs:attribute name="domain" type="xs:anyURI"/>

    </xs:complexType>

  </xs:element>

</xs:schema>

* * * * No more changes * * * *
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