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1. Introduction

This paper discusses the necessity of SigComp disabling by P-CSCF.

TS24.167 and TS24.229 are updated in Release 10 to capture the use of OMA DM to apply Home NW policy for disabling SigComp functionality.  However, the following editor's note still remains in TS24.229.
“Editor’s Note
[TEI10][CR 3257]: It is FFS if the solution requires the UE to be aware of the visited network policy and if so, how the UE becomes aware of this visited network operator policy.”

To resolve this FFS, this paper presents the reasons why providing SigComp disabling by visited network policy is useful.

2. Discussion

2.1 SigComp over E-UTRAN

When IMS is used over E-UTRAN, effectiveness of SigComp is very limited because E-UTRAN is a wideband radio technology.
When SigComp has to be used in P-CSCF despite of the above fact, operators have to face the following problems:
- increased CAPEX/OPEX for supporting SigComp in P-CSCF
- more processing power consumed in P-CSCF for compressing/decompressing

   (thus expected to reduce the number of overall users supported in the P-CSCF)

- increased complexity when monitoring / analysing compressed messages 
To resolve these problems, SigComp disabling mechanism has been discussed in GSMA IREG RILTE and CT1.  The result was introduction of OMA-DM based disabling in TS24.229 and TS24.167.
2.2 Problems of OMA DM solution when VoLTE Roaming Architecture is used
In GSMA, the following roaming architecture has been agreed for Voice over LTE (VoLTE) services. 
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Fig 2.1-1: VoLTE Roaming Architecture
In this architecture, SigComp is used entirely in the visited network.  In this model, SigComp is used to improve the usage of IP-CAN resources in the visited network.  Therefore it's Visited Network who has the operation policy and/or preference about IP-CAN resource usage.
However, the current agreed model (by means of OMA DM) doesn't allow P-CSCF in the visited network to apply SigComp On/Off policy. 

When only HPLMN policy is applied, VPLMN cannot apply SigComp disabling policy for inbound roaming UEs.  This means that, when inbound roaming UEs uses SigComp, the P-CSCF of the visited network has to implement SigComp functionality and thus cannot resolve the above-mentioned problems (e.g. increased CAPEX/OPEX).

Also, if UEs sends compressed messages to P-CSCF which doesn't support SigComp, then P-CSCF cannot decompress the SIP messages, thus cannot provide IMS calls to the inbound roamers.

If Visited Network (P-CSCF) can apply SigComp on/off policy even to inbound roaming UEs, the network doesn't need to implement SigComp, therefore all of the problems mentioned above can be resolved.

PROPOSAL: CT1 to introduce SigComp disabling by P-CSCF (to apply the policy of the network who owns the P-CSCF)
3. Proposed Solution

If above requirements can be generally agreed by CT1, then this paper proposes the following approach to the solution.
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Figure 3-1: SigComp Disabling by P-CSCF

In this solution, in the normal IMS registration procedure, the SIP_401 message contains the visited network policy for SigComp disabling.  Once the policy is delivered to the UE and it indicates "SigComp=OFF", then the UE no longer compresses the SIP message.
4. Conclusion

This paper discussed why SigComp disabling by P-CSCF is a useful mechanism to have, and proposed to pursue the introduction of SigComp disabling by the visited network (or the NW who owns P-CSCF, in non-roaming scenario).
If this is generally agreed, then NTT DOCOMO will provide a necessary CR to 24.229.






























