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Introduction

This contribution addresses the Editor’s Note in 4.4.2.2.4.1 regarding providing a definition of controller capable UE. The definition is provided, the editor’s note removed and editorial modifications made to use the definition consistently. 

Proposal

It is proposed to agree the following changes to TR 24.837:

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1], 3GPP TS 24.237 [6] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1] and 3GPP TS 24.237 [6].
Editor's Note: This subclause will only capture definitions from 3GPP TS24.237 [2] which need modification or completely new definitions.

Controller capable UE: A UE that is capable of becoming a controller UE that is not currently the controller UE of the collaborative session.
4.1.2
Routing incoming session requests to a controller capable UE

In order to route incoming session request to controller capable UEs the controller capable UE includes the media feature tag  g.3gpp.iut-controller in the Contact header field of the SIP REGISTER request when registering, (this is already required Controller UE functionality in release 9). When the SCC AS receives an incoming initial session establishment request it checks the request against the following stored user preference criteria to see if collaborative sessions are enabled for this session:

-
URI in the P-Asserted-Identity header field
-
URI in the Request-URI
-
Any ICSI value in the Accept-Contact header field; and

-
Media types in the SDP offer.
If the stored user preference criteria indicates that collaborative sessions are enabled for this session then the SCC AS shall include the media feature tag  g.3gpp.iut-controller along with the explicit parameter in an Accept-Contact header field in the request before forwarding.

The UE configures the user preference criteria in the SCC AS using the XCAP over the Ut reference point.

Editor’s Note: The XCAP usage still has to be defined.
NOTE:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded.
4.4.2.2.4
Alternative 4 – Using SIP 300 (Multiple Choices) response
4.4.2.2.4.1
Controller capable UE


Upon receiving a SIP initial INVITE request from the remote party, the controller capable UE shall send a SIP 300 (Multiple Choices)  response to the remote party in accordance with the procedures specified in 3GPP TS 24.229 [4] as follows:

1)
a Contact header field for each UE that is to be a participant in the collaborative session (including the controller capable UE if the controller capable UE is also a participant) containing the SIP URI of that UE
NOTE:
The SIP URI of the UE needs to be a GRUU if any of the UEs that are participants of the collaborative session share the same public user identity.
2)
a Content-Type header field containing the MIME type application/vnd.3gpp.iut+xml; and 
3)
an application/vnd.3gpp.iut+xml MIME body containing a <controlTransfer> element as containing
i)
an <activeController> element containing the SIP URI of the controller UE for the collaborative session and additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being assigned to the controller capable UE with the port number set to zero

-
media line(s) that are to be assigned to the controller capable UE containing the port number for the corresponding media types received in the media line of the SDP offer in the SIP INVITE request; and
ii)
a <Controllee> element for each controllee UE that is to be a participant in the collaborative session containing the SIP URI of the controllee UE for the collaborative session and additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being assigned to that controllee UE with the port number set to zero

-
media line(s) that are to be assigned to that controllee UE containing the port number for the corresponding media types received in the media line of the SDP offer in the SIP INVITE request;
If  the controller capable UE indicated in the SIP 300 (Multiple Choices) response that it will be a participant in the collaborative session then the controller capable UE will receive a SIP INVITE request containing an SDP offer . The controller capable UE shall handle the SIP INVITE request in accordance with the procedures specified in 3GPP TS 24.229 [4].

If  the controller capable UE indicated in the SIP 300 (Multiple Choices) response that it will be the controller UE for the collaborative session then the controller capable UE shall when accepting the session behave as a controller UE of the collaborative session, otherwise the controller capable UE shall act as a controllee UE for the collaborative session.
4.4.2.2.4.2
SCC AS serving the collaborative session
Upon receiving a SIP INVITE request from the remote party, the SCC AS shall forward the SIP INVITE request to the controller capable UE in accordance with the procedures specified in 3GPP TS 24.229 [4] adding the following:

1)
an Accept-Contact header field containing the media feature tag  g.3gpp.iut-controller along with the explicit parameter; and
2)
an Accept header field containing the MIME type application/vnd.3gpp.iut+xml.
Upon receiving a SIP 300 (Multiple Choices) response containing the MIME body application/vnd.3gpp.iut+xml  from the controller capable UE in response to the initial SIP INVITE request, the SCC AS sends a SIP ACK request to the controller capable UE in accordance with the procedures specified in 3GPP TS 24.229 [4] and then authorizes the request for the collaborative session setup with the controllee UE(s) identified in the <Controllee> element  in the MIME body of the SIP 300 (Multiple Choices) response. The UE identified in <activeController> element in the MIME body of the SIP 300 (Multiple Choices) will become the controller UE for the collaborative session.

If authorised the SCC AS shall send a SIP 183 (Session Progress) response to the remote UE containing an SDP answer for all media lines indicated in the MIME body of the SIP 300 (Multiple Choices) response with a=INACTIVE set and for any media lines in the original offer that are not indicated in the MIME body of the SIP 300 (Multiple Choices) response with port numbers set to zero.

To establish the media the SCC AS sends a SIP INVITE request to each UE identified in the Contact header fields of the SIP 300 (Multiple Choices) response including:
1) the Request-URI set to the URI of UE from a Contact header of the SIP 300 (Multiple Choices) response; 
2)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE in the original SIP INVITE request; and 

3)
the SDP information for the media component to be transferred to that UE as follows:

a)
the media type(s) from the media (m=) lines from the hname "body" URI header field in the corresponding SIP URI in the <activeController> element and <Controllee> element(s) in the <controlTransfer> element of the application/vnd.3gpp.iut+xml MIME body of the SIP 300 (Multiple Choices) response; and
b)
for media lines which have non zero port numbers the SDP parameters from the corresponding media lines as received in the SDP offer from the remote UE and extended with

i)
sendonly directionality; and

ii)
bandwidth information with RS set to zero and RR set to zero.

If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and the SCC AC shall send to the controller capable UE either a SIP re-INVITE request if a 2xx response has been received from the controller UE or a SIP UPDATE request if a final response has not yet been received from the controller capable UE following the procedures described in 3GPP TS 24.229 [2] as follows:

1)
containing SDP reoffering the  media component(s) that were offered to the UE that did not accept the SDP offer.

If the a response containing an SDP answer is received from a local UE, the SCC AC shall send a SIP UPDATE request on the dialog for the remote leg to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall:

1)
send a SIP UPDATE request containing SDP information as follows:

a)
for the transferred media component(s), set the SDP information as from the SDP answer received in the response from the UE; and

b)
for all other media components in the collaborative session, include the SDP information as from the previous offer answer exchange with the remote leg.

Upon receipt of a 2xx response for the SIP UPDATE request sent to the remote UE, the SCC AS shall send a SIP UPDATE request to the local UE that terminates the media component accepted in the SDP answer from the remote UE following the procedures described in 3GPP TS 24.229 [2] and set the directionality (i.e. sendrecv/sendonly/recvonly/inactive) attributes associated to the transferred media component to according to the SDP answer received from the remote UE.

Upon receipt of a 2xx response for the SIP INVITE  request sent to the controller capable UE, the SCC AS shall send a SIP 2xx response to the remote UE following the procedures described in 3GPP TS 24.229 [2] to establish the session with the remote UE.

Upon receiving a SIP ACK request from the remote UE, the SCC AS shall send a SIP ACK request to each local UE once a SIP 200 (OK) response has been received from the local UE.

4.4.4.2.4
Alternative 4: Using SIP 300 (Multiple Choices) response
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Figure 4.4.4.2.4-1: Call flows for establishment of collaborative session upon terminating IMS session setup using SIP 300 (Multiple Choices) response
NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1-2.
SIP INVITE request (UE-3 to SCC AS) - see example in table 4.4.4.2.4-1

The UE-3 sends SIP INVITE request to UE-1 to setup the session. 
Table 4.4.4.2.4-1: SIP INVITE request (UE-3 to Intermediate IM CN subsystem entities)

INVITE sip:user1@example1.net SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:uesr3@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user3@example1.net>; tag=171828

To: <sip:user1@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user3@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 28540 RTP/AVP 98
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
3-4.
SIP INVITE request (SCC AS to UE-1) - see example in table 4.4.4.2.4-3

The SCC AS adds an Accept-Contact header field containing the media feature tag g.3gpp.iut-controller along with the explicit parameter to indicate a preference to reach a controller capable UE and also includes the MIME type application/vnd.3gpp.iut+xml to indicate that it supports the MIME type and  then sends the SIP INVITE request to UE-1 to setup the session. 
Table 4.4.4.2.4-3: SIP INVITE request (SCC AS to Intermediate IM CN subsystem entities)

INVITE sip:user1@example1.net SIP/2.0

Via: 

Max-Forwards: 

Route: 

P-Asserted-Identity: <sip:uesr3@example1.net>

Privacy: none

From: 

To: 
Cseq: 

Supported: 
Require: 
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Accept-Contact: *;+g.3gpp.iut-controller;explicit
Contact: 

Allow: 

Accept: application/sdp; application/3gpp-ims+xml; application/vnd.3gpp.iut+xml 

Content-Type: 
Content-Length: (…)

v=

o=
s=

t=

c=
m=

b=

a=

a=
a=

a= 
a=

a=

a= 
a=
m=

b=

a=

a=

a=
5-6.
SIP 300 (Multiple Choices) response to SIP INVITE request (UE-1 to SCC AS) see example in table 4.4.4.2.4-5

 The UE-1 responds with SIP 300 (Multiple choices) response to SCC AS including in the body the media characteristics (Audio and Video) associated with the contact addresses of UE-1 and UE-2 respectively. 
Table 4.4.4.2.4-5: SIP 300 (Multiple Choices) response (UE-1 to SCC-AS)

SIP/2.0 300 Multiple Choices
Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity: sip:user1@example.net
Contact: <sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>,
<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>
Allow:

Content-Type=application/vnd.3gpp.iut+xml 
Content-Length: (…)

<controlTransfer> 


<activeController=<<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz?body=m%3Daudio%2049170%20RTP%2FAVP%97%0D>/> 


<Controllee=<<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Dvideo%2028540%20RTP%2FAVP%98%0D>/>  

</ControlTansfer>
7-8.
SIP ACK request (SCC AS to UE-1)

9.
SCC AS authorizes the request for the collaborative session setup involving UE-2.

10-11.
SIP 183 (session progress) response to SIP INVITE request (SCC AS to UE-3)


 The SCC AS responds with SIP 183 (session progress) response to UE-3 including an SDP answer based on the media types contained in the SIP 300 (Multiple choices) response and containing the discard port number "9"  for those media lines. 
12-13.
SIP INVITE request (SCC AS to UE-1)- - see example in table 4.4.4.2.4-12

The SCC AS sends the SIP INVITE request to initiate the audio media setup in UE-1. 

Table 4.4.4.2.4-12: SIP INVITE request (SCC AS to Intermediate IM CN subsystem entities)

INVITE sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: 

P-Preferred-Identity: <sip:uesr3@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user3@example1.net>; tag=171828

To: <sip:user1@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user3@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 0 RTP/AVP 98
14-15.
SIP INVITE request (SCC AS to UE-2)- - see example in table 4.4.4.2.4-14

The SCC AS sends the SIP INVITE request to initiate the video media setup in UE-2. 
Table 4.4.4.2.4-14: SIP INVITE request (SCC AS to Intermediate IM CN subsystem entities)

INVITE sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: 
P-Preferred-Identity: <sip:uesr3@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user3@example1.net>; tag=171828

To: <sip:user1@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user3@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 0 RTP/AVP 97
m=video 28540 RTP/AVP 98
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
20-21.
SIP UPDATE request (SCC AS to UE-3)- - see example in table 4.4.4.2.4-20


The SCC AS then sends the SIP UPDATE request to UE-3 with the SDP answer of UE-1 and UE-2 received in the SIP 183 (session progress) responses. 

Table 4.4.4.2.4-20: SIP UPDATE request (SCC AS to Intermediate IM CN subsystem entities)

UPDATE sip:user3@example1.net SIP/2.0

Via:

To: sip:user3@example.net;tag = 66666

From: sip:user1@example.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1500 RTP/AVP 98
c=IN IP4 123.45.67.42
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
22-23.
SIP 200 (OK) response to SIP UPDATE request (UE-3 to SCC AS)


UE-3 sends the SIP 200 (OK) response to the SIP UPDATE request. 
24-25.
SIP UPDATE request (SCC AS to UE-1)


The SCC AS sends the SIP INVITE request to the UE-1 based on the SDP content in the SIP 200 (OK) response to the SIP UPDATE request received from UE-3.
26-27.
SIP UPDATE request (SCC AS to UE-2)


The SCC AS sends the SIP INVITE request to the UE-2 based on the SDP content in the SIP 200 (OK) response to the SIP UPDATE request received from UE-3.
28-29.
SIP 200 (OK) response to SIP UPDATE request (UE-1 to SCC AS)

30-31.
SIP 200 (OK) response to SIP UPDATE request (UE-2 to SCC AS)

32-33.
SIP 200 (OK) response to SIP INVITE request (UE-1 to SCC AS)
When the UE-1 answers the call, it sends the SIP 200 (OK) response to the initial SIP INVITE request.
34-35.
SIP 200 (OK) response to SIP INVITE request (UE-2 to SCC AS)
When the UE-2 answers the call, it sends the SIP 200 (OK) response to the initial SIP INVITE request.
36-37.
SIP 200 (OK) response to SIP INVITE request (SCC AS to UE-3)

The SCC AS sends the SIP 200 (OK) response to the UE-3.

38-39.
SIP ACK request (UE-3 to SCC AS)
40-41.
SIP ACK request (SCC AS to UE-1)

42-43.
SIP ACK request (SCC AS to UE-2)
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