

	
3GPP TSG-CT WG1 Meeting #69	C1-110190	Comment by Explanation of field: 
 Document numbers are allocated by the Working Group Secretary.   Use the format of document number specified by the 3GPP Working Procedures.
Ljubljana (Slovenia), 24 – 28 January 2011
	CR-Form-v9.7

	CHANGE REQUEST

	

		Comment by Explanation of field: 
 Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.
	24.301
	CR
	0983
		rev	Comment by Explanation of field: 
 Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.
	-
		Current version:	Comment by Explanation of field: 
 Enter the revision number of the CR here. If it is the first version, use a "-".
	10.1.0
		Comment by Explanation of field: 
 Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to  http://www.3gpp.org/specs/specs.htm.

	

	For HELP on using this form look at the pop-up text over the  symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.	Comment by Explanation of field: 
 For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.

	



	Proposed change affects:		Comment by Explanation of field: 
 Mark one or more of the boxes with an X.
	UICC apps	Comment by Explanation of field: 
 SIM / USIM / ISIM applications.
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:		Comment by Explanation of field: 
 Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".
	Storage and handling of the NAS signalling low priority indicator

	
	

	Source to WG:		Comment by Explanation of field: One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.
	Huawei, Hisilicon

	Source to TSG:		Comment by Explanation of field: For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where 
	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; 

	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". 
Examples: "C4", "R5", "G3new", "SP".
	C1

	
	

	Work item code:		Comment by Explanation of field: 
 Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See 
http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm .
	NIMTC
	
	Date: 	Comment by Explanation of field: 
 Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.
	09/01/2011

	
	
	
	
	

	Category:		Comment by Explanation of field: 
 Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report 21.900 "TSG working methods".
	B
	
	Release: 	Comment by Explanation of field: 
 Enter a single release code from the list below.
	Rel-10

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99	(Release 1999)
Rel-4	(Release 4)
Rel-5	(Release 5)
Rel-6	(Release 6)
Rel-7	(Release 7)
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)

	
	

	Reason for change:		Comment by Explanation of field: 
 Enter text which explains why the change is necessary.
	Present version of TS 24.301 contains editor’s notes on the storage of the Device properties IE in the network. However, this issue has now been resolved by SA2.

The latest version of the stage 2 on EPS (i.e., 3GPP TS 23.401 v10.2.0) states that the NAS signaling low priority indicator is stored in the EPS bearer context by the MME and transferred as part of this context during mobility management procedures. 

The above means that the NAS signalling low priority indicator should be stored in each EPS bearer context of each PDN connection of a particular UE.

	
	

	Summary of change:		Comment by Explanation of field: 
 Enter text which describes the most important components of the change. i.e. How the change is made.
	Adding requirements for the network to store and handle the NAS signalling low priority indicator in the EPS bearer contexts.

Additonally, The MME acts according to the presence of the Device properties IE and the value of the NAS signalling low priority indicator in the NAS message. If the NAS signalling low priority indicator is provided in a PDN CONNECTIVITY REQUEST message, the MME stores the NAS signalling low priority indicator waiting for the outcome of the default EPS bearer context activation procedure (see subclause 6.4.1).
The NAS signalling low priority indicator is forwarded to the new MME during inter-MME handover or to the new SGSN during inter-system handover to A/Gb mode or Iu mode. Furthermore, this indicator is sent to the Serving GW for the purpose of including it in charging records.

Finally, two editor’s notes have been deleted.

	
	

	Consequences if 	
not approved:	Comment by Explanation of field: 
 Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.
	Misalignment with stage 2 on NIMTC. The network cannot always identify terminals which are configured for low access priority for NAS signalling.

	
	

	Clauses affected:		Comment by Explanation of field: 
 Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).
	New 4.2A, 5.5.3.2.4, 6.4.2.1, 6.4.2.3, 6.4.1.1, 6.4.1.3, 6.4.1.4, 6.5.1.3,

	
	

	
	Y
	N
	
	

	Other specs		Comment by Explanation of field: 
 Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.
	
	X
	 Other core specifications		Comment by Explanation of field: 
 List here the specifications which are affected or the CRs which are linked.
	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:		Comment by Explanation of field: 
 Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.
	



Page 1


[bookmark: _Toc374930450][bookmark: _Toc436619241][bookmark: _Toc451844171][bookmark: _Toc466346615][bookmark: _Toc466352932][bookmark: _Toc496418247][bookmark: _Toc497790725][bookmark: _Toc497790746][bookmark: _Toc133308102][bookmark: _Toc145221830][bookmark: _Toc257809421]1st Change
[bookmark: _Toc280730210]4.2A	Handling of NAS signalling low priority indicator
A UE configured for NAS signalling low priority shall indicate this by including the Device properties IE in the appropriate NAS message and setting the NAS signalling low priority indicator. 
The MME acts according to the presence of the Device properties IE and the value of the NAS signalling low priority indicator in the NAS message.
If the NAS signalling low priority indicator is provided in a PDN CONNECTIVITY REQUEST message, the MME stores the NAS signalling low priority indicator waiting for the outcome of the default EPS bearer context activation procedure (see subclause 6.4.1).
The NAS signalling low priority indicator is forwarded to the new MME during inter-MME handover or to the new SGSN during inter-system handover to A/Gb mode or Iu mode. Furthermore, this indicator is sent to the Serving GW for the purpose of including it in charging records (see 3GPP TS 23.401 [10]).
Next Change
5.5.3.2.4	Normal and periodic tracking area updating procedure accepted by the network
If the tracking area update request has been accepted by the network, the MME shall send a TRACKING AREA UPDATE ACCEPT message to the UE. If the MME assigns a new GUTI for the UE, a GUTI shall be included in the TRACKING AREA UPDATE ACCEPT message. In this case, the MME shall start timer T3450 and enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1. The MME may include a new TAI list for the UE in the TRACKING AREA UPDATE ACCEPT message.
If the UE has included the UE network capability IE or the MS network capability IE or both in the TRACKING AREA UPDATE REQUEST message, the MME shall store all octets received from the UE, up to the maximum length defined for the respective information element.
NOTE 1:	This information is forwarded to the new MME during inter-MME handover or to the new SGSN during inter-system handover to A/Gb mode or Iu mode.
If a UE radio capability information update needed IE is included in the TRACKING AREA UPDATE REQUEST message, the MME shall delete the stored UE radio capability information, if any.
If the UE specific DRX parameter was included in the DRX Parameter IE in the TRACKING AREA UPDATE REQUEST message, the network shall replace any stored UE specific DRX parameter with the received parameter and use it for the downlink transfer of signalling and user data.
If an EPS bearer context status IE is included in the TRACKING AREA UPDATE REQUEST message, the MME shall deactivate all those EPS bearer contexts locally (without peer-to-peer signalling between the MME and the UE) which are active on the network side, but are indicated by the UE as being inactive. If a default EPS bearer context is marked as inactive in the EPS bearer context status IE included in the TRACKING AREA UPDATE REQUEST message, and this default bearer is not associated with the last PDN of the user in the MME, the MME shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the UE.
The MME shall act according to the presence of the Device properties IE and the value of the NAS signalling low priority indicator in the TRACKING AREA UPDATE REQUEST message: 
- 	if the Device properties IE is not present or the NAS signalling low priority indicator is not set, the MME shall set the NAS signalling low priority indicator of all EPS bearer contexts, which are indicated by the UE as being active in the EPS bearer context status IE, to "MS is not configured for NAS signalling low priority".
-	if the NAS signalling low priority indicator is set, the MME shall set the NAS signalling low priority indicator of all EPS bearer contexts, which are indicated by the UE as being active in the EPS bearer context status IE, to "MS is configured for NAS signalling low priority".
If the EPS bearer context status IE is included in the TRACKING AREA UPDATE REQUEST, the MME shall include an EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message, indicating which EPS bearer contexts are active in the MME.
If the EPS update type IE included in the TRACKING AREA UPDATE REQUEST message indicates "periodic updating", and the UE was previously successfully attached for EPS and non-EPS services, subject to operator policies the MME should allocate a TAI list that does not span more than one location area.
If the TRACKING AREA UPDATE ACCEPT message contains T3412 extended value IE, then the UE shall use the T3412 extended value IE as periodic tracking area update timer (T3412). If the TRACKING AREA UPDATE ACCEPT contains T3412 extended value IE, but not T3412 value IE, then the UE shall use value in T3412 value IE as periodic tracking area update timer (T3412). If neither T3412 value IE nor T3412 extended value IE is included, the UE shall use the value currently stored, e.g. from a prior ATTACH ACCEPT or TRACKING AREA UPDATE ACCEPT message.
Also during the tracking area updating procedure without "active" flag, if the MME has deactivated EPS bearer context(s) locally for any reason, the MME shall inform the UE of the deactivated EPS bearer context(s) by including the EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message.
If due to regional subscription restrictions or access restrictions the UE is not allowed to access the TA, but it has a PDN connection for emergency bearer services established, the MME may accept the TRACKING AREA UPDATE REQUEST message and deactivate all non-emergency EPS bearer contexts by initiating an EPS bearer context deactivation procedure when the TAU is initiated in EMM-CONNECTED mode. When the TAU is initiated in EMM-IDLE mode, the MME locally deactivates all non-emergency EPS bearer contexts and informs the UE via the EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message. The MME shall not deactivate the emergency EPS bearer contexts. The network shall consider the UE to be attached for emergency bearer services only and shall indicate in the EPS update result IE in the TRACKING AREA UPDATE ACCEPT message that ISR is not activated.
If a TRACKING AREA UPDATE REQUEST message is received from a UE with a LIPA PDN connection, and if the stored cell identity for the EPS bearer context of the LIPA PDN Connection is different from the current cell identity, then the MME locally deactivates all EPS bearer contexts associated with the LIPA PDN connection. If active EPS bearer contexts remain for the UE and the TRACKING AREA UPDATE REQUEST request message is accepted, the MME informs the UE via the EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message that EPS bearer contexts were locally deactivated.
For a shared network, the TAIs included in the TAI list can contain different PLMN identities. The MME indicates the selected core network operator PLMN identity to the UE in the GUTI (see 3GPP TS 23.251 [8B]).
If the "active" flag is included in the TRACKING AREA UPDATE REQUEST message, the MME shall re-establish the radio and S1 bearers for all active EPS bearer contexts.
If the "active" flag is not included in the TRACKING AREA UPDATE REQUEST message, the MME may also re-establish the radio and S1 bearers for all active EPS bearer contexts due to downlink pending data or downlink pending signalling.
Upon receiving a TRACKING AREA UPDATE ACCEPT message, the UE shall stop timer T3430, reset the tracking area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED. If the message contains a GUTI, the UE shall use this GUTI as new temporary identity for EPS services and shall store the new GUTI. If no GUTI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old GUTI shall be used. If the UE receives a new TAI list in the TRACKING AREA UPDATE ACCEPT message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.
If the UE had initiated the tracking area updating procedure in EMM-IDLE mode to perform an inter-system change from A/Gb mode or Iu mode to S1 mode and the nonceUE was included in the TRACKING AREA UPDATE REQUEST message, the UE shall delete the nonceUE upon receipt of the TRACKING AREA UPDATE ACCEPT message.
If an EPS bearer context status IE is included in the TRACKING AREA UPDATE ACCEPT message, the UE shall deactivate all those EPS bearers contexts locally (without peer-to-peer signalling between the UE and the MME) which are active in the UE, but are indicated by the MME as being inactive. If a default EPS bearer context is marked as inactive in the EPS bearer context status IE included in the TRACKING AREA UPDATE ACCEPT message, and this default bearer is not associated with the last PDN in the UE, the UE shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the MME. If only the PDN connection for emergency bearer services remains established, the UE shall consider itself attached for emergency bearer services only.
The MME may also include of list of equivalent PLMNs in the TRACKING AREA UPDATE ACCEPT message. Each entry in the list contains a PLMN code (MCC+MNC). The UE shall store the list as provided by the network, and if there is no PDN connection for emergency bearer services established, the UE shall remove from the list any PLMN code that is already in the list of forbidden PLMNs. If there is a PDN connection for emergency bearer services established, the UE shall remove from the list of equivalent PLMNs any PLMN code present in the list of forbidden PLMNs when the PDN connection for emergency bearer services is released. In addition, the UE shall add to the stored list the PLMN code of the registered PLMN that sent the list. The UE shall replace the stored list on each receipt of the TRACKING AREA UPDATE ACCEPT message. If the TRACKING AREA UPDATE ACCEPT message does not contain a list, then the UE shall delete the stored list.
The network may also indicate in the EPS update result IE in the TRACKING AREA UPDATE ACCEPT message that ISR is active. If the UE is attached for emergency bearer services, the network shall indicate in the EPS update result IE in the TRACKING AREA UPDATE ACCEPT message that ISR is not activated. If the TRACKING AREA UPDATE ACCEPT message contains:
i)	no indication that ISR is activated, the UE shall set the TIN to "GUTI";
ii)	an indication that ISR is activated, then:
-	if the UE is required to perform routing area updating for IMS voice termination as specified in 3GPP TS 24.008 [13], annex P.5, the UE shall set the TIN to "GUTI";
-	if the UE had initiated the tracking area updating procedure due to a change in UE network capability or change in DRX parameters, the UE shall set the TIN to "GUTI"; or
-	the UE shall regard a previously assigned P-TMSI and RAI as valid and registered with the network. If the TIN currently indicates "P-TMSI" and the periodic routing area update timer T3312 is running, the UE shall set the TIN to "RAT-related TMSI". If the TIN currently indicates "P-TMSI" and the periodic routing area update timer T3312 has already expired, the UE shall set the TIN to "GUTI".
The network informs the UE about the support of specific features, such as IMS voice over PS session, location services (EPC-LCS, CS-LCS) or emergency bearer services, in the EPS network feature support information element. In a UE with IMS voice over PS capability, the IMS voice over PS session indicator and the emergency bearer services indicator shall be provided to the upper layers. The upper layers take the IMS voice over PS session indicator into account as specified in 3GPP TS 23.221 [8A], subclause 7.2a and subclause 7.2b, when selecting the access domain for voice sessions or calls. When initiating an emergency call, the upper layers also take the emergency bearer services indicator into account for the access domain selection. In a UE with LCS capability, location services indicators (EPC-LCS, CS-LCS) shall be provided to the upper layers. When MO-LR procedure is triggered by the UE's application, those indicators are taken into account as specified in 3GPP TS 24.171 [13C].
If the UE has initiated the tracking area updating procedure due to manual CSG selection and receives a TRACKING AREA UPDATE ACCEPT message, and the UE sent the TRACKING AREA UPDATE REQUEST message in a CSG cell, the UE shall check if the CSG ID of the cell where the UE has sent the TRACKING AREA UPDATE REQUEST message is contained in the Allowed CSG list. If not, the UE shall add that CSG ID to the Allowed CSG list and the UE may add the HNB Name (if provided by lower layers) to the Allowed CSG list if the HNB Name is present in neither the Operator CSG list nor the Allowed CSG list.
If the TRACKING AREA UPDATE ACCEPT message contained a GUTI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received GUTI.
Upon receiving a TRACKING AREA UPDATE COMPLETE message, the MME shall stop timer T3450, and shall consider the GUTI sent in the TRACKING AREA UPDATE ACCEPT message as valid.
For inter-system change from A/Gb mode to S1 mode or Iu mode to S1 mode in EMM-IDLE mode, if the UE has included an eKSI in the NAS Key Set Identifier IE indicating a current EPS security context in the TRACKING AREA UPDATE REQUEST message by which the TRACKING AREA UPDATE REQUEST message is integrity protected, the MME shall take one of the following actions:
-	if the MME retrieves the current EPS security context as indicated by the eKSI and GUTI sent by the UE, the MME shall integrity check the TRACKING AREA UPDATE REQUEST message using the current EPS security context and integrity protect the TRACKING AREA UPDATE ACCEPT message using the current EPS security context; or
-	if the MME cannot retrieve the current EPS security context as indicated by the eKSI and GUTI sent by the UE, and if the UE has included a valid GPRS ciphering key sequence number, the MME shall create a new mapped EPS security context as specified in 3GPP TS 33.401 [19], and then perform a security mode control procedure to indicate the use of the new mapped EPS security context to the UE (see subclause 5.4.3.2).
NOTE 2:	This does not preclude the option for the MME to perform an EPS authentication procedure and create a new native EPS security context.
For inter-system change from A/Gb mode to S1 mode or Iu mode to S1 mode in EMM-IDLE mode, if the UE has not included a valid eKSI in the NAS Key Set Identifier IE and has included a valid GPRS ciphering key sequence number in the TRACKING AREA UPDATE REQUEST message, the MME shall create a new mapped EPS security context as specified in 3GPP TS 33.401 [19], and then perform a security mode control procedure to indicate the use of the new mapped EPS security context to the UE (see subclause 5.4.3.2).
NOTE 3:	This does not preclude the option for the MME to perform an EPS authentication procedure and create a new native EPS security context.
For inter-system change from A/Gb mode to S1 mode or Iu mode to S1 mode in EMM-CONNECTED mode, the MME shall integrity check TRACKING AREA UPDATE REQUEST message using the current K'ASME as derived when triggering the handover to E-UTRAN (see subclause 4.4.2.1). The MME shall verify the received UE security capabilities in the TRACKING AREA UPDATE REQUEST message. The MME shall then take one of the following actions:
-	if the TRACKING AREA UPDATE REQUEST does not contain a valid KSIASME in the Non-current native NAS key set identifier IE, the MME shall remove the non-current native EPS security context, if any, for any GUTI for this UE. The MME shall then integrity protect and cipher the TRACKING AREA UPDATE ACCEPT message using the security context based on K'ASME and take the mapped EPS security context into use; or
-	if the TRACKING AREA UPDATE REQUEST contains a valid KSIASME in the Non-current native NAS key set identifier IE, the MME may initiate a security mode control procedure to take the corresponding native EPS security context into use.
If the UE has included the Device properties the TRACKING AREA UPDATE REQUEST message, the network shall store the Device properties.
Editor's note:	It is FFS on where the network stores the device properties (e.g. EMM context or ESM context).
[bookmark: _Toc280730258]Next Change
6.1.1	General
This clause describes the procedures used for EPS session management (ESM) at the radio interface (reference point "LTE-Uu").
The main function of the ESM sublayer is to support the EPS bearer context handling in the UE and in the MME.
The ESM comprises procedures for:
-	the activation, deactivation and modification of EPS bearer contexts; and
-	the request for resources (IP connectivity to a PDN or dedicated bearer resources) by the UE.
Each EPS bearer context represents an EPS bearer between the UE and a PDN. EPS bearer contexts can remain activated even if the radio and S1 bearers constituting the corresponding EPS bearers between UE and MME are temporarily released.
An EPS bearer context can be either a default bearer context or a dedicated bearer context.
A default EPS bearer context is activated when the UE requests a connection to a PDN.
Generally, ESM procedures can be performed only if an EMM context has been established between the UE and the MME, and the secure exchange of NAS messages has been initiated by the MME by use of the EMM procedures described in clause 5. The first default EPS bearer context, however, is activated during the EPS attach procedure (see subclause 4.2). Once the UE is successfully attached, the UE can request the MME to set up connections to additional PDNs. For each additional connection, the MME will activate a separate default EPS bearer context. A default EPS bearer context remains activated throughout the lifetime of the connection to the PDN.
A dedicated EPS bearer context is always linked to a default EPS bearer context and represents additional EPS bearer resources between the UE and the PDN. The network can initiate the activation of dedicated EPS bearer contexts together with the activation of the default EPS bearer context or at any time later, as long as the default EPS bearer context remains activated. All dedicated EPS bearer contexts of a PDN connection have the same NAS signalling low priority indicator value as the default EPS bearer context.
Default and dedicated EPS bearer contexts can be modified. Dedicated EPS bearer contexts can be released without affecting the default EPS bearer context. When the default EPS bearer context is released, then all dedicated EPS bearer contexts linked to it are released, too.
The UE can request the network to allocate, modify or release additional EPS bearer resources. The network decides whether to fulfil a request for additional resources by activating a new dedicated EPS bearer context or modifying an existing dedicated or default EPS bearer context.
Editor's note: It is FFS how the network utilises the low priority indictor for session management purposes.
[bookmark: _Toc280730276]Next Change
[bookmark: _Toc273437078][bookmark: _Toc273437075]6.4.1	Default EPS bearer context activation procedure
[bookmark: _Toc273437076]6.4.1.1	General
The purpose of the default bearer context activation procedure is to establish a default EPS bearer context between the UE and the EPC. The default EPS bearer context activation procedure is initiated by the network as a response to the PDN CONNECTIVITY REQUEST message from the UE. For this case, the MME waits for the outcome of the default EPS bearer context activation procedure in order to take action on the presence and content of the Device properties IE. The default bearer context activation procedure can be part of the attach procedure, and if the attach procedure fails, the UE shall consider that the default bearer activation has implicitly failed. The default EPS bearer context does not have any TFT assigned during the activation procedure. This corresponds to using a match-all packet filter. The network may at anytime after the establishment of this bearer assign a TFT to the default EPS bearer and may subsequently modify the TFT or the packet filters of this default bearer.
6.4.1.3	Default EPS bearer context activation accepted by the UE
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall send an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. When the default bearer is activated as part of the attach procedure, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message together with ATTACH COMPLETE message. When the default bearer is activated as the response to the stand-alone PDN CONNECTIVITY REQUEST message, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message alone.
The UE checks the PTI in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to identify the UE requested PDN connectivity procedure to which the default bearer context activation is related (see subclause 6.5.1).
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message, the MME shall enter the state BEARER CONTEXT ACTIVE and stop the timer T3485, if the timer is running.
[bookmark: _Toc273437079]When entering the state BEARER CONTEXT ACTIVE, the MME shall act according to the presence of the Device properties IE and the value of the NAS signalling low priority indicator in the PDN CONNECTIVITY REQUEST message: 
- 	if the Device properties IE is not present or the NAS signalling low priority indicator is not set, the MME shall set the NAS signalling low priority indicator of the default EPS bearer context to "MS is not configured for NAS signalling low priority", and release the the Device properties IE, if it was stored.
-	if the NAS signalling low priority indicator is set, the MME shall set the NAS signalling low priority indicator of the default EPS bearer context to "MS is configured for NAS signalling low priority", and release the the Device properties IE, if it was stored.
6.4.1.4	Default EPS bearer context activation not accepted by the UE
If the default EPS bearer context activation is part of the attach procedure, the ESM sublayer shall notify the EMM sublayer of an ESM failure.
If the default EPS bearer context activation is not part of the attach procedure, the UE shall send an ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT message and enter the state BEARER CONTEXT INACTIVE.
The ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT message contains an ESM cause that typically indicates one of the following cause values:
#26:	insufficient resources;
#31:	request rejected, unspecified; or
#95 – 111:	protocol errors.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REJECT message, the MME shall enter the state BEARER CONTEXT INACTIVE, and stop the timer T3485, if the timer is running, and release the the Device properties IE, if it was stored.
[bookmark: _Toc280730318][bookmark: _Toc273437082]Next Change
6.4.2	Dedicated EPS bearer context activation procedure
[bookmark: _Toc273437083]6.4.2.1	General
The purpose of the dedicated bearer context activation procedure is to establish an EPS bearer context with specific QoS and TFT between the UE and the EPC. The dedicated EPS bearer context activation procedure is initiated by the network, but may be requested by the UE by means of the UE requested bearer resource allocation procedure (see subclause 6.5.3) or the UE requested bearer resource modification procedure (see subclause 6.5.4). The dedicated bearer context activation procedure can be part of the attach procedure or be initiated together with the default EPS bearer context activation procedure when the UE initiated stand-alone PDN connectivity procedure. For these cases, the MME waits for the outcome of the default EPS bearer context activation procedure in order set the NAS signalling low priority indicator value of the dedicated EPS bearer context. If the attach procedure or the default EPS bearer context activation procedure fails, the UE shall consider that the dedicated bearer activation has implicitly failed.
[bookmark: _Toc273437084]6.4.2.2	Dedicated EPS bearer context activation initiated by the network
The MME shall initiate the dedicated bearer context activation procedure by sending an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, start the timer T3485, and enter the state BEARER CONTEXT ACTIVE PENDING (see example in figure 6.4.2.2.1).
The MME allocates the EPS bearer identity and includes it in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. The MME shall include the EPS bearer identity of the associated default bearer as the linked EPS bearer identity in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. If this procedure was initiated by a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST shall contain the procedure transaction identity (PTI) value received by the MME in the BEARER RESOURCE ALLOCATION REQUEST or BEARER RESOURCE MODIFICATION REQUEST respectively.


Figure 6.4.2.2.1: Dedicated EPS bearer context activation procedure
[bookmark: _Toc273437085]6.4.2.3	Dedicated EPS bearer context activation accepted by the UE
Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE shall first check the received TFT before taking it into use. Then the UE shall send an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. The ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message shall include the EPS bearer identity.
The linked EPS bearer identity included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message indicates to the UE to which default bearer, IP address and PDN the dedicated bearer is linked.
If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]), the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the dedicated bearer context activation is related.
If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]) and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided.
The UE shall use the received TFT to apply mapping of uplink traffic flows to the radio bearer if the TFT contains packet filters for the uplink direction.
Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message, the MME shall stop the timerT3485 and enter the state BEARER CONTEXT ACTIVE.
[bookmark: _Toc273437086]When entering the state BEARER CONTEXT ACTIVE, the MME shall set the NAS signalling low priority indicator of the dedicated EPS bearer context to the same value as the default EPS bearer context of the PDN connection.
Next Change
6.5.1.3	UE requested PDN connectivity procedure accepted by the network
Upon receipt of the PDN CONNECTIVITY REQUEST message, the MME checks whether the ESM information transfer flag is included. If the flag is included the MME waits for completion of the ESM information request procedure before proceeding with the PDN connectivity procedure. The MME then checks if connectivity with the requested PDN can be established. If no requested APN is included in the PDN CONNECTIVITY REQUEST message or the ESM INFORMATION RESPONSE message and the request type is different from "emergency", the MME shall use the default APN as the requested APN. If the request type is "emergency", the MME shall use the APN configured for emergency bearer services or select the statically configured PDN GW for unauthenticated UEs, if applicable.
If the HeNB supporting the LIPA function provides the L-GW address in the S1 Application Protocol (see 3GPP TS 36.413 [36]) for the transaction containing the PDN CONNECTIVITY REQUEST message and if the APN is authorized to use LIPA (see 3GPP TS 23.008 [28]), then the MME shall store the current cell identity, received with the PDN CONNECTIVITY REQUEST message, with the EPS bearer context.
If connectivity with the requested PDN is accepted by the network, the MME shall initiate the default EPS bearer context activation procedure (see subclause 6.4.1).
If the Device properties IE is included in the PDN CONNECTIVITY REQUEST message and connectivity with the requested PDN is accepted by the network, the MME shall store the Device properties waiting for the outcome of the default EPS bearer context activation procedure. The way to achieve this is implementation dependent.
If connectivity with the requested PDN is accepted, but with a restriction of IP version (i.e. both an IPv4 address and an IPv6 prefix is requested, but only one particular IP version, or only single IP version bearers are supported/allowed by the network), ESM cause #50 "PDN type IPv4 only allowed", #51 "PDN type IPv6 only allowed", or #52 "single address bearers only allowed", respectively, shall be included in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
Upon receipt of the message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall stop timer T3482 and enter the state PROCEDURE TRANSACTION INACTIVE. The UE should ensure that the procedure transaction identity (PTI) assigned to this procedure is not released immediately. The way to achieve this is implementation dependent. While the PTI value is not released, the UE regards any received ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the same PTI value as a network retransmission (see subclause 7.3.1).
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