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Introduction

This contribution proposes another alternative for originating collaborative session establishment using multiple REFER. To initiate a collaborative session the controller UE sends a SIP REFER request containing a recipient-list MIME body containing the URIs and media-types for all the participants in the session (Controller, Controllee and Remote UEs) . The CopyControl attribute is used to indicate the Remote UE.
Proposal

It is proposed to agree the following text into TR 24.837:
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4.4.2.1.4
Alternative 4 – indicating collaborative session establishment using multiple REFER
4.4.2.1.4.1
Controller UE

To establish a collaborative session upon originating session setup, the controller UE sends a SIP REFER request to the SCC AS in accordance with the procedures specified in 3GPP TS 24.229 [4]. The controller UE shall populate the SIP REFER request as follows:
1)
the Request-URI set to the Inter UE Transfer SCC AS URI;
2)
the Refer-To header field containing a Content-ID URL as specified in RFC 5368 [xx];
3)
the Require header field containing the option-tags "multiple-refer"  and  "norefersub"  ;

4) 
the  Refer-Sub header field set to "false" ;

5)
the Content-Type header field containing the MIME type "application/resource-lists+xml"  ;

6) 
the Content-Disposition header field  containing "recipient-list "  ;

7)
the Content-Id header field containing the content ID;

8)
the Accept header field containing the MIME types "application/sdp " and "message/sipfrag";

9)
the Contact header field containing the media feature tags g.3gpp.iut-controller and the "g.3gpp current-iut-controller" set to "active" as described in annex C;
10)
the Referred-By header field containing a currently registered public user identity of the user to be delivered to the controllee UE(s) and remote UE; and

11) a recipient-list MIME body formatted as follows:

a)
an <entry uri> element containing: 
i) the SIP URI of the remote UE being invited to the session; 
ii)
the SIP URI additionally containing the URI header field with the hname "body"  containing SDP for the media type for each of the media (m=) lines for the session with port numbers set to zero; and

iii) a copyControl attribute set to "to" as specified in RFC 5364 [yy] 
b)
an <entry uri> element containing:
i) the SIP URI of the controller UE; 

NOTE 1:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and other UEs share the same public user identity.

ii)
the SIP URI additionally containing the URI header field with the hname "body"  containing SDP for the media type for each of the media (m=) lines for the session with port numbers set as follows:

-
media lines that are being added on controllee UE(s) with the port number set to zero

-
media line(s )that are to be added on the controller UE containing the media type(s) to be added and the discard port number "9" ; and
NOTE 2:
The discard port number "9" indicates that this port number should be ignored.

iii) a copyControl attribute set to "bcc" as specified in RFC 5364 [yy] 

c)
an <entry uri> element for each controllee UE containing:

i) the SIP URI of the controller UE; 

NOTE 3:
The SIP URI of the controllee UE needs to be a GRUU if the controllee UE and other UEs share the same public user identity.

ii)
the SIP URI additionally containing the URI header field with the hname "body"  containing SDP for the media type for each of the media (m=) lines for the session with port numbers set as follows:

-
media lines that are not being added on the controllee UE with the port number set to zero

-
media line(s )that are to be added on the controllee UE containing the media type(s) to be added and the discard port number "9" ; and
NOTE 4:
The discard port number "9" indicates that this port number should be ignored.

iii) a copyControl attribute set to "bcc" as specified in RFC 5364 [yy] 
The controller UE shall handle any response to the SIP REFER request and the subsequent SIP NOTIFY requests according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. 

Upon receiving a SIP INVITE request containing the Referred-By header field contents provided in the SIP REFER request, the controller UE shall send a SIP 183 (Session Progress) response containing an SDP answer and the media feature tag "g.3gpp current-iut-controller" set to "active" in the Contact header field.
The controller UE shall send a SIP 200 (OK) response to the SCC AS AS in accordance with the procedures specified in 3GPP TS 24.229 [4]
4.4.2.1.4.2
SCC AS serving the collaborative session

Upon receiving a SIP REFER request with the Request-URI set to the Inter UE Transfer SCC AS URI and containing a recipient-list MIME body the SCC AS shall send a SIP INVITE request to the remote party identified by the <entry uri> element containing the copyControl attribute set to "to" containing:
1)
Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request;

2)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59];
3)
the P-Asserted-Identity header field containing the URI of the Controller UE from the Referred-By header field of the received SIP REFER request; and
4)
the SDP information for the media component to be offerred from the media type(s) from the media (m=) lines from the hname "body" URI header field in the SIP URI in the <entry uri> element of remote UE from the received SIP REFER request.
Upon receiving a SIP 18x response from remote party, the SCC AS shall send a SIP INVITE request to the controller and controllee UEs identified by the <entry uri> elements containing the copyControl attribute set to "bcc" containing:

1) the Request-URI set to the URI from <entry uri> element;
2) the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of RFC 3892 [59];

3)
the P-Assserted-Identity header field set to the URI of the controller UE from the Referred-By header field of the received SIP REFER request; and 
4)
the SDP information as from the media type(s) from the media (m=) lines from the hname "body" URI header field in the SIP URI in the <entry uri> element of the UE from the received SIP REFER request follows:

a)
for the media component(s) that are not to be established on the UE containing the port number set to zero; and
b)
for the media component(s) that are to be established on the UE containing the port number for the corresponding media received in the media line of the SDP received during the last successful SDP offer/answer exchange.
After receiving a SIP 18x response containing an SDP anmswer from all the controllee UEs and the controller UE, the SCC AS shall send a SIP UPDATE request to the remote party to update the media as follows:
1)
the Request-URI set to the URI of remote party; and
2)
the SDP offer with the active port number received in the SDP answers from the controllee UEs and  the controller UE
The SCC AS identifies the controller UE from the media feature tag "g.3gpp current-iut-controller" set to "active" in the Contact header field of the response.
Upon receiving a SIP 200 (OK) response from the remote UE then once a SIP 200 (OK) response has been received from a controllee UEs or the controller UE, the SCC AS shall send a SIP ACK request to that UE. The SCC AS also shall send a SIP ACK request to the remote UE.
 4.4.4.1.4
Alternative 4 – indicating collaborative session establishment using multiple REFER
In the example flow at the figure 4.4.4.1.4-1, UE-1 wants to establish a collaborative session without the pre-requisite of having an IMS session established. The UE-1 wants to setup a collaborative session with audio media flow in UE-1 and video media flow in UE-2, and wants to control the collaborative session through UE-1.UE-1 sends a SIP REFER request containing a recipient-list to cause the SCC AS to send SIP INVITE requests to the remote UE,  the controllee UE and controller UE..
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Figure 4.4.4.1.4-1: Signalling flow for establishment of collaborative session upon originating IMS session using multiple REFER
NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.

1-2.
SIP REFER request (UE-1 to SCC AS) - see example in table 4.4.4.1.4-1


The UE-1 sends SIP REFER request to SCC AS to initate the setup of the collaborative session.
Table 4.4.4.1.4-1: SIP REFER request (UE-1 to intermediate IM CN subsystem entities)
REFER sip:scc-as@home1.net SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7
To: sip:scc-as@home1.net; tag= 24680
From: sip:user1@home1.net; tag=13579sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: sip:user1@home1.net

Refer-To: cid:cn35t8jf02@home1.net
Refer-Sub: false
Require: recipient-list, norefersub
Contact: <sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller,+g.3gpp-current-iut-controller=active
Referred-By: sip:user1@home1.net

Accept: application/sdp, message/sipfrag
Content-Length: ..
Content-Type: application/resource-lists+xml
Content-Disposition: recipient-list
Content-ID: <cn35t8jf02@home1.net>
<?xml version="1.0" encoding="UTF-8"?>
<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"





  xmlns:cp="urn:ietf:params:xml:ns:copycontrol">



<list>



<entry uri= "<sip:user3@home1.net?body=m%3Daudio%200%20RTP%2FAVP%200%3Dvideo%200%20RTP%2FAVP%>" cp:copyControl="to"/>




<entry uri="<sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz? body=m%3Daudio%209%20RTP%2FAVP%20%0Dm%video%200%20RTP%2FAVP%20>" cp:copyControl="bcc"/>



<entry uri="<sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6? body=m%3Daudio%200%20RTP%2FAVP%20%0Dm%3Dvideo%209%20RTP%2FAVP%20>" cp:copyControl="bcc"/>


</list>
</resource-lists>


The SIP REFER request contains a recipient-list MIME body containng <entry-uri> elements containing the SIP URIs of UE-3, UE-1 and UE-2. Each SIP URI contains a "body" URI header field identifying the media types to be assigned. The copyControl attribute set to "to" is used to indicate the remote UE.
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1) 


The SCC-AS sends a SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.
5-6.
SIP NOTIFY request (from SCC AS to UE-1) 


The SCC-AS sends a SIP NOTIFY request to UE-1.
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS) 

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.
9-10.
SIP INVITE request (SCC AS to UE-3) - see example in table 4.4.4.1.4-9

SCC AS sends a SIP INVITE request to UE-3.
Table 4.4.4.1.4-9: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE
sip:user3@example1.net; SIP/2.0

Via:

Record-Route: sip:sccas1.home1.example.net 
Route: <sip:scscf1.home1.net;lr>

To: sip:user3@example1.net;

From: sip:user1@example1.net;tag=acegi
Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Max-Forwards:70
P-Asserted-Identity: sip:user1@example1.net
Supported: 100rel; precondition, gruu, 

Contact: <sip:user1@example1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length:(…)
v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 0 RTP/AVP 0 8 3
b=AS:25.4

a=curr:qos local none
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 0 RTP/AVP 98
c=IN IP4 0.0.0.0
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
SDP:
The first media stream (audio) will be terminated by UE-1. 

The port number of the remote side, i.e. UE-3 for the video media is currently not known to UE-1, therefore the port number for the video media stream is set to the discard port number "9".
11-12.
SIP 183 (Session Progress) response to SIP INVITE request (UE-3 to SCC AS)


The remote UE-3 responds with SIP 183 (Session Progress) response containing the SDP answer of remote UE.
13-14.
SIP INVITE request (SCC AS to UE-1) – see example in table 4.4.4.1.4-13

The SCC AS sends a SIP INVITE request to UE-1 to establish the media between UE-1 and remote UE-3.

Table 4.4.4.1.4-13: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE sip:user1@example1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0
Require:

Referred-By: sip: user1@example1.net 

Contact: sip:user3@example1.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd

Allow: 

Via:

Record-Route: sip:sccas1.home1.example.net 

To: sip:user2@example1.net;

From: sip:user3@example1.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards: 70
P-Asserted-Identity: sip:user1@example1.net
Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 192.0.2.23

s=-

t=0 0

m=audio 4788 RTP/AVP 0 8 3

m=video 0 RTP/AVP 34 

a= sendrecv
c=IN IP4 192.0.2.23

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

15-16.
SIP INVITE request (SCC AS to UE-2) – see example in table 4.4.4.1.4-15

The SCC AS sends a SIP INVITE request to UE-2 to establish the media between UE-2 and remote UE-3.

Table 4.4.4.1.4-15: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE sip:user2@example1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Require:

Referred-By: sip:user1@example1.net 

Contact: sip:user3@example1.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd

Allow: 

Via:

Record-Route: sip:sccas1.home1.example.net 

To: sip:user2@example1.net;

From: sip:user3@example1.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: sip:user1@example1.net
Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 192.0.2.23

s=-

t=0 0

m=audio 0 RTP/AVP 0 8 3

m=video 4390 RTP/AVP 34 

a= sendrecv
c=IN IP4 192.0.2.23

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

17-18.
SIP 183 (Session Progress) response to SIP INVITE request (UE-1 to SCC AS)


UE-1 sends the SIP 183 (Session Progress) response towards SCC AS containing the SDP answer of UE-1.

19-20.
SIP 183 (Session Progress) response to SIP INVITE request (UE-2 to SCC AS)


UE-2 sends the SIP 183 (Session Progress) response towards SCC AS containing the SDP answer of UE-2.

21-22.
SIP UPDATE request (SCC AS to UE-3)- see example in table 4.4.4.1.4-21


SCC AS sends SIP UPDATE request to UE-3 to update the media in UE-3.

Table 4.4.4.1.4-21: SIP UPDATE request (SCC AS to remote intermediate IM CN subsystem entities)

UPDATE sip:user3_public3@home3.net SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag = 66666

From: sip:interUEtransfer@example.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
23-24.
SIP 200 (OK) response to SIP UPDATE request(remote UE to SCC AS)


The remote UE-3 responds with SIP 200 (OK) response.
25-26.
SIP 200 (OK) response to SIP INVITE request (UE-1 to SCC AS)


UE-1 responds SIP 200 (OK) response to the SIP INVITE request. 
27-28.
SIP 200 (OK) response to SIP INVITE request (UE-2 to SCC AS)


UE-2 responds SIP 200 (OK) response to the SIP INVITE request. 
29-30.
SIP 200 (OK) response to the initial SIP INVITE request (remote UE to SCC AS)


When the remote UE answers the call, UE-3 sends the SIP 200 (OK) response to SCC AS.

31-32.
SIP ACK request (SCC AS to UE-1)


SCC AS sends the SIP ACK request to confirm the establishment of call to UE-1.
33-34.
SIP ACK request (SCC AS to UE-2)


SCC AS sends the SIP ACK request to UE-2.

35-36.
SIP ACK request (SCC AS to UE-3)


SCC AS sends SIP ACK request to the remote UE.

5.4.1.4
Pros and cons of alternative 3 – indicating collaborative session establishment using multiple REFER
Advantages:

-
Does not require new Internet Drafts 
Disadvantages:

-
Additional overhead of use of REFER.
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