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1. Introduction

This paper discusses a problem that originating CSFB request from UE has to go through barring logic twice (firstly by ACB for CSFB, and secondly by MME), after introduction of ACB for CSFB, whereas existing CSFB UEs only need to go through barring logic in MME.   This paper then proposes that MME distinguishes the UE capability to decide whether or not to apply the network based barring mechanism, which has been existing from Rel-8, to "ACB for CSFB" capable UE.  
2. Discussion
2.1 Background
In REL10 specification, there exist two types of access control mechanisms related to CSFB as following.

1. ACB for CSFB (from REL10 specification)

- Access restriction is detected and initiated inside UE.

- When access restriction is applied, the UE keep stay in LTE and suppress sending EXTENDED SERVICE REQUEST to the network for a while.

- The ultimate purpose of this mechanism is to protect “UTRAN/GERAN and E-UTRAN at the same time”.

- This mechanism is used to suppress MO CSFB request from REL10 onward UEs. 

2. MME send SERVICE REJECT with #39 (from REL8 specification)


- Access restriction is detected and initiated in MME when it receives EXTENDED SERVICE REQUEST from UE


- When access restriction is applied, the UE keeps staying in LTE and suppress sending EXTENDED SERVICE REQUEST to the network for a while.


- The ultimate purpose of this mechanism is to protect “UTRAN/GERAN and E-UTRAN at the same time”.


- This mechanism is used to suppress MO CSFB request from pre-REL10 UEs (Note that even in REL10 NW which has ACB for CSFB capability, this functionality can be used to stop pre-REL10 UEs)

As you can see above, the ultimate purpose of those two mechanism is the same i.e. protect GERAN/UTRAN resources and E-UTRAN resources at the same time.  The only difference is that “where the access restriction is detected/initiated”.  The problem here is that REL10 UE has to get through both two access restrictions (one inside UE and another in MME) when it initiates MO CSFB.  Note that pre-REL10 UE does not encounter this problem because ACB for CSFB is only applicable from REL10 compliant UEs.  Please see details from next section. 
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Figure1. Barring MO CSFB in REL10 compliant network
2.2 Problem of double gating MO CSFB

As described in previous section, it is very natural that operator who wants to contorl MO CSFB request from CSFB UEs uses both “ACB for CSFB” functionality(from REL10) and “SERVICE REJECT with #39” functionality (from REL8).  However, there is a possibility that MO CSFB attempt is restricted twice (firstly inside UE and secondary by MME).  Figure.4 shows the overview of this problem.
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Figure 2. double gating of MO CSFB
Note that ACB for CSFB does not restrict all UEs performing MO CSFB.  How many UEs will be restricted to perform MO CSFB depends on access barring rate included in SIB2 information.   For example, if 30% of MO CSFB is allowed, then one of the three UE is permitted to send EXTENDED SERVICE REQUEST message to the network.  So, there is a case that even when serving network is applying ACB for CSFB, REL10 UE got through this access control(ACB for CSFB) and may encounter restriction done by MME (SERVICE REJECT with #39).  It is unfair that REL10 CSFB UEs encounter double gating while pre-REL10 CSFB UEs encounter only one gating(by MME).
3. Proposal
3.1 Solution to avoid double gating MO CSFB

To address this problem, this paper proposes to add a new bit to “UE network capability”.  The new bit indicates that the UE is capable of “ACB for CSFB”. By using this information element, MME can identify the UE whether it has gotten through “ACB for CSFB at UE” or not. 
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Figure3. Proposed solution for avoiding double gating of MO CSFB
If the MME received EXTENDED SERVICE REQUEST, then it checks whether the UE is capable of “ACB for CSFB”, if it is, then the MME should not reject the service request with #39.
Please see detail in companion CR in C1-110062
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