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Introduction

This contribution addresses some of the editor’s notes in the current proposals in TR 24.837. In some cases the notes are resolved, in other cases the notes are modified to correctly capture the issue and some editor’s notes in the wrong style have also been corrected.
Discussion
Addressing some of the Editor’s Notes need some further explanation:
Editor’s Note in subclause 4.1.2 regarding XCAP or HTML for IUT controller preferences

Current text in TR 24.837 already states that XCAP is used over Ut for controller loss preferences so there seems not good reason to not use XCAP also for IUT controller preferences (in fact these may even be part of the same XCAP document). In addition the alternative of just using HTML (i.e web based access) produces great challenges in configuring preferences from devices that do not support a web browser. For example automatic configuration even of splash web screens for providing WLAN access has already been a big problem and the configuration required for IUT is more complicated. Therefore XCAP should be selected in line with the rest of the IMS configuration mechanisms and in line with what we already have for controller loss preferences for IUT..
4.10.2.1 Set controller loss preference using XCAP over Ut interface

User may send or modify controller loss preference at any time during a session using XCAP over Ut interface. Candidate UEs in controller loss preference should be configured in a priority order. 
Editor’s Note in subclause 4.4.4.2.3 regarding use of REFER during session establishment.
1xx responses can be sent unreliably in which case the UAS (UE) does not know that they will arrive. They also can arrive out of order from subsequent  requests. RFC 3261 mechanism can be used to ensure that the 1xx response was received but this requires a further PRACK/200 OK exchange. Thus a SIP REFER request cannot be sent to the SCC AS on the existing dialog unless the 183 response is sent reliably and until a further PRACK/200 OK exchange has taken place. Similar problem exists if sending the SIP REFER request outside of a dialog but including the Target-Dialog header field to identify the related dialog. The Target-Dialog header field includes the tag from the To header field and if the SCC AS has not yet seen this tag and established the dialog because it hasn’t received the 183 response it will not be able to associate this SIP REFER request with the SIP INVITE transaction.
RFC 3261 on creation of a Dialog
12.1 Creation of a Dialog

   Dialogs are created through the generation of non-failure responses

   to requests with specific methods.  Within this specification, only

   2xx and 101-199 responses with a To tag, where the request was

   INVITE, will establish a dialog.  
12.1.2 UAC Behavior

   When a UAC receives a response that establishes a dialog, it

   constructs the state of the dialog.  This state MUST be maintained

   for the duration of the dialog.
CONCLUSION
A dialog does not exist at the UAC (i.e the SCC AS) until it receives a response that establishes a dialog.

RFC 3515 REFER
2. The REFER Method

   A REFER request MAY be placed outside the scope of a dialog created

   with an INVITE.  REFER creates a dialog, and MAY be Record-Routed,

   hence MUST contain a single Contact header field value.  REFERs

   occurring inside an existing dialog MUST follow the Route/Record-

   Route logic of that dialog.

CONCLUSION
REFER can be sent within or outside of an existing dialog. If the SCC AS has not created state for the dialog (because it as not yet received the 183 response with the To header field tag then it will treat a REFER request with such a tag in the To header field as being for a dialog that it has no state for. It will either forward the REFER request towards the remote party or reject the REFER request with a 481 (Call/Transaction Does Not Exist) response.
RFC 4538 Target-Dialog header field
4.  User Agent Server Behavior

   If the dialog identifiers don't match, or if they don't contain both

   a "remote-tag" and "local-tag" parameter, the header field MUST be

   ignored, and authorization MAY be determined by other means.

CONCLUSION
The UAS (SCC AS) will not be able to associate the dialog in the Target-Dialog header field in a SIP REFER request unless the 183 response has already been received as until then no such dialog exists.
THIS ISSUE IS RESOVED IN REVISION OF INFINEON CONTRIBUTION
Editor’s Note in subclause 4.4.4.2.4 regarding whether intermediaries could recurse on 300 responses
The CSCF’s between the UE and the SCC AS will not recurse on the 300 response (and neither should an IBCF). Also on the access leg the SCC AS is the first AS to receive the 300 response as is shown in TS 23.237 (subclause 5.4.2 and 5.5). Having other AS between the served UE and the SCC AS would cause all kinds of problems for not only IUT but also access transfer. Therefore there is no issue with intermediaries between the UE and the SCC AS recursing on the 300 response so this Editor’s Note can be deleted.
TS 23.237

5.4.2
Sessions with PS media flow(s)
Figure 5.4.2-1 shows 3pcc at the SCC AS, for enablement and execution of Session Transfers, when the media flow(s) for the Access Leg is established via IP‑CAN.

The figure is for illustration of the 3pcc at the SCC AS and its use for Session Transfer; hence it only shows the signalling and bearer components relevant to the enablement and execution of Session Transfers.
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5.5
IUT Collaborative Sessions

IUT for service continuity allows a multi media session to be split on the local end across two or more UEs that are part of a Collaborative Session. UEs that are part of a single Collaborative Session may belong to different IMS subscriptions under the same operator. Figure 5.5-1: provides signalling and bearer architecture for a Collaborative Session that involves three UEs belonging to two IMS subscriptions.
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Figure 5.5-1: Collaborative Session Signalling and Bearer architecture

Proposal

It is proposed to agree the following changes to TR 24.837.
4.1.2
Routing incoming session requests to a UE that is capable of becoming a controller UE

In order to route incoming session request to IUT controller capable UEs the IUT controller capable UE includes the media feature tag  g.3gpp.iut-controller in the Contact header field of the SIP REGISTER request when registering, (this is already required Controller UE functionality in release 9). When the SCC AS receives an incoming initial session establishment request it checks the request against the following stored user preference criteria to see if collaborative sessions are enabled for this session:

-
URI in the P-Asserted-Identity header field
-
URI in the Request-URI
-
Any ICSI value in the Accept-Contact header field; and

-
Media types in the SDP offer.
If the stored user preference criteria indicates that collaborative sessions are enabled for this session then the SCC AS shall include the media feature tag  g.3gpp.iut-controller along with the explicit parameter in an Accept-Contact header field in the request before forwarding.

The UE configures the user preference criteria in the SCC AS using the XCAP over the Ut reference point.

Editor’s Note: The XCAP usage still has to be defined.
NOTE:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded.
4.4.4.1.2
Alternative 2 – indicating collaborative session establishment by tunneled SIP REFER request

1-2.
SIP INVITE request (UE-1 to SCC AS) - see example in table 4.4.4.1.2-1


UE-1 sends a SIP INVITE request to the SCC AS to setup the collaborative session.
Table 4.4.4.1.2-1: SIP INVITE request (UE-1 to SCC AS)

INVITE SIP: user3@example1.net; SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user1@example1.net>; tag=171828

To: <sip:user3@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user1@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: multipart/mixed; boundary=boundary42

Content-Length: (…)

--boundary42

Content-Type: application/sdp

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

--boundary42

Content-Type: message/sip

REFER sip: scc-as@home1.net SIP/2.0

Via:

To: sip: scc-as@home1.net

From: <sip:user1@example1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490237
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: sip:user1@example1.net

Refer-To: <sip: user2@example2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Dvideo%209%20RTP%2FAVP%2098%2099 b%3DAS%3A75%0D%0Aa%3Drtpmap%3A98%20H263%0D%0Aa%3Dfmtp%3A98%20profile-level-id%3D0%0D%0Aa%3Drtpmap%3A99%20MP4V-ES>

Referred-By: sip:user1@example1.net

Contact: < sip:user1@example1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller 

Allow:

Accept: message/sipfrag 

Content-Length: 0

The SIP INVITE request includes SDP and a SIP REFER request in its body. The SDP describes the audio media for UE-1. The SIP REFER request refers to UE-2 for establishing the video media stream on UE-2. Since the SIP REFER request specifies UE-1 in its From header field it indicates that UE-1 should become controller UE of the collaborative session.
NOTE 2:
The SIP REFER request included in the SIP INVITE request is being created by UE-1 and not duplicated from another SIP REFER request.

The port number of the remote UE, UE-3 for the video media is not known to UE-1. Therefore the port number for the video media stream is set to the discard port number "9".

Editor's Note: It is FFS how it is efficiently indicated to the SCC AS that the SIP INVITE request contains an embeded SIP REFER request that triggers the establishment of a collaborative session without forcing the SCC AS to parse the body of every initial SIP INVITE request.
4.4.4.2.2
Alternative 2 – indicating collaborative session establishment by tunneled SIP REFER request

Table 4.4.4.2.2-9: SIP 200 (OK) response (UE-1 to SCC AS)

200 OK sip:user3@example1.net SIP/2.0

Via:

To: sip:user3@example1.net;tag=171828
From: sip:user1@example1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1@example1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: multipart/mixed; boundary=boundary42
Content-Length: (…)

--boundary42

Content-Type: application/sdp

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=

t=0 0

c=IN IP4 123.45.67.89

m=audio 1300 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

--boundary42

Content-Type: message/sip

REFER sip: scc-as@home1.net SIP/2.0

Via:

To: sip: scc-as@home1.net

From: <sip:user1@example1.net>; tag=33333

Call-ID: cb03a0s09a2sdfglkj490237
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: sip:user1@example1.net

Refer-To: <sip: user2@example2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Dvideo%209%20RTP%2FAVP%2098%2099 b%3DAS%3A75%0D%0Aa%3Drtpmap%3A98%20H263%0D%0Aa%3Dfmtp%3A98%20profile-level-id%3D0%0D%0Aa%3Drtpmap%3A99%20MP4V-ES>

Referred-By: sip:user1@example1.net

Contact: < sip:user1@example1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller 

Allow:

Accept: message/sipfrag 

Content-Length: …

m=video 9 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES


The SIP 200 (OK) response includes SDP and a SIP REFER request in its body. The SDP describes the accepted audio media for UE-1. The SIP REFER request refers the video media stream to UE-2 thereby establishing a collaborative session.. Since the SIP REFER request specifies UE-1 in its From header field it indicates that UE-1 should become controller UE of the collaborative session.
Editor's Note: It is FFS how it is efficiently indicated to the SCC AS that the SIP INVITE request contains an embeded SIP REFER request that triggers the establishment of a collaborative session without forcing the SCC AS to parse the body of every initial SIP INVITE request.

4.4.4.2.4
Alternative 4: Using SIP 300 (Multiple Choices) response
5-6.
SIP 300 (Multiple Choices) response to SIP INVITE request (UE-1 to SCC AS) see example in table 4.4.4.2.4-5

 The UE-1 responds with SIP 300 (Multiple choices) response to SCC AS including in the body the media characteristics (Audio and Video) associated with the contact addresses of UE-1 and UE-2 respectively. 

Table 4.4.4.2.4-5: SIP 300 (Multiple Choices) response (UE-1 to SCC-AS)

SIP/2.0 300 Multiple Choices
Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity: sip:user1@example.net
Contact: <sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>,
<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>
Allow:

Content-Type=application/vnd.3gpp.iut+xml 
Content-Length: (…)

<controlTransfer> 


<activeController=<<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz?body=m%3Daudio%2049170%20RTP%2FAVP%97%0D>/> 


<Controllee=<<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Dvideo%2028540%20RTP%2FAVP%98%0D>/>  

</ControlTansfer>
4.6.2.1.3.2.1.1
Controllee UE 
In order to transfer the media to itself, the UE sends a SIP re-INVITE request to the SCC AS serving the collaborative session containing SDP information as follows:
CONTRIBUTOR’S NOTE: STYLE CORRECTED
Editor's Note: How to indicate to SCC AS this is a media transfer request within the collaborative session is FFS.
NOTE:
Before requesting media flow transfer, the UE discovers the ongoing collaborative session with transferred media and gets information about its media flows by subscribing to dialog event.

1)
for the media component(s) already served by the UE, include the SDP information from the original session; 
2)
for the transferred media component(s), containing the port numbers of the UE; and

3)
for the media component(s) not served by the UE, containing the port numbers set to zero.

Upon receiving the SIP 2xx response for the re-INVITE request from the SCC AS, the UE shall send a SIP ACK request to the SCC AS.
4.6.4.1.3.3.1
Same subscription

NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.
CONTRIBUTOR’s NOTE: Style corrected
Editor’s Note: It is FFS when exactly to send the NOTIFY messages.
1.
UE-2 discovers the sessions of UE-1
2-5.
SIP REFER request (from UE-2 to UE-1)


The UE-2 sends SIP REFER (referred REFER) request to the controller UE, UE-1 to request the media transfer from UE-1 to UE-2.

CONTRIBUTOR’s NOTE: Style corrected

Editor's Note:
 How the SCC-AS authorize the request is FFS.
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