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* * * First Change * * * 
5.4.8.2
Initial emergency registration or user-initiated emergency reregistration

When the S-CSCF receives a REGISTER request; and the Contact header field includes a "reg-type" SIP URI parameter with value "sos" that indicates that this is an emergency registration, as described in draft-patel-ecrit-sos-parameter [91A], the S-CSCF shall perform the actions as specified in subclause 5.4.1.1 with the following additions:

-
for the unprotected REGISTER request, if the public user identity is linked to a private user identity that has a registered emergency public user identity but with a new contact address, and the authentication has been successful and if the previous emergency registration has not expired, the S-CSCF shall delete the previous contact information. Contacts related to non-emergency registration shall not be deregistered;
-
for the protected REGISTER request, when the S-CSCF receives a REGISTER request with the "integrity-protected" header field parameter in the Authorization header field set to "yes", "tls-yes" or "ip-assoc-yes", i.e. for the protected REGISTER request, and the Contact header field includes a "reg-type" SIP URI parameter with value "sos" that indicates that this is an emergency registration, as described in draft-patel-ecrit-sos-parameter [91A], the S-CSCF shall identify the user by the public user identity as received in the To header field and the private user identity as received in the Authorization header field of the REGISTER request;
-
the S-CSCF shall include a Service-Route header field in the 200 (OK) response to the REGISTER request:

i)
if the request is understood to relate to private network traffic, and operator policy requires the P-CSCF to detect an emergency session request relating to private network traffic (see subclause 5.2.10.4); or

ii)
if the UE sending the request is (see the IP-CAN specific annexes for the detailed procedure) attached to the serving network and subject to operator policy operator policy determining whether the P-CSCF forwards the request to a E-CSCF (see subclause 5.2.10.3).


Otherwise the S-CSCF shall not include a Service-Route header field;
-
the S-CSCF shall not include a temporary GRUU in the 200 (OK) response to the REGISTER request;

-
the S-CSCF shall include the "reg-type" URI parameter with value "sos" in the URI that was successfully emergency registered and included in the Contact header field of the 200 (OK) response to the REGISTER request as described in draft-patel-ecrit-sos-parameter [91A];
NOTE 1:
In the case where the S-CSCF returns a GRUU in the Contact header field of the 200 (OK) response to the REGISTER request, the "reg-type" URI parameter with value "sos" is appended to the URI and not included as a Contact header field parameter. The public GRUU that is returned in the 200 (OK) response includes the "reg-type" URI parameter with value "sos" as a parameter of the URI included in the "pub-gruu" Contact header field parameter.
-
store the Path header field and the contact information including all header field parameters contained in the Contact header field. The S-CSCF shall use the Path header field and the contact information obtained during the emergency registration to build a preloaded Route header field values for the emergency dialogs (e.g. PSAP call back session) destined for the UE;

NOTE 2:
The Path header field and contact information used for the emergency dialogs destined for the UE and obtained during the emergency registration can be different than the Path header field used for the non-emergency communication and obtained during the non-emergency registration.

NOTE 3:
If the previous emergency registration with different contact information or emergency Path header field has not expired, the S-CSCF will not perform the network initiated deregistration procedure for the previous emergency registration, but will let it expire.

-
the S-CSCF shall not send any third-party REGISTER requests to any AS;

-
the S-CSCF shall not include an empty P-Debug-ID header field; and

NOTE 4:
Including an empty P-Debug-ID header field in a 200 (OK) response to an emergency registration could delay emergency call setup as it causes the UE to subscribe to the debug event package.
-
determine the duration of the registration by checking the value of the registration expiration interval value in the received REGISTER request and based on local policy.

NOTE 5:
The value of the emergency registration time is subject to national regulation and can be subject to roaming agreements.

* * * Next Change * * * 
7.2A.4.2
Syntax

The syntax of the P-Access-Network-Info header field is described in RFC 3455 [52]. There are additional coding rules for this header field depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.6A describes the 3GPP-specific extended syntax of the P-Access-Network-Info header field defined in RFC 3455 [52].

Table 7.6A: Syntax of extended P-Access-Network-Info header field
   P-Access-Network-Info  = “P-Access-Network-Info” HCOLON 

                            access-net-spec *(COMMA access-net-spec)

   access-net-spec        = (access-type / access-class) *(SEMI access-info)

   access-type            = "IEEE-802.11" / "IEEE-802.11a" / "IEEE-802.11b" / "IEEE-802.11g" / "IEEE-802.11n" / "3GPP-GERAN" / "3GPP-UTRAN-FDD" / "3GPP-UTRAN-TDD" / "3GPP-E-UTRAN-FDD" / "3GPP-E-UTRAN-TDD" / "ADSL" / "ADSL2" / "ADSL2+" / "RADSL" / "SDSL" / "HDSL" / "HDSL2" / "G.SHDSL" / "VDSL" / "IDSL" / "3GPP2-1X" / "3GPP2-1X-Femto" / "3GPP2-1X-HRPD" / "3GPP2-UMB" / "DOCSIS" / "IEEE-802.3" / "IEEE-802.3a" / "IEEE-802.3e" / "IEEE-802.3i" / "IEEE-802.3j" / "IEEE-802.3u" / "IEEE-802.3ab"/ "IEEE-802.3ae" / "IEEE-802.3ak" / "IEEE-802.3aq" / "IEEE-802.3an" / "IEEE-802.3y" / "IEEE-802.3z" / GPON/ XGPON1/ "GSTN"/ token

...access-class           = "3GPP-GERAN" / "3GPP-UTRAN" / "3GPP-E-UTRAN" / "3GPP-WLAN" / "3GPP-GAN" / "3GPP-HSPA" / token

   np                     = "network-provided"
   sc                     = "same-country"
   access-info            = cgi-3gpp / utran-cell-id-3gpp / dsl-location / i-wlan-node-id / ci-3gpp2 / ci-3gpp2-femto / eth-location / fiber-location / np/ gstn-location / extension-access-info

   extension-access-info  = gen-value

   cgi-3gpp               = "cgi-3gpp" EQUAL (token / quoted-string)

   utran-cell-id-3gpp     = "utran-cell-id-3gpp" EQUAL (token / quoted-string)

   i-wlan-node-id         = "i-wlan-node-id" EQUAL (token / quoted-string)

   dsl-location           = "dsl-location" EQUAL (token / quoted-string)

   eth-location           = "eth-location" EQUAL (token / quoted-string)

   fiber-location         = "fiber-location" EQUAL (token / quoted-string)

   ci-3gpp2               = "ci-3gpp2" EQUAL (token / quoted-string)
   ci-3gpp2-femto         = "ci-3gpp2-femto" EQUAL (token / quoted-string)
   gstn-location          = "gstn-location" EQUAL (token / quoted-string)
The presence of the "np" parameter indicates a P-Access-Network-Info header field is provided by the P-CSCF or by the MGCF. The content can differ from a P-Access-Network-Info header field without this parameter which is provided by the UE. The presence of the "sc" parameter indicates a P-CSCF or a MGCF has determined the UE is attached to the serving network.
The "np" parameter can be used with both "access-type" and "access-class" constructs. The "access-type" construct is provided for use where the value is not known to be specific to a particular "access-class" value, e.g. in the case of some values delivered from the PCRF. The "access-class" field can be set only by the P-CSCF. The "np" parameter can be set only by the P-CSCF or by the MGCF. The gstn-location parameter and the "GSTN" value of access-type field shall not be inserted by the UE. The "sc" parameter can only be present if the "np" parameter is present.
* * * Next Change * * * 
B.3.2.1
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the P-CSCF shall check the MCC and MNC fields received in the P-Access-Network-Info header field. If the P-CSCF determines that the network from which the request was originated is in the same country and the P-CSCF includes a P-Access-Network-Info header field with the "np" parameter in the request, then the P-CSCF includes a "sc" parameter in the P-Access-Network-Info header field.
NOTE:
The above check can be against more than one MNC code stored in the P-CSCF.
* * * Next Change * * * 
B.3.3.2
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the S-CSCF shall check the presence of the "np" parameter and the "sc" parameter in the P-Access-Network-Info header field.
* * * Next Change * * * 
D.3.2.1
Determining network to which the originating UE is attached
Editor's Note: Determining the originating network of the I-WLAN AP is FFS.
* * * Next Change * * * 
D.3.3.2
Determining network to which the originating UE is attached
Editor's Note: Determining the originating network of the I-WLAN AP is FFS.
* * * Next Change * * * 
E.3.2.1
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the P-CSCF shall check if the location information received in the network provided and/or UE provided "dsl-location", "eth-location" or "fiber-location" parameter in the P-Access-Network-Info header field(s) belongs to a location in the same country. If the P-CSCF determines that the network from which the request was originated is in the same country and the P-CSCF includes a P-Access-Network-Info header field with the "np" parameter in the request, then the P-CSCF includes a "sc" parameter in the P-Access-Network-Info header field.
NOTE 1:
If local policy does not require the insertion of P-Access-Network-Info header field in the P-CSCF even if it is missing in the received initial request, the P-CSCF can assume that the request is initiated by fixed broadband UE in the same country.

NOTE 2:
If the location information in the network provided and UE provided "dsl-location", "eth-location" or "fiber-location" parameters (in a request that includes two P-Access-Network-Info header fields) is contradictory, or the two P-Access-Network-Info header fields indicate different access types the P-CSCF ignores either the network provided or the UE provided information according to operator policy.

* * * Next Change * * * 
E.3.3.2
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the S-CSCF shall check the presence of the "np" parameter and the "sc" parameter in the P-Access-Network-Info header field.
* * * Next Change * * * 
H.3.2.1
Determining network to which the originating UE is attached
If access type field in the P-Access-Network-Info header field indicated DOCSIS access the P-CSCF shall assume that the initial request for a dialog or standalone transaction or an unknown method destined for a PSAP is initiated in the same country. If the P-CSCF determines that the network from which the request was originated is in the same country and the P-CSCF includes a P-Access-Network-Info header field with the "np" parameter in the request, then the P-CSCF includes a "sc" parameter in the P-Access-Network-Info header field.
NOTE 1:
If local policy does not require the insertion of P-Access-Network-Info header field in the P-CSCF even if it is missing in the received initial request, the P-CSCF can assume that the request is initiated by fixed broadband UE in the same country.

NOTE 2:
If the network provided and UE provided P-Access-Network-Info header fields indicate different access types the P-CSCF ignores the information in either the network provided or the UE provided P-Access-Network-Info header field according to operator policy.

* * * Next Change * * * 
H.3.3.2
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the S-CSCF shall check the presence of the "np" parameter and the "sc" parameter in the P-Access-Network-Info header field.
* * * Next Change * * * 
L.3.2.1
Determining network to which the originating UE is attached
If the P-CSCF is configured to handle emergency requests, in order to determine from which network the request was originated the P-CSCF shall check the MCC and MNC fields received in the P-Access-Network-Info header field. If the P-CSCF determines that the network from which the request was originated is in the same country and the P-CSCF includes a P-Access-Network-Info header field with the "np" parameter in the request, then the P-CSCF includes a "sc" parameter in the P-Access-Network-Info header field.
NOTE:
The above check can be against more than one MNC code stored in the P-CSCF.
* * * Next Change * * * 
L.3.3.2
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the S-CSCF shall check the presence of the "np" parameter and the "sc" parameter in the P-Access-Network-Info header field.
* * * Next Change * * * 
M.3.2.1
Determining network to which the originating UE is attached
For an HRPD UE, after the initial request for a dialog or standalone transaction or an unknown method is received the P-CSCF shall check the Carrier ID field received in the P-Access-Network-Info header field to determine from which network the request was originated. If the P-CSCF determines that the network from which the request was originated is in the same country and the P-CSCF includes a P-Access-Network-Info header field with the "np" parameter in the request, then the P-CSCF includes a "sc" parameter in the P-Access-Network-Info header field.
NOTE:
For 3GPP2-1X and 3GPP2-UMB, no IP-CAN specific support is provided in the current release. No carrier identification is provided for 3GPP2-1X or 3GPP2-UMB in the P-Access-Network-Info header field, and thus there is no IMS specific procedure for identifying that the UE is in the home network.

* * * Next Change * * * 
M.3.3.2
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the S-CSCF shall check the presence of the "np" parameter and the "sc" parameter in the P-Access-Network-Info header field.
* * * Next Change * * * 
O.3.2.1
Determining network to which the originating UE is attached
The P-CSCF handling is as defined in subclause M.3.2.

NOTE:
Emergency call support for the EPC IP-CAN is not specified in this release. A common P-Access-Network-Info header field value is used for both cdma2000® HRPD based IP-CANs (i.e. HRPD access specified by 3GPP2 X.S0011‑C [127], and HRPD access as specified by 3GPP2 X.P0057 [86C]). The result of this is that in both cases the handling in the P-CSCF must be identical. If an operator deploys an IM CN subsystem with both cdma2000® HRPD based IP‑CANs, the P-CSCF has no means of distinguishing one from the other. The emergency call handling for the EPC IP‑CAN using cdma2000® HRPD access as specified by 3GPP2 X.P0057 [86C] is out of scope for this release of this specification, and therefore all identified emergency calls with a P-Access-Network-Info header field value of "3GPP2‑1X‑HRPD" will be handled with a 380 (Alternative Service) response when HRPD IP-CAN emergency support is not active.

* * * Next Change * * * 
O.3.3.2
Determining network to which the originating UE is attached
The S-CSCF handling is as defined in subclause M.3.3.

* * * Next Change * * * 
Q.3.2.1
Determining network to which the originating UE is attached
If access-type field in the P-Access-Network-Info header field indicated 3GPP2-1X-Femto access the P-CSCF shall assume that an initial request for a dialog or standalone transaction or an unknown method destined for a PSAP is initiated in the same country. If the P-CSCF determines that the network from which the request was originated is in the same country and the P-CSCF includes a P-Access-Network-Info header field with the "np" parameter in the request, then the P-CSCF includes a "sc" parameter in the P-Access-Network-Info header field.
* * * Next Change * * * 
Q.3.3.2
Determining network to which the originating UE is attached
In order to determine from which network the request was originated the S-CSCF shall check the presence of the "np" parameter and the "sc" parameter in the P-Access-Network-Info header field.
* * * Last Change * * * 
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