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1. Introduction
The setps 26-30 in the alternative 1 call flow 4.7.4.1-1 for session replication by SCC AS – pull mode.
The SCC-AS anchoring the session sends a SIP INVITE request to the controllee UE, UE-2, adding audio media and establishing collaborative session. The SCC-AS sets the a-line for audio m-line to inactive and the remote UE address to 0.0.0.0 in SDP offer to prevent the controllee UE sending media to the remote UE.
Howerver, since the media is anchored at MRF, The SCC-AS can control the MRF to active or inactive the media streams.
2. Reason for Change
The setps 26-30 in the alternative 1 call flow 4.7.4.1-1 for session replication by SCC AS – pull mode, has such procedure that the SCC AS needs to set the remote UE address to 0.0.0.0, and the  address 0.0.0.0 in the SDP offer is not able to establish an session possibly.
In fact the SCC-AS will invokes the MRF to replicate the session. The UE will negotiate media with the MRF. The SCC-AS can control the MRF to active or inactive the media streams.
3. Conclusions

It’s feasible and more effective to use the active media of MRF to establish session with controllee UE.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.837.
* * * First Change * * * *

4.7.4.1.3
Alternative 3-Session replication by SCC AS – pull mode by controlling the MRF to active or inactive the media
4.7.4.1.3.1
Single subscription
4.7.4.1.3.2
Different subscriptions
This subclause describes the scenario when the session is replicated in the network from the controller UE to the controllee UE. The flow diagram shows when UE-1 and UE-2 belong to two different subscriptions.

Editor's Note: It is FFS if the session replication can be replication of some of the media components belonging to the session.

UE-1(123.45.67.89) is in an active session with the remote UE (132.54.76.98). The call is anchored in the SCC AS of the UE-1. UE-2 (123.112.67.87) is replicating the media components belonging to the session between UE-1 and the remote UE, by sending a SIP REFER request to the SCC AS anchoring the session. The media components are replicated in an MRF (125.124.123.122).
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Figure 4.7.4.1.1.2-1: Signalling flow for session replication in the network – Pull mode

1-2.
SIP REFER request (from UE-2 to the serving SCC AS)

The SIP REFER request contains,

1)
a Request-URI field containing contact of the controller UE, UE-1;

2)
a Refer-To header field containing:

-
the public user identity or if available the GRUU of the controllee UE, UE-2; and 

-
the body URI header field containing SDP for the media (m=) line for audio to be replicated containingthe discard port number "9" for the media lines to be replicated;

NOTE 1:
If there were media lines that would not to be replicated, those media lines would be listed in the SDP however, the port numbers would have been set to zero.

Editor's Note: It is FFS what value the discard port number has.
3)
a Target-Dialog header field containing the dialog parameters for the dialog of the existing session;

4)
a Referred-By header field containing a currently registered public user identity of the controller UE; 

5)
an Accept-Contact header field containing the g.3gpp.iut-xyz media feature tag as described in annex A with explicit and require tags; and

6)
an Accept header field containing the MIME type "application/sdp, message/sipfrag".
Table 4.7.4.1.1.2-1 SIP REFER request (UE-2 to SCC-AS serving UE-2)

REFER sip:user1_public1@home1.net SIP/2.0

Via:
To: sip:user1_public1@home1.net;
From: sip:user2_public1@home2.net;tag=24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%209%20RTP%2FAVP%97%0Dm>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz> 
Referred-By: sip:user1_public1@home2.net

Accept-Contact: +g.3gpp.iut-xyz;explicit;require

Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP REFER request (from SCC AS serving UE-2 towards UE-1)

Serving SCC AS forwards the SIP REFER request towards the UE-1.

5.
SIP REFER request (from S-CSCF to SCC AS anchoring the session)

The SIP REFER request is finally routed to the SCC AS anchoring the session. The SCC AS checks the following

i-
the content in the Request URI is different than the To header field which is the contact of controller UE, UE-1; 

ii-
the port number set to the discard port number "9" to indicate adding the audio to the UE with gruu in REFER To header; and

iii-
if the media components belong already to an existing session.

Editor's Note: It is FFS if the conditions in this step are adequate for the SCC AS to populate this SIP INVITE request.
6-10.
SIP 202 (Accepted) response (from SCC AS anchoring the session to UE-2)


SCC AS anchoring the session sends a SIP 202 (Accepted) response towards the UE-2.

11-15.
SIP NOTIFY request (from SCC AS anchoring the session to UE-2)


SCC-AS anchoring the session sends a SIP NOTIFY request to UE-2 notifying implicit subscription to the SIP REFER request.

Table 4.7.4.1.1.2-11 SIP NOTIFY request (SCC-AS anchoring the session to UE-2)

NOTIFY

Via:
To: sip:user2_public1@home2.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
16-20.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

21-22.
SIP MESSAGE request (from SCC-AS anchoring the session to UE-1)


The controller UE, UE-1, uses media components which can be shared, forbidden to be shared, or need to be asked to be shared. This can be configured in the SCC-AS. If the status for the media components are set to 

1-
can be shared, the steps 21 through 24 shall be bypassed;

2-
forbidden to be shared, then the SCC-AS shall send an error code to UE-2 that the session replication is forbidden; or

2-
need to be asked to be shared, then the SCC AS shall send a SIP MESSAGE request to UE-1 requesting in the XML body if the controller UE allows this session replication.

Editor's Note: It is FFS if and how this request needs to be communicated with the user. Whether the user should know about these options or the UE makes the decision without the user interaction.
23-24.
SIP 200 (OK) response (from UE-1 to SCC-AS anchoring the session)


The controller UE, UE-1, sends SIP 200 (OK) response with XML body to the SCC-AS indicating this session replication is allowed.

25. The SCC-AS sends information to MRF to allocate the media resource for the media to be replicated.
Editor's Note: It is assumed that there is one MRF which is located in the domain where the SCC AS anchoring the session. It is FFS if there are two MRF, each located in those two different domains.
26-30.
SIP INVITE request (from SCC-AS anchoring the session to UE-2)


Based on the conditions in step 5, the SCC-AS anchoring the session sends a SIP INVITE request to the controllee UE, UE-2, adding audio media of the MRF and establishing collaborative session.The SCC AS control MRF to inactive the media to prevent the controllee UE sending media to the remote UE . The SIP INVITE request contains a Referred-By header field containing the identity of UE-1.

Editor's Note: It is FFS if the conditions in step 5 are adequate for the SCC AS to populate this SIP INVITE request.
Table 4.7.4.1.1.2-26 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0
c=125.124.123.122
NOTE 2:
The port number is not set to the discard port number "9" since the SCC AS is aware of the port number. The discard port number "9" just indicated the SCC AS not to remove the media from the cotroller UE, UE-1.

31-35.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.1.1.2-31 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 

From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

t=0 0

m=audio 1456 RTP/AVP 97 0

c=123.112.67.87

36-40.
SIP ACK request (from SCC-AS Anchoring the session to controllee UE)


SCC-AS sends SIP ACK request to the remote UE.

41-42.
SIP re-INVITE request (from SCC-AS anchoring the session to the remote UE)


SCC-AS anchoring the session sends SIP re-INVITE request to the remote UE.

Table 4.7.4.1.1.241 SIP re-INVITE request (SCC-AS anchoring the session to the remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag=66666

From: sip:user1_public1@home1.net;tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122

s=-

t=0 0

m=audio 1500 RTP/AVP 96 97

43-44.
SIP 200 (OK) response (from remote UE to SCC-AS anchoring the session)


The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.

Table 4.7.4.1.1.2-43 SIP 200 (OK) response (remote UE to SCC-AS anchoring session)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 1300 RTP/AVP 96 97

45-46.
SIP ACK request (from SCC-AS anchoring the session to the remote UE)


The SCC-AS anchoringthe session sends SIP ACK request to the remote UE.

47-48.
SIP UPDATE request (from SCC-AS ancoring the session to conroller UE, UE-1)


A SIP UPDATE.request is sent to the controller UE, UE-1, to inform about the media port numbers and IP address of MRF.

49-50.
SIP 200 (OK) response (from controller UE to SCC-AS anchoring the session)


The controller UE acknowledges the SIP UPDATE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
51.
The SCC-AS sends information to the MRF to acitve the media resource for the media to be replicated
52-56.
SIP NOTIFY request (from SCC-AS ancoring the session to conrollee UE, UE-2)


When the media component is added to the controllee UE, UE-2, the SCC-AS sends SIP NOTIFY request to the controllee UE to inform about the success status of adding the media to the UE-2..

Table 4.7.4.1.1.2-66 SIP NOTIFY request (SCC-AS anchoring the sesssion to UE-2)

NOTIFY

Via:

To: sip:user2_public1@home2.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp 

m=audio 1456 RTP/AVP 97 0

57-61.
SIP 200 (OK) response (from controllee UE to SCC-AS anchoring the session)


The controllee UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
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