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Abstract: This discussion paper discusses a misalignment in the Stage 3 procedures for the description of the use of the 380 Alternative response for Emergency Call from that described in Stage 2 and the requirements for domain selection in Stage 1 after the initial attempt in the first domain fails. The outcome of this discussion paper is to propose a CR to Rel-7, Rel-8, Rel-9 and Rel-10 TS 24.229 to fix the misalignment in the Stage 3 specifications.

Description of Issue:
Currently, Stage 3 TS 24.229 in sections 5.1.6.8.3 and 5.1.6.8.4, the following text is written for use of SIP 380:

In the event the UE receives a 380 (Alternative Service) response with a P-Asserted-Identity header field with a value equal to the value of the last entry on the Path header field value received during registration, and the Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"), independent of the value or presence of the Content-Disposition header field, independent of the value or presence of Content-Disposition parameters, then this default content disposition, identified as "3gpp-alternative-service", is applied as follows:

-     if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with with the <type> child element set to "emergency" (see table 7.7AA), then the UE shall:

-     if the <action> child element of the <alternative-service> child element of the <ims-3gpp> element in the IM CN subsystem XML body as described in subclause 7.6 is set to "emergency-registration" (see table 7.7AB), perform an initial emergency registration using a different VPLMN if available, as described in subclause 5.1.6.2 and if the new emergency registration succeeded, attempt an emergency call as described in this subclause;

-    
attempt emergency call via CS domain using appropriate access technology specific procedures, if available and not already tried; or
-     perform implementation specific actions to establish the emergency call; and

-     if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.7AA) then the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element.

The text as it currently reads indicates that the P-CSCF can return a SIP 380 response with a <type> child element set to “emergency” and then gives a series of sub-options. In the first sub-option red text, if there is included the <action> element indicating “emergency registration”, the UE will perform an IMS emergency registration on a different VPLMN and then re-attempt the emergency call. Hence, bullet 2 blue text (for trying the call on the CS domain if the CS domain is available and not already tried) will not be invoked if the P-CSCF includes the XML body with <action> indicating “emergency registration”. 

This is misaligned with Stage 2 text in TS 23.167 and Stage 1 requirements in 22.101. Granted that the P-CSCF does not know if the UE has yet tried the CS domain, but the UE should abide by the precedence rules defined in Stage 1 and Stage 2 in terms of the action to take if the emergency call attempt fails.

First, let’s look at Stage 1 specification TS 22.101:

10.1.2    Domains priority and selection for UE attempts to emergency call

A UE that is connected to a domain in which it is possible for the UE to make calls, should use that domain to make an emergency call. In the case where an emergency call attempt by a UE fails, the UE should automatically make a second attempt on the other domain if the UE supports it.
Operator policy and/or regulatory requirements may require UEs, including unauthenticated UEs, to attempt emergency calls on a specific domain first.

Observation: If the P-CSCF included the <action> element and the UE had not yet tried the CS domain, then the UE would be forced to perform the emergency registration on a different PLMN and then re-attempt the emergency call (i.e. send the INVITE again) in that PLMN. The Stage 1 requirements are not achieved because the UE does not make a second attempt on the other domain when the UE supports that domain, according to the text in Stage 3.
Now let’s look at Stage 2 specification TS 23.167:

7.3
Emergency Session Establishment in the Serving IMS network

If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request.

If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should follow the domain selection requirements in TS 22.101 [8]. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

Observation: The underlined text clearly states that if the UE receives a 380 response with the type set to “emergency” then it shall re-attempt the session with the first re-attempt being towards the CS domain. There is no mention of the option in Stage 3 to prefer to initiate emergency registration and re-attempt on a different VPLMN.
Proposal
Based on the above observations, it is proposed to restructure sections 5.1.6.8.3 and 5.1.6.8.4 as follows:

-     if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with with the <type> child element set to "emergency" (see table 7.7AA), then the UE shall attempt the emergency call via CS domain using appropriate access technology specific procedures, if available and not already tried. Otherwise, the UE shall: 

-     if the <action> child element of the <alternative-service> child element of the <ims-3gpp> element in the IM CN subsystem XML body as described in subclause 7.6 is set to "emergency-registration" (see table 7.7AB), perform an initial emergency registration using a different VPLMN if available, as described in subclause 5.1.6.2 and if the new emergency registration succeeded, attempt an emergency call as described in this subclause; or

-     perform implementation specific actions to establish the emergency call; and
-     if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.7AA) then the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element.

We ask CT1 to agree to the issue described in this paper and the proposed solution to TS 24.229. 
