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****************** change 1 ******************

8.2.15
Extended service request

8.2.15.1
Message definition

This message is sent by the UE to the network to initiate a CS fallback call or respond to a mobile terminated CS fallback request from the network. See table 8.2.15.1.

Message type:
EXTENDED SERVICE REQUEST

Significance:

dual

Direction:


UE to network

Table 8.2.15.1: EXTENDED SERVICE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Extended service request message identity
	Message type

9.8
	M
	V
	1

	
	Service type
	Service type

9.9.3.27
	M
	V
	1/2

	
	NAS key set identifier
	NAS key set identifier

9.9.3.21
	M
	V
	1/2

	
	M-TMSI
	Mobile identity

9.9.2.3
	M
	LV
	6

	B-
	CSFB response
	CSFB response

9.9.3.5
	C
	TV
	1

	57
	EPS bearer context status
	EPS bearer context status

9.9.2.1
	O
	TLV
	4

	FFS
	UE Capability of Access Class Barring for CSFB
	UE Capability of Access Class Barring for CSFB
9.9.3.X
	O
	TLV
	3


****************** change 2 ******************
8.2.15.X
UE Capability of Accdess Class Barring for CSFB

This IE shall be included if the UE has capability of Access Class Barring for CSFB (see 3GPP TS 36.331 [22]).
****************** change 3 ******************
9.9.3.X
UE Capability of Access Class Barring for CSFB
The purpose of the UE Capability of Access Class Barring for CSFB information element is to indicate whether the UE has a capability of Access Class Barring for CSFB(see 3GPP TS 36.331 [22]).
The UE Capability of Access Class Barring for CSFB information element is coded as shown in figure 9.9.3.33A.1 and table 9.9.3.33A.1.

The UE Capability of Access Class Barring for CSFB is a type 4 information element with a length of 3 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	UE Capability of Acess Class Barring for CSFB IEI
	octet 1

	Length of UE Capability of Access Class Barring for CSFB
	octet 2

	Spare
	UE Capbability of Access Class Barring for CSFB
	octet 3



Figure 9.9.3.33A.1: UE Capability of Access Class Barring for CSFB information element

Table 9.9.3.33A.1: UE Capability of Access Class Barring for CSFB information element
	UE Capability of Access Class Barring for CSFB(octet 3)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	UE doesn’t have the capability of access class barring for CSFB

	0
	0
	0
	1
	UE has the capability of access class barring for CSFB

	

	All other values are reserved.

	


