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Introduction and background

In the last CT1 meeting a discussion paper (C1-101510) was presented describing issues related to wild-carded public user identity. Intension is to further discuss the issue and progress potential solutions.

DISCUSSION

Offline discussion after the last meeting showed the following preference amongst interested parties:

· Do not define a new SIP header field. It seems not to have any technical advantage, but seems to be just another new header field.
· Do not include the wild-carded identity in the P-Associated-URI header field of a 200 (OK) response during registration. By not including the wild-carded identity in the 200 (OK) response, it can be avoided that the regular expression is contained in a P-Associated-URI, which in the case of a Tel URI is syntactically incorrect. It is enough to transport the wild-carded identity to P-CSCF using a new to defined mechanism.
1. Use the P-Profile-Key 
P-Profile-Key header field is appended to 200 OK during registration so that wild-carded identities are made available to the P-CSCF. 
As it is possible to have multiple wild-carded public user identities in a single implicit registration set the P-Profile-Key header field would need to allow multiple entries. However, the ABNF for P-Profile-Key as defined in RFC 5002 only allows a single wild-carded public user identity. Consequently the ABNF of the P-Profile-Key would need to be extended to a COMMA-separated multi header. In addition, the usage of P-Profile-Key header would need to be allowed in responses, too. Currently it is only defined to be used in SIP requests.
CT1 would need to come to a decision were the modification of the ABNF for P-Profile-Key header and allowing the header field to appear in responses would be documented, i.e. 24.229 or a draft in IETF.
2. Extend reg-event notification 
In this approach, the reg-event body as of RFC 3680 would be enhanced to carry a parameter to indicate the nature of the public user identities. In case the policy download to P-CSCF issue is solved via reg-event mechanism, it seems that using reg-event for indication of the wild-carded attribute is the appropriate mechanism as well. 
For this approach, it is proposed to define a new attribute for the <registration> element, to indicate that an aor is a wild-carded identity.

An example with one dedicated URI and wild-carded-URI in the same IRS would look like follows:

      <registration aor="sip:user1_public2@home1.net" id="as10"
                     state="active">

         <contact id="86" state="active" event="created"> 

                <uri>sip:[5555::aaa:bbb:ccc:ddd]</uri>

         </contact>

       </registration>

       <registration aor="sip:user!.*!@home1.net" id="as11"
                      state="active">

         <contact id="86" state="active" event="created"> 

                <uri>sip:[5555::aaa:bbb:ccc:ddd]</uri>

         </contact>

         <someNS:wildcarded/>

      </registration>
Proposal 

CT1 is asked to discuss the issue and agree on a solution within Rel-10. 

