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	Reason for change:
(

	According to RFC-5626 to create a new registration of a given PUID (AOR) and bind it to a particular contact address and new flow the UA will register the respective PUID and associated instance-ID with distinct reg-id, i.e.:

"For registration requests in accordance to RFC-5626, the UA MUST include reg-id parameter in the Contact header field that is distinct from other reg-id parameters used from the same +sip.instance and AOR.  Each one of these registrations will form a new flow from the UA to the proxy." 
If two AORs share the same instance-ID (i.e. the UE has registered two PUIDs) there is no restriction how they have to use the reg-id. Hence, two different AORs may use the same instance-ID and reg-id. For example, if the UE registers two different PUIDs over the same flow, it can assign to two different PUIDs the same instance-id and the same reg-id.

In addition, RFC-5626 says:

"If the instance-id and reg-id are the same as a previous registration for the same AOR, the registrar replaces the old Contact URI and flow information. This allows a UA that has rebooted to replace its previous registration for each flow with minimal impact on overall system load."
There is no indication that any other AOR sharing the same instance-id and the same reg-id will be effected (i.e. replaced /deregistered).

However, the current text in subclause 5.4.1.2.1 states that all AORs (using the same instance-ID and reg-id) will be replaced/deregistered:

3)
if the multiple registrations is used and if the authentication that concludes the initial registration has been successful, and there are public user identities belonging to this instance ID and reg-id that have been previously registered and the previous registrations have not expired, the S-CSCF shall perform the network initiated deregistration procedure for the previously registered public user identities belonging to this instance ID and reg-id excluding the public user identity being registered (as described in subclause 5.4.1.5).S-CSCF shall perform the network initiated deregistration procedure only for this previously registered public user identity .

Hence, the text 5.4.1.2.1 should be consistent with RFC-5626 and specify that only the AOR (PUID) being registered will be impacted.

Furthermore, the network initiated deregistration procedure consists of two distinct actions, i.e.:

1.) terminating the dialogs associated with all previously registrations (including the dialogs belonging to the public user identity being registered); and

2.) sending NOTIFY request indicating that registration state of previously registered public user identities have been changed to "terminated" but excluding the public user identity being registered (i.e. it is still registered but with different contact address).

Hence, the text should indicate that the terminating dialog includes the dialogs belonging to the public user identity being registered, and the "terminated" list excludes the public user identity being registered.
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	The provided text insures that the registration procedure is consistent with RFC-5626, and clarifies the deregistration procedure performed by the S-CSCF.
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***CHANGE***
5.4.1.2.1
Unprotected REGISTER

Any REGISTER request sent unprotected by the UE with an Authorization header field and with the "integrity-protected" header field parameter in the Authorization header field set to "no", "tls-pending", "ip-assoc-pending" or without an "integrity-protected" header field parameter is considered to be an initial registration. If such an initial registration contains a private user identity specifically reserved for IM CN subsystem registrations from an MSC Server enhanced for ICS as defined in 3GPP TS 23.003 [3], the S-CSCF shall respond with a 403 (Forbidden) response. The S‑CSCF shall consider this registration attempt as failed..
NOTE 1:
For NASS-IMS bundled authentication and GPRS-IMS-Bundled Authentication there is no distinction between a protected and an unprotected REGISTER. There is only an unprotected REGISTER to consider.

NOTE 2:
If IMS AKA or SIP digest with TLS are used as a security mechanism, a 200 (OK) final response to an initial registration will only be sent back after the S-CSCF receives a correct authentication challenge response in a REGISTER request that is sent integrity protected.

NOTE 3:
A REGISTER with the registration expiration interval value equal to zero will always be received protected. However, it is possible that in error conditions a REGISTER with the registration expiration interval value equal to zero can be received unprotected. In that instance the procedures below will be applied.

Upon receipt of a REGISTER request that is part of an initial registration as outlined above, for a user identity linked to a private user identity and instance ID/reg-id if available, that has previously registered one or more public user identities, the S-CSCF shall:

1)
perform the procedure below in this subclause for receipt of a REGISTER request for a public user identity which is not already registered, for the received public user identity;

2)
if the multiple registrations is not used (i.e., the reg-id header field parameter is not included in the REGISTER request) and if the authentication that in step 1) has been successful, and there are public user identities (including the public user identity being registered) that belong to this user that have been previously registered with the same private user identity and the same instance-id, if available, and the previous registrations have not expired, the S-CSCF shall:  
a.) terminate all dialogs associated with all previous registrations belonging to this user (including the public user identity being registered) and the same private user identity and the same instance-id, if available, as specified in subclause 5.4.5.1.2, if any; and 

b.) s send a NOTIFY request, to the subscribers to the registration event package of the public user identity, that indicates that the previously registered public user identities belonging to this user and the same private user identity and the same instance-id, if available excluding the public user identity being registered, have been deregistered (as described in subclause 5.4.2.1.2). For the public user identity being registered, the NOTIFY request contains new contact information, that replaces the old contact information, if any; and

3)
if the multiple registrations is used (i.e., the reg-id header field parameter is included in the REGISTER request) and if the authentication that concludes the initial registration has been successful, and if the public user identity being registered with this instance ID and reg-id has been previously registered and the previous registrations have not expired: 
a.) terminate all dialogs that were using the previous registration of the public user identity being registered, and the associated implicitly registered public user identities, if any, as specified in subclause 5.4.5.1.2; and 

 b.) send a NOTIFY request, to the subscribers to the registration event package for the public user identity being registered, that indicates that the previously contact information for the public user identity being registered and associated implicitly registered public user identities, if any, has been replaced with a new contact information (as described in subclause 5.4.2.1.2).

NOTE 4:
The S-CSCF will inform the HSS that the previously registered public user identities, excluding the public user identity being registered, have been deregistered.

NOTE 5:
Contact related to emergency registration is not affected. S-CSCF is not able deregister contact related to emergency registration and will not delete that.

When S-CSCF receives a REGISTER request with the "integrity-protected" header field parameter in the Authorization header field set to "no" and a non-empty "response" Authorization header field parameter, the S-CSCF shall ignore the value of the "response" header field parameter.

Upon receipt of a REGISTER request that is part of an initial registration as outlined above, for a public user identity which is not already registered linked to the same private user identity and instance ID/reg-id if available, the S-CSCF shall:

1)
identify the user by the public user identity as received in the To header field and the private user identity as received in the "username" Authorization header field parameter of the REGISTER request;

2)
check if the P-Visited-Network header field is included in the REGISTER request, and if it is included identify the visited network by the value of this header field;

3)
select an authentication vector for the user. If no authentication vector for this user is available, after the S-CSCF has performed the Authentication procedure with the HSS, as described in 3GPP TS 29.228 [14], the S-CSCF shall select an authentication vector as described in 3GPP TS 33.203 [19].


Prior to performing Authentication procedure with the HSS, the S-CSCF decides which HSS to query, possibly as a result of a query to the Subscription Locator Functional (SLF) entity as specified in 3GPP TS 29.228 [14] or use the value as received in the P-User-Database header field in the REGISTER request as defined in RFC 4457 [82];

NOTE 6:
The HSS address received in the response to SLF query or as a value of P-User-Database header field can be used to address the HSS of the public user identity in further queries.

NOTE 7:
At this point the S-CSCF informs the HSS, that the user currently registering will be served by the S-CSCF by passing its SIP URI to the HSS. This will be used by the HSS to direct all subsequent incoming initial requests for a dialog or standalone transactions destined for this user to this S-CSCF.

NOTE 8:
When passing its SIP URI to the HSS, the S-CSCF may include in its SIP URI the transport protocol and the port number where it wants to be contacted.

4)
store the "icid-value" header field parameter received in the P-Charging-Vector header field;

5)
challenge the user by generating a 401 (Unauthorized) response for the received REGISTER request appropriate to the security mechanism in use;

6)
send the so generated 401 (Unauthorized) response towards the UE, and if the URI in the first Path header field has an "ob" SIP URI parameter, include a Require header field with the option-tag "outbound" as described in RFC 5626 [92]; and,

7)
start timer reg-await-auth which guards the receipt of the next REGISTER request.

If the received REGISTER request indicates that the challenge sent previously by the S-CSCF to the UE was deemed to be invalid by the UE, the S-CSCF shall stop the timer reg-await-auth and proceed as described in the subclause 5.4.1.2.3.
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