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1. Introduction

The Rel-9 stage 1 requirements on home NodeB/eNodeB (i.e., 3GPP TS 22.220 [1]) contains requirements stating that based on home operator preferences, the use of the allowed CSG list may be inhibited. All this implies that operators can decide to only provision and control the operator CSG list rather than two lists; operator CSG list and allowed CSG list.
The stage 3 part of the solution is already part of the 3GPP Rel-9 version specification in 3GPP TS 31.102 [2], as indicate by the incoming LS in C1-102152 [3].

However, CT1 specifications miss to implement the requirements stated in stage 1 and aligned with current stage 3 in 3GPP TS 31.102 [2].

At the last CT1 meeting (#64) a number of contributions attempting to add the missing parts into CT1 specifications were postponed for the upcoming meeting to get a common understanding of the stage 1 requirements and situation.

This contribution analyses the requirements on inhibiting the use of the allowed CSG list and provides some description of the functionality. Furthermore, the present document attempts to describe, based on the stage 1 requirements, the missing parts in 3GPP specifications under CT1 control. Finally, a possible way forward is outlined.
2. Discussion

2.1 Stage 1 requirements and analysis
The Rel-9 version of 3GPP TS 22.220 [1] was enhanced with the possibility for the home operator to inhibit the use of the allowed CSG list adding new requirements. Quote of sections 5.3.2 and 5.5.4:

5.3.2
Closed Subscriber Group

[..]

-
The UE shall contain a list of allowed CSG identities (Allowed CSG List). It shall be possible to store the Allowed CSG List in the USIM. When available, the list on the USIM shall be used. It shall be possible for both, the operator and the user, to modify the Allowed CSG List. Based on home operator preferences, the use of the Allowed CSG List may be inhibited.

NOTE: the operator preference dictates if the Allowed CSG List in the ME shall be used or not.

· The UE shall maintain an operator controlled list of allowed CSG identities (Operator CSG list). It shall be possible to store the Operator CSG list in the USIM. When available, the list on the USIM shall be used. It shall be possible for the operator to modify the Operator CSG List.
5.5.4 Manual CSG selection
[..]

If the registration attempt is accepted, the UE shall add the CSG identity to the Allowed CSG list unless the Allowed CSG list is inhibited,  the cell is a hybrid cell or the identity is already present in the list.

In order to understand the reason behind the new requirements it is important to consider that SA1 decided to have the operator CSG list since some operators’ wish to have a CSG list which is full under their control. Note that the allowed CSG list can be accessed with writing rights by the UE (e.g., the end-user) per 3GPP specifications (see 3GPP TS 31.102 [2]).
However, since the operator CSG list was introduced in Rel-9, while in Rel-8 the allowed CSG list already exists. The thing is that according to standards even though the operator decides to only provision the operator CSG list in the UE (by means of USIM or OMA DM), the ME creates the allowed CSG list by itself. Therefore, the new stage 1 requirements allow to this sort of operators (only interested in the operator CSG list) to provision only the operator CSG list and inhibit the allowed CSG list which will anyhow be created and handled by the ME.

Regarding the manual CSG selection procedure requirements quoted above, the requirements imply UE impact since the UE does not add the CSG id to allowed CSG list, though registration attempt was successful. The companies/operators behind the requirements had a solution in mind where the UE is informed whether the allowed CGS list is inhibited to take the necessary actions (during manual CSG selection) since the allowed CSG list is per standard handled by the ME. However, one may think of attempting to have full network-based solutions, which in our view do not to work in all cases, and also this would require changes to stage 1 anyhow.
Regarding manual CSG selection procedure, note that this procedure provides the case which may require the UE to update the allowed CSG list and was introduced in Rel-8. The purpose of this procedure is to allow a UE access to a CSG cell after the CSG id has been added to the list in the network, but before the allowed CSG list in the UE has actually been updated. One use case that supports this procedure is when delays in the provisioning in the UE is long.

Example:

· Assume that you are visiting a buddy who has a residential home(e)NodeB.

· Your friend first need to add you to the CSG to which belongs his home(e)NodeB, e.g. using a web-interface towards the operator (i.e., the CSG ids list in operator’s HSS is updated). 
· Then, you now may then access the home(e)NodeB using manual CSG selection procedure and being accepted by the operator. 
All the above clearly means that the allowed CSG list in the UE can only be the same or a subset of the CSG identities already stored in the network. If the provisioning system is fast enough or the operator does not expect to have a lot of temporary users or even a particular operator does not wish to provide any web-interface towards its HSS, then the allowed CSG list is actually not needed at all (this is apart from the inhibition of the use of the allowed CSG list).
Now, in the context of the stage 1 requirements on inhibit the use of the allowed CSG list, if the operator indicates to a particular UE that the use of the allowed CSG list is inhibited and then the stage 2/3 solution allows the ME accessing a CSG id which is not in the operator CSG list, this creates a number of problems for both the end-user’s experience of the service and the operator’s network.
Please note that the UE would not stick to a chosen CSG cell if the allowed CSG list is inhibited, since the ME cannot add the CSG id to the allowed CSG list. This would lead to rather bad end-user experience of the service since the end-user would need to repeatedly select the CSG cell over and over again. Therefore, this would also lead to extensive signalling towards the operator’s network, since the network would need to do the same registration acceptance procedure over and over again. The only way to avoid all problems is to only present the CSG cells that are already on the operator CSG list when the end-user wishes to use the manual CSG selection procedure.
2.2 Possible solution for the missing CT1 part

As indicated by the LS in C1-100254 [3] introduced a USIM indicator of whether the use of the allowed CSG list is inhibited. However, there is a need to specify the handling of allowed CSG list taking into account an inhibition indicator.

For the CT1 missing part we should bear in mind that the UE cannot add anything by itself if the allowed CSG list is not available, then the same principle should apply for the case of a UE to which the operator indicates to inhibit the use of the allowed CSG list. Therefore, it seems to make sense that such a UE does not display during manual CSG selection procedure CSG ids that cannot use either (therefore, being able to hide useless information to the user in this case). Note that the operator would not allow such a UE to access any CSG id which is not in the operator’s HSS CSG id list.
Additionally, that clearly implies an advantage for the UE implementation and also the operator’s network system, since the UE will not perform a location registration procedure in order to attempt registration and acceptance on anyhow not allowed CSG cell (this results in savings of UE resources and also network unnecessary signaling is avoided).

Finally, since the operator CSG list can be provisioned by OMA device management, then it is operator’s choice which distribution method is used to provide the CSG lists. Therefore, the operator can decide to use the OMA DM protocol (when stored in the ME) or by OTA (when stored in the USIM).

This implies that the Allowed CSG List MO (see 3GPP TS 24.285 [4]) should contain an indication of whether the allowed CSG list is to be use or not.
One may even go a bit further on this and say that this the inhibit use of the allowed CSG list functionality should only be indicated by the operator in the OMA device management MO in the ME, since anyhow the allowed CSG list is handled by the ME. In this way, no updates in the USIM are actually required. However, this first would require CT1 agreement, and afterwards undo the CT6 changes. Note that SA1 work is not required since the requirements do not describe in which particular part of the UE the indication of inhibit the use of the allowed CSG list is provided.
3. Conclusion

The stage 1 requirements allow the possibility for the operator to inhibit the use of the allowed CSG list. However, the CT1 part is missing as indicated by the LS in C1-100254 [3].
As described in this discussion paper the stage 1 requirements provide guidance on the CT1 specification updates necessary to complete the work. For example, at successful manual CSG selection procedure, the UE cannot add the CSG id to the allowed CSG list if the operator indicates that its use is inhibited. Therefore, changes in CT1 specifications are necessary as also stated in the LS in C1-100254 [3].
In order to fulfil the stage 1 requirements and finalize the required work, it is proposed to add the necessary missing parts in the specification under CT1 control. This requires updates to some of the CT1 specifications (i.e., 3GPP TS 23.122 [4], 24.385 [5], 24.008 [6] and 24.301 [7]). Finally, it may be discussed whether a single indication in the Allowed CSG List MO (see 3GPP TS 24.285 [4]) is sufficient.
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