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1.
Introduction

3GP TS 24.008 defines a number of cause values that indicate to the MS additional information about error conditions that were detected in the network. Based on the cause value, the MS executes different procedures. Of the set of all possible cause values, cause values #2, #3 and #6 and the behavior of the MS upon the reception of any of these cause values.

These cause values are described in Annex G of 3GPP TS 24.008, as extracted below:

Cause value = 2 IMSI unknown in HLR


This cause is sent to the MS if the MS is not known (registered) in the HLR. This cause code does not affect operation of the GPRS service, although is may be used by a GMM procedure. 

Cause value = 3 Illegal MS


This cause is sent to the MS when the network refuses service to the MS either because an identity of the MS is not acceptable to the network or because the MS does not pass the authentication check, i.e. the SRES received from the MS is different from that generated by the network. When used by an MM procedure, except the authentication procedure, this cause does not affect operation of the GPRS service.

Cause value = 6 Illegal ME 


This cause is sent to the MS if the ME used is not acceptable to the network, e.g. blacklisted. When used by an MM procedure, this cause does not affect operation of the GPRS service.

According to 3GPP TS 24.008, these cause values can be returned by the network when it performs one of the following procedures. The table below lists the procedures that can return one of these cause values, and the action taken by the MS with respect to SIM/USIM upon the receipt of these cause values.

	Procedure
	Subclause
	#2 IMSI unknown in HLR
	#3 Illegal MS
	#6 Illegal ME

	Abort
	4.3.5.1

4.3.5.2
	n/a
	n/a
	Invalid SIM/USIM

	Location Updating
	4.4.4.7
	Invalid SIM/USIM
	Invalid SIM/USIM
	Invalid SIM/USIM

	MM connection establishment initiated by the MS
	4.5.1.1
	n/a
	n/a
	Invalid SIM/USIM

	MM connection establishment for emergency calls
	4.5.1.5
	n/a
	Unspecified
	Invalid SIM/USIM

	Call re-establishment initiated by the MS
	4.5.1.6.1
	n.a
	n/a
	Invalid SIM/USIM


As can be seen from above, in almost all cases, the MS "shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed". The reasoning behind such a behavior is to reduce the number of unsuccessful access attempts that are initiated by a MS with invalid/unknown credentials.

This works well with normal MS's that are used by the consumer for voice and data services. 

2.
eCall Modems

eCall modems (MS) are usually embedded in a vehicle with limited user accessibility. The user usually does not control when the eCall modem is powered on or powered off and the user does not have the ability to remove and install SIM/USIM cards on the eCall device. The user interaction is limited to the ability to initiate an eCall manually. The automatically initiated eCall will be triggered by the IVS (In-Vehicle System) based on inputs provided to EVS by various sensors. It is expected that an eCall (manual or automatic) can be initiated even when the vehicle is stationary and the key is not inserted in the ignition.

The eCall-only MS is not usually registered in the network. When an emergency call is to be placed, the MS attempts to set up the session, by performing "MM connection establishment for emergency calls". At this time, if the network returns either #3 (Illegal MS) or #6 (Illegal ME), the MS will be able to set up only an unauthenticated emergency call..

According to 3GPP TS 24.008, a MS receiving cause value #2, #3 or #6 will be in LIMITED SERVICE state and will not be able to receive normal service until switch off or SIM/USIM is removed. However, in case of eCall MS, the user has no control over powering off the MS and also removing the SIM/USIM. Thus, once a MS gets into LIMITED SERVICE state, there is no easy way to get it out, without having to take the MS to an authorized service centre.

While in LIMITED SERVICE state, the MS will not be able to set up eCalls if the serving PLMN does not allow unauthenticated emergency calls. The service centers may not be easily accessible (distance to the service center, availability of appointments etc) in a timely manner. Also, the user may be able to talk to the serving PLMN operator by other means (e.g. using a different MS) and rectify the condition (e.g., make a payment) that caused the network to return cause codes #2, #3 or #6 in the first place. Thus, even after the condition that caused the network to send the cause codes #2, #3 or #6, the user is unable to reset the eCall MS and be able to receive both normal service and eCall service.

3.
Conclusions

While the above description is related to eCall MS's, similar situation could arise in any embedded MS used in a machine-to-machine type application, where the user is unable to switch-off or remove SIM/USIM. While in other situations the UE could be powered off and on, with eCall, this would result in an additional delay in the setting up of the emergency call.

It is proposed that CT1 discuss the above scenario and determine what, if any, actions can be taken in CT1 to ensure that the eCall service is made available (and restored, if it was blocked for any reason) to all the subscribers under all conditions that are permitted by the serving PLMN operator, with minimal delay.

Another alternative is to ask ETSI MSG for clarification of the possible eCall deployment models in vehicles as that might have an impact on any proposed solution.

