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Introduction
ANDSF is the functional block defined in TS 23.402 with the aim to provide the UE with intersystem mobility policies and neighbouring access networks discovery information. The first provide indication to the UE about the preferred access to use; the latter indicates to the UE which are the possible available networks. The stage 3 protocol used to implement the interface between ANDSF and UE is OMA-DM v1.2. 

OMA-DM is defined in [OMADM] and consists of a client-server communication platform running over http. Adopting OMA-DM protocol to implement S14 interface required that 3GPP CT1 defined the list of data that the UE and ANDSF were expected to exchange. OMA-DM protocol requires that such data is modelled in a form of management object (MO) which can be defined as a set of organized information. The MO for ANDSF is defined in TS 24.312v8.4.0 for Release 8 and in TS 24.312 v9.1.0 fro Release 9.  

When exchanging data information, the UE and the ANDSF interacts through the packet exchange (also known as package exchange) defined by OMA-DM protocol. Such exchange is made by 5 messages shown in figure 1.
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Figure 1 OMA-DM exchange

The functionality of each package is the following:

-
Package 0: this is used by a management server to cause the client to initiate a connection back to the management server. It is used only in the OMA-DM push mode.  
-
Package 1: this package is sent by the client to the management server and has the following purpose:
-
provide device information;

-
provide the information required to authenticate and authorize the client

-
provide the generic alert to the server. This generic alert can be used to alert the server to send new information (e.g. identified by a MO identifier), or process status (e.g. firmware update finished successfully).
-
Package 2: this package is sent by the management server to the client and has the following purpose:
-
provide the information required to authenticate and authorize the server

-
provide (optionally) send user interaction commands (i.e. “Alert” command, only sent from server to client, can be used to ask questions or have the user provide information)

-
 provide (optionally) send management commands (e.g. “Get” and “Replace” command)
-
send status of Client Initiated Alerts if any of these was received from the client
-
Package 3: this package is sent to the management server by the client and has the following purpose:
-
provide the result of user interaction commands sent by the server in package 2

-
provide the result of the management actions sent by the server in package 2

-
provide (optionally) new client generated alert from the client
-
Package 4: this packet is sent to the client to either continue the session or to close the management session. If this is to continue the session, then the package will contain additional management commands.
Interaction between UE and ANDSF server when different releases are supported
The Management Object defined for ANDSF release 8 and the one defined for ANDSF release 9 differ in some information. This section analyses the case when a UE interacts with an ANDSF server but the 2 elements support different releases. Release 9 ANDSF MO extends Release 8 ANDSF with 2 additional leaves:
-
PLMN leaf in the inter-system mobility policy branch: it is used to indicate the PLMN of the ANDSF that provided the set of inter-system mobility policies to the UE; this information in mandatory and shall be contained by any inter-system mobility policy;
-
RPLMN in the UE_location branch: indicates the PLMN the UE is connected to.
Both release 8 and release 9 MOs are identified by the same generic alert and the same MO identifier. 

It is also worth noticing that Release 9 TS 24.312 doesn’t refer to any backward compatibility with Release 8 ANDSF MO. 

When the management Server implementing ANDSF functionality and the UE exchange data information through OMA-DM protocol as described in figure 1, the UE provides the management server with the ANDSF generic alert and ANDSF MO identifier it owns (package 1). As the same generic alert and MO identifier is used for both Release 8 and Release 9 ANDSF MO, the following happens:

-
UE expects to receive the information described by ANDSF MO for the release that is supports (Release 8 or Release 9)
-
Management server is not able to determine if the UE is a Release 8 UE and may assume that the UE is able to process the information contained in the release 9 ANDSF MO

The lack of a way to identify the release of the MO can have an impact on the OMA-DM interaction in several circumstances. For instance, the following scenario could happen:

-
The management server asks the UE to send the content of the ANDSF MO. This is performed by sending to the UE in package 2 using the “Get” command;

-
In reply to the management server, the UE sends the content of the MO (which could be statically preconfigured in the UE).  

In case the UE is release 8 and the management server supports release 9 MO, the management server receive inter-system mobility policies without the PLMN leaf, which as per TS 24.312 is a mandatory information: not to receive mandatory nodes for a MO is an error from an OMA-DM prospective. Depending on the server implementation, a server may not being able to update the UE. 

Another possible scenario can be the case when the management server replaces the current inter-system mobility policies (independently from the issue previously identified) in the UE. This would happen in the following way:

-    The management server sends to the UE an inter-system mobility policies aimed at updating the inter-system mobility policy. This is performed by using the “Replace” command in package 2;

-
The UE executes the “Replace” command and acknowledges the execution to the management server in package 3.

At the end of this interaction, the UE will have the PLMN information in its MO without knowing the meaning of it. Even though this is not an error from the OMA-DM point of view, the behaviour of the UE w.r.t. unknown parameter is not specified by the TS 24.312.
Conclusion

In this discussion paper it was highlighted that ANDSF specs lack of a proper way to identify the MO release supported by the UE how in some circumstances error conditions may arise. It is also worth highlighting that the same issue could happen with other Management Objects.    

