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	3GPP TS 23.167 specifies (subclause 7.3): 

If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should follow the domain selection requirements in TS 22.101 [8]. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

Some of these requirements are already dealt with in 3GPP TS 24.229. Apparently 24.301 is also currently trying to deal with part of this requirement in subclause 5.5.1.2.5A.

However there is a scenario where the current text in subclause 5.5.1.2.5A is invalid. Consider the case where a dual radio UE is attached to two IP-CANs at the same time, and attempts to emegency attach over one IP-CAN. If the user is unable to emergency attach in one IP-CAN, then our understanding of the above requirements is that the UE should attempt in the other IP-CAN before attempting the CS domain. It is impossible to obtain this with the current text.

The current text also fails to take account that in many cases, that prior to the attempted emergency attach on the PS domain, an emergency call in the CS domain will already have been attempted in accordance of the above text, so unless circumstances have now changed, the new attempt will also be unsuccessful. This leads to the assumption that all these requirements should be documented in 3GPP TS 24.229, and the underlying NAS returns control to the IMS when such a situation occurs.
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PROPOSED CHANGE

4.7
Emergency service

The need for support of emergency calls in the IM CN subsystem is determined by national regulatory requirements.

3GPP TS 23.167 [4B] subclause 7.3 specifies which access technology is used for a UE to make an emergency call that it detects. This may be any of the IP-CANs, if more than one, to which it is currently attached, to the CS domain if such exists for the access technology and is supported by the UE, or to an IP-CAN to which it is not attached. 
If the UE cannot detect the emergency call attempt, the UE initiates the request as per normal procedures as described in subclause 5.1.2A. Depending on network policies, for a non-roaming UE an emergency call attempt can succeed even if the UE did not detect that an emergency session is being requested, otherwise the network rejects the request indicating to the UE that the attempt was for an emergency service.

The UE procedures for UE detectable emergency calls are defined in subclause 5.1.6.

The P CSCF, S-CSCF, and E-CSCF procedures for emergency service are described in subclause 5.2.10, 5.4.8 and 5.11, respectively.

Access dependent aspects of emergency service (e.g. emergency registration support and location provision) are defined in the access technology specific annexes for each access technology.

There are a number of variants within these procedures and which variant gets used depends on a number of issues. These conditions are defined more specifically in 3GPP TS 23.167 [4B] and, where appropriate, in the access technology specific annex, but are summarised as follows:

a)
if the UE knows that it is in its own home network, then an existing registration is permitted to be used for signalling the emergency call, except where item c) applies. The access technology specific annexes define the mechanism by which home network determination is made;

b)
if emergency calls are permitted without security credentials (or additionally where the authentication is not possible or has failed), then the emergency call is made directly without use of any security association created by a registration, and therefore without the registration; and

c)
where the access technology defines emergency bearers for the support of emergency calls, a new emergency registration is required so that these emergency bearers can be used for both signalling and media, unless an existing emergency registration exists on those emergency bearers.

A number of mechanisms also exist for providing location in support of emergency calls, both for routeing to a PSAP, and for use by the PSAP itself, in the IM CN subsystem:

a)
by the inclusion by the UE of the Geolocation header field containing a location by reference or by value (see draft-ietf-sipcore-location-conveyance [89]);

b)
by the inclusion by the UE of a P-Access-Network-Info header field, which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;

c)
by the inclusion by the P-CSCF of a P-Access-Network-Info header field based on information supplied by either the PCRF or the NASS, and which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;

d)
by the allocation of a location reference that relates to the call by the LRF. Location is then supplied to the recipient over the Le interface (see 3GPP TS 23.167 [4B] for a definition of the Le interface) along with other call information. The LRF can obtain the location from entities outside the IM CN subsystem, e.g. by the e2 interface from the NASS (see ETSI TS 283 035 [98] or from the Gateway Mobile Location Centre (GMLC).

Mechanisms also exist for providing emergency-related information to a PSAP, in requests subsequent to routeing an initial request to a PSAP, in the IM CN subsystem:

a)
by the inclusion by the UE of the Geolocation header field containing a location by reference or by value (see draft-ietf-sipcore-location-conveyance [89]);

b)
by the inclusion by the UE of a P-Access-Network-Info header field, which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;

c)
by the inclusion by the P-CSCF of a P-Access-Network-Info header field based on information supplied by either the PCRF or the NASS, and which contains a cell identifier or location identitifier, which is subsequently mapped, potentially by the recipient, into a real location;

d)
by the inclusion by the UE of the emergency-related information as specified in subclause 5.1.6.10.

The E-CSCF routes such a subsequent request to the PSAP using normal SIP procedures. If operator policy determines that an LRF is to be used, this version of the specification does not specify that the emergency-related information in such a subsequent request received by the E-CSCF is provided to the LRF. 

NOTE 1: Mechanisms independent from SIP for providing the emergency related information to a PSAP after session setup exist and are not listed. The use of such mechanisms is not precluded.

Which means of providing location is used depends on local regulatory and operator requirements. One or more mechanisms can be used. Location can be subject to privacy constraints.

NOTE 2:
A similar variety of mechanisms also exists for normal calls, where location may be made use of by the recipient or by an intermediate AS, again subject to privacy constraints. The LRF is not involved in a normal call, but an AS can obtain location from the e2 interface from the NASS (see ETSI TS 283 035 [98] or from the Gateway Mobile Location Centre (GMLC).

PROPOSED CHANGE

B.2.2.6
Emergency service

Emergency bearers are defined for use in emergency calls in GPRS. Where the UE recognises that a call request is an emergency call, the UE shall use these bearers for both signalling and media on emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted. Additionally where the UE is in state GMM-REGISTERED.LIMITED-SERVICE and GMM-REGISTERED.PLMN-SEARCH, a normal ATTACH has been attempted and it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, the procedures for emergency calls without registration apply, as defined in subclause 5.1.6.8.2.

When activating a PDP context to perform emergency registration, based on the conditions in subclause 5.1.6.1 of this specification, the UE shall request a PDP context for emergency bearer services as defined in 3GPP TS 24.008 [8]. The procedures for PDP context activation and P-CSCF discovery, as described in subclause B.2.2.1 of this specification apply accordingly.

In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC values derived from its IMSI with the MCC of the PLMN the UE is attached to. If the MCC of the PLMN the UE is attached to does not match with the MCC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN. 

NOTE: 
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.
If the emergency attach associated with creating an emergency bearer fails (see 3GPP TS 24.008 [8]), the UE will need to establish the emergency call by other mechanisms. The following rules are followed in order by the UE, as a minimum:

1)
If the UE is currently attached to another IP-CAN, as well as the one for which the emergency attach failed, then the UE shall follow the procedures for establishing an emergency call using that IP-CAN; and
2)
If the UE has access to a CS domain for making an emergency call, and the emergency call has not already been attempted on that CS domain in accordance with the procedures specified in 3GPP TS 23.167 [4B], then the UE shall attempt the emergency call using the CS domain (see subclause B.5 of this document).
PROPOSED CHANGE

L.2.2.6
Emergency service

Emergency bearers are defined for use in emergency calls in EPS. Where the UE recognises that a call request is an emergency call, the UE shall use these EPS bearer contexts for both signalling and media for emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted. Additionally where the UE is in state EMM-REGISTERED.LIMITED-SERVICE and EMM-REGISTERED.PLMN-SEARCH, a normal ATTACH has been attempted and it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, the procedures for emergency calls without registration apply, as defined in subclause 5.1.6.8.2.
When activating a EPS bearer context to perform emergency registration, based on the conditions in subclause 5.1.6.1 of this specification, the UE shall request a PDN connection for emergency bearer services as described in 3GPP TS 24.301 [8J]. The procedures for EPS bearer context activation and P-CSCF discovery, as described in subclause L.2.2.1 of this specification apply accordingly.
In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC values derived from its IMSI with the MCC of the PLMN the UE is attached to. If the MCC of the PLMN the UE is attached to does not match with the MCC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.
NOTE:
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

If the emergency attach associated with creating an emergency bearer fails (see 3GPP TS 24.301 [8J]), the UE will need to establish the emergency call by other mechanisms. The following rules are followed in order by the UE, as a minimum:

1)
If the UE is currently attached to another IP-CAN, as well as the one for which the emergency attach failed, then the UE shall follow the procedures for establishing an emergency call using that IP-CAN; and

2)
If the UE has access to a CS domain for making an emergency call, and the emergency call has not already been attempted on that CS domain in accordance with the procedures specified in 3GPP TS 23.167 [4B], then the UE shall attempt the emergency call using the CS domain (see subclause B.5 of this document if the UE has UTRAN/GERAN as well).
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