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	Reason for change:
(

	The protocol solution to stage 1 (3GPP TS 22.141) requirements below for authorizing providing presence information is not clear.

6.2
Access rules

The principal that controls the presentity shall be able to define access rules, in order to control how the presentity’s presence information is made available for watchers.

These access rules shall define:

-
a watcher or groups  of watchers allowed access to the presentity’s presence information. For example: watchers x and y are allowed, or only  watchers  in group z are allowed, or all watchers and groups are allowed.

-
the validity of the access authorisation granted for a given watcher or groups of watchers. The access to the presentity’s presence information can be restricted for a certain period (i.e. duration or number of requests), or during specific periods of the day.

-
the attributes of the presentity’s presence information that can be made available to a given watcher or groups of watchers.

-
the ability to provide different presence information (i.e. both number of attributes and values of attributes) based on the watcher, and principal's preferences (e.g. its availability). For example: watcher x receives 'Online/Instant Messaging/im:a@there.com', while group y receives 'Offline/Instant Messaging/im:a@there.com'.

A set of default access rules shall be defined by the principal.

The internet drafts draft-ietf-simple-common-policy-caps and draft-ietf-simple-pres-policy-caps (added by N1-041411) have expired and will not be continued. Discussion at IETF#66 in Montreal concluded that these drafts are not essential (http://www.ietf.org/mail-archive/web/simple/current/msg06657.html).

Alternatives to the functionality in the drafts were listed as follows (http://www.ietf.org/proceedings/66/slides/simple-1/sld5.htm).

Not needed if

- Clients use web applications or any server-side applications to generate authorization policies

- Clients are matched to a particular provider and are hard-coded with their capabilities

- Client/Server interfaces remain proprietary for control of authorization policies
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*** Change 2 *** 
6.3.1.3
Manipulating the subscription authorization policy
When the XCAP server intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, HTTP GET or HTTP DELETE request in accordance with RFC 2616 [15], RFC 4825 [33], RFC 4745 [35A], and RFC 5025 [35].


When the XCAP client intends to authorize particular watchers or watcher groups, the XCAP client shall authorize those watchers in <one> and <many> child elements of the <identity> element as specified in RFC 4745 [35A]. 
When the XCAP client intends to time-restrict presence attributes, the XCAP client shall define time periods in <validity> elements as specified in RFC 4745 [35A].
When the XCAP client intends to provide certain presence attributes to particular watchers or watcher groups and not others, the XCAP client shall permit those presence attributes in the <transformations> element as specified in RFC 5025 [35]. 
When the XCAP client intends to authorize providing a particular presence attribute to different watchers or watcher groups depending on the value of that attribute, the XCAP client shall specify those attribute values as child elements of the <provide-persons>, <provide-services>, or <provide-devices> child elements of the <transformations> element as specified in RFC 5025 [35].
*** Change 3 *** 

6.3.2.3
Subscription authorization policy manipulation acceptance

When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching of the subscription authorization policy, the XCAP server shall first authenticate the request in accordance with 3GPP TS 24.109 [7] and then perform authorization. Afterwards the XCAP server shall perform the requested action and generate a response in accordance with RFC 2616 [15], RFC 4825 [33], RFC 4745 [35A], and RFC 5025 [35].
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