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1
Introduction
This document is an attempt to summarise the issues and use cases associated with downloading information to the P-CSCF.

2
Use cases
2.1
Use case 1 – Multimedia Priority Service

Two cases exist for the multimedia priority service:

· access to the multimedia priority service is determined by subscription in the HSS, and therefore when the user has been authenticated, it is known that the user has access to the service, and which namespaces and priority levels the user is entitled to use. Given that the Resource-Priority header field needs to be handled by all IMS entities including the P-CSCF, in order to give priority in that entity to the request, the P-CSCF needs to know the status of the multimedia priority service at the time it is determined, i.e. at authentication of the end user.
· access to the multimedia priority service is determined and authenticated on a case by case basis, based on use of some form of personal identity number submitted at the time of the request. In this case the authentication is expected to be performed by an application server, and the request for the service, and the personal identity number, will be carried in a dialstring Request-URI, in accordance with 3GPP TS 24.238, or potentially as DTMF digits via an MRFC. This case is to handle the request for the service from any phone to which the caller may have access, and which does not nessarily have a subscription to the service.
In this case there is no Resource-Priority header field in the request, and currently national specifications provide for the transmission of the Resource-Priority header field in a response back to the P-CSCF from the application server providing the multimedia priority service. This usage is not in accordance with RFC 4412, and could at some point in the future, provide a further use case of the discussion of downloading information to the P-CSCF. 
2.2
Use case 2 – Support of subscription-based business trunking

The need currently exists for two items of data associated with subscription based business trunking.
· The required handling at the P-CSCF of the trust domain boundary. There are two modes of operation. 
1. the existing behaviour towards a UE from release 5, i.e. that the P-CSCF acts as the edge of the trust domain, and checks that all URIs contained in an RFC 3325 identity header field are in the list associated with the P-Associated-URI header field for a request, and inserts its own stored value from the P-Called-ID in a response.

2. the new behaviour from release 8, whereby the RFC 3325 identity header fields in requests and responses are passed on by the P-CSCF without checking. This can be used in two manners, A) where there is no trust domain boundary at the P-CSCF, and therefore the identity is treated as authenticated to an appropriate level by the attached enterprise network, and requires no further handling by the IM CN subsystem before further use. B) where there is a trust domain boundary at the P-CSCF, but the default handling from release 5 does not provide adequate support of that trust domain, therefore the request or response is expected to be passed to an application server in support of subscription-based business trunking for further processing of the identity. The identity only therefore becomes trusted in case B) after the application server has been visited. Currently, there is no need for the P-CSCF to know the difference between A) and B) (Note that the discussion on how emergency calls from subscription based business trunking may have some impact on this point).
· The required handling by the P-CSCF of private network traffic identification. This controls the insertion of the P-Private-Network-Indication header field in incoming requests, or the validation of the usage if it is already present in the received incoming request. (The header field may be present in the received request if the interface supports mixed public network traffic and private network traffic). The P-CSCF also needs to know the valid domain name to be used for this subscriber in the P-Private-Network-Indication header field.

Further development could identify other items of data that are useful to download.

3
Requirements

1. A mechanism is needed that can be associated with registration of a contact associated with a URI, as it exists for the duration of the registration of that URI. It may be dependent on the associated authentication with the registration.

2. The lifetime of this data is expected to be long term, i.e. it will not change from minute to minute. Therefore if the data changes.

NOTE:
This means that if the data changes during the lifetime of the contact, it can be applicable to require reregistration of the contact. This can be done without impact to the traffic being carried.
3. While the information is not necessarily useful to any of the entities beyond the boundary of the IMS, there is no harm in the subscriber to which the data is associated receiving it, as it relates to the subscription details that the user has already negotiated with the IMS operator.

NOTE:
This means that there is not necessarily a compatibility issue with earlier releases of P-CSCF that do not support the mechanism. While it is appropriate to remove the data from any request sent to the user, it does not particularly matter if it is not removed.

4
Further discussion points

4.1
Use of reg event package

At the last conference call, the validity of using the reg event package was discussed as part of two of the alternatives under discussion.

The key point of this discussion is that the reg event should be the state of the contact. Therefore if the subscription details change, but the contact does not, then a new reg event package should not be delivered to the user.

Thus the mechanism for delivering the details can therefore only use reg event, at the time a contact is registered, or reregistered. As such it means that a mechanism based on reg event should force a reregistration of the contact if the subscription details change. As sessions and dialogs over the interface can be preserved when this occurs, and the mechanism already exists to do this, and the data is expected to change infrequently, this is not seen as an issue.
