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1. Introduction
This discussion paper addresses the topic raised in R2-101873/CP-100201/C1-101291 [1] from RAN2 where it is indicated that the eNB will no longer support the MME/PLMN selection function in a network sharing scenario, and that no per-PLMN indications signalling the support of IMS emergency calls by any given PLMN sharing that eNB will be available to the UE.
2. Discussion
In R2-101873/CP-100201/C1-101291 [1] RAN2 suggest that an UE in limited service state attempting an IMS emergency call (in a network sharing scenario) and being rejected by a PLMN not supporting emergency calls would only experience "a few hundred milliseconds delay". This liaison statement also suggest that the UE shall retry the emergency call attempt in the different MMEs/PLMNs (in a network sharing scenario) until one is found to allow the IMS emergency call attempt.
Thus what CT1 has to consider and decide are:-

1) Is the delay for the UE in limited service state attempting an IMS emergency call towards a eNB in NW sharing scenario, picking the PLMN (of the shared network) acceptable.

2) If the IMS emergency call attempt towards the PLMN the UE picks fails, is the UE required to retry the IMS emergency call to the next PLMN(s) of the shared network.

It is our understanding that the delay of a few hundred of milliseconds presumed in the referenced liaison statement is based on the assumption that the emergency attach would always be rejected at NAS level if the PLMN does not support IMS emergency call (i.e. the MME receiving an Attach Request with Attach Type = emergency will be immediately returned an Attach Reject if that PLMN does not support IMS emergency). However this is not always the case. It can also occur that the emergency attach is successful at NAS level and is only denied at IMS level, e.g. at IMS registration for IMS emergency. In that case, the rejection will certainly take more than a few hundred milliseconds delay, and would rather be in the order of several seconds, which does matter in case of emergency call.
We can also find in [1] that should the UE fail to get IMS emergency from one PLMN, having to "retry multiple times in different PLMNs to get IMS Emergency call service" is certainly not the best way forward. If this rejection (from one PLMN) happens to replicate for successive PLMNs attempts (case of a network sharing scenario), the emergency call can be delayed considerably. As this is an emergency call case, such a delay is unacceptable.

3. Possible solutions
3.1
Proposal 1

Because the delay, we argue, can be longer than a few hundred milliseconds and that a retry is required if the wrong PLMN is picked, we in this proposal 1 suggest that the decision not to allow eNB to select the MME/PLMN be reversed.

Firstly, it should be noted that allowing the eNB to select the PLMN for a UE doing an IMS emergency call in a network sharing scenario will eliminate the unwanted scenario of UE picking a PLMN that does not support IMS emergency, which would delay the emergency call inappropriately. This in fact is returning to status prior to the mega WG meetings in San Francisco, i.e. prior to what is given in LS [1].
Secondly, given that SA3 has determined that it is wholly acceptable that GUTI is allocated by MME before EPS-AKA is run (i.e. Solution 2 in C1-100297 [2]), this SA3 solution if adopted will solve the problem of deriving the correct Kasme (on both sides of the radio interface) and this even for the case of eNB picking the PLMN in a network sharing scenario. This SA3 proposal can be introduced in conjunction with reversing (or "taking out") CP-100061.
Note:
With returning to status-quo and adopting SA3's solution 2 means changes introduced in CP-100061 (revision of C1-101240) will need to be reversed.

Thirdly, what would remain to be done is to adopt minor changes in NAS procedures along the line of Proposal 1 of R2-100386 [3]. Alternatively, NAS when requesting RRC connection (for initiating NAS signalling) will provide a valid UE identity (S-TMSI) instead of indicating that RRC should generate a random number if the UE was already allocated emergency bearers (in other words if the UE was already attached for emergency bearer services), together with indicating an RRC establishment cause set to "emergency". In that case, the eNB will not perform the MME selection and in that way any NAS initiated signalling while UE has emergency bearers will get to the correct MME, which would solve the problem referred to in R2-100013/CP-091060/C1-100258 [4].
It might be argued that going back to the status before San Francisco WG meetings might not be worth the effort. But it must be clear that the proposal is about handling emergency calls in a more effective manner, which surely warrants the effort. 

It could also be commented that the proposed NAS changes (although minor) together with the need to reverse CP-100061 bring a further impact to the specifications. Again the objective is about improving the performance of emergency calls. Additionally, achieving what is requested in C1-101291/CP-100201/R2-101873  requires  changes to NAS and even likely changes to IMS specifications.
3.2
Proposal 2

At present, stage 1 TS 22.101, subclause 10.1.2 has the following statement.

"In the case where an emergency call attempt by a UE fails, the UE should automatically make a second attempt on the other domain if the UE supports it."

One can also find the following text in 24.301, subclause 5.5.1.2.5A on alternative if UE fails to attach for emergency bearer services:.

"a CS capable UE may establish the emergency call using the CS domain"

In 24.229, there is also the following in subclause 5.1.6.8.3 and 5.1.6.8.4 to handle failure for IMS emergency session:-

"-
attempt emergency call via CS domain using appropriate access technology specific procedures, if available and not already tried; or

-
perform implementation specific actions to establish the emergency call"

Thus for proposal 2 we suggest that if the view in CT1 is to accept that the eNB will not select the MME/PLMN for a UE in limited service state making an IMS emergency in a NW sharing configuration, there is stage 1 and stage 3 text to suggest that there is no mandate for UE to retry another PLMN of the shared NW. This proposal further suggest that if anything is to be done it is to be implementation specific actions.
4. Summarising the proposals
Proposal 1 can be summarized as per the following three items:-
1. Returning to the status before C1-101291/CP-100201/R2-101873, i.e. retain the function that eNB selects the MME/PLMN for a UE in limited service state attempting IMS emergency call to a shared network.
2. Adopt SA3's solution 2 indicated in C1-100297. This will include reversing CP-100061
3. Either adopt proposal 1 in R2-100386 or adopt proposed CR C1-101369 [5]
If CT1 can agree to this way forward, the CRs in relation with item 2 can be provided ASAP. The CR solving item 3 is already available in [5]. 
Regarding item 1, a reply LS to RAN2 will be required, indicating that the delay for an IMS emergency call setup could be well over a few hundred milliseconds delay, which must be avoided. The reply LS should also request RAN2 to revert the decision on removing the MME/PLMN selection function in the eNB. CT1 would also need to confirm a solution for the problem pointed out in R2-100013/CP-091060/C1-100258 is being progressed.
Note:
One of the concerns RAN2 had were that any solution must not impact the ASN.1 coding in RAN2 specifications, which is achieved by the present proposals.
Proposal 2 can be summarised as:-

1. Accept that the eNB will not do MME/PLMN selection.

2. There is sufficient defined action the UE can take if the IMS emergency call attempt fails thus there is no need to specify that the UE is required to retry the IMS emergency with the next PLMN in the case of NW sharing scenario.

If proposal 2 is the way forward, RAN2 need to be informed that CT1 considers it is not necessary to require a UE in limited service mode to retry multiple times in different PLMNs to get IMS Emergency call service in network sharing scenarios as CT1 has specified adequate actions for the UE to take in such a situation.
5. Next step
We would like to suggest that if Proposal 1 is not agreeable that CT1 proceeds with Proposal2.

Reference
	[1]
	C1-101291/CP-100201/R2-101873: LS from RAN2, title " LS Solving the problem of PLMN mismatch in Kasme for IMS Emergency calls"

	[2]
	C1-100297: LS from SA3, title " LS on PLMN confusion during EPS-AKA"

	[3]
	R2-100386: Title "Discussion on use of Emergency cause value for TAU"

	[4]
	R2-100013/CP-091060/C1-100258: Title " LS on use of emergency cause value for TAU"

	[5]
	C1-101369 "UE Identity in RRC connection establishment for UE with emergency bearers"


