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1. Overall Description:
SA3 would like to thank CT4 for their response to the SA3 LS on IMS media plane security.

2. Answers to questions

In the response, CT4 writes:

“CT4 understands that within Release 9 there is no mechanism to allow for the negotiation of supported security mechanisms between UE’s.  It is CT4s understanding that if the originating UE is offering e2e security in the SDP offer, but e2e security is not supported by the terminating UE, the offer will be rejected with a relevant failure cause indication.  In this case, the originating UE determines whether to initiate a new offer again with e2ae security or no security (negotiated between UE and P-CSCF on registration).
CT4 also understand that as no security mode negotiation currently exists between UE’s, if transcoding is required and though the originating UE offered e2e security, that the same behaviour as that described above shall also apply.  Can SA3 confirm CT4s understanding?”

SA3 response: SA3 can confirm that CT4’s understanding is correct.
CT4 also writes:

“CT4 believe that although this behaviour may be defined within Release 9, that a future enhancement to apply a negotiation mechanism may be considered by SA3 in the future in order to reduce call-setup by reducing the end-to-end signalling.” 
SA3 response: SA3 will study in Rel-10 whether there is a better solution than just dropping the call.
3. Actions:

None
4. Date of Next TSG-SA WG3 Meetings:

TSG-SA WG3 Meeting #58
1-5 February 2010, 

TBD
