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1. Introduction
Proposed texts for session release are added. 
2. Reason for Change
Proposed texts for session release are added. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.294 v0.4.1.
* * * First Change * * * *

6.2.3
Session release
6.2.3.1
General
I1 session can be torn down by the I1 session release requests. An I1 Bye message is an I1 session release request.
6.2.3.2
Detailed behaviour of ICS UE
When the ICS UE terminates a session using an I1 reference point, it shall:
1)
generate an I1 Bye message that includes:
a)
a Message type subfield set to the value that includes that this is an I1 Bye message;

b)
a stored value in the Call-Identifier (Part-1) subfield to identify the I1 sessoin to be released between ICS UE and SCC AS;
c)
an allocated Message sequence number;
d)
a From-id information element that includes either a SIP URI or an E.164 number, and it will be used by the SCC AS to identify the ICS UE; 
Editor’s note:
How to include the SIP URI into the I1 messages is FFS.
e)
a To-id information element that includes either a SIP URI or an E.164 number, and will be used by the SCC AS to determine the identity of the called user;
f)
a Privacy information element that indicates the ICS UE's privacy preferences. The SCC AS will apply these preferences to the SIP session that the SCC AS will establish on behalf of the UE; and

g)
a CS access network type indicator; and

Editor’s note:
For voice calls is there a need to include any SDP type of information, by the virtue of using I1 in the context of this contribution it can be implied that CS voice is being used.

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS. The transaction style is FFS. PUD naming is FFS. 

2)
select the transport layer protocol depending on the access network type, and forward the I1 Bye message toward the SCC AS.

Subsequently when the ICS UE receives an I1 Success message from the SCC AS, it shall: 

1)
verify if a I1 session exists for the received Call-Identifier value;

2)
verify if a the message is in sequence according to the Message sequence number value; and

3)
consider the call to be released, if verification was successful.

Editor’s note:
Responses indicating an error are FFS.

When the ICS UE receives an I1 Bye message from SCC AS via the I1 reference point, it shall:

1)
generate an I1 Success message containing the following information:
a)
a Message type subfield set to the value that indicates that is an I1 Success message;

b)
the stored Call-Identifier value that uniquely identifies this I1 session between the ICS UE and SCC AS; and

Editor’s note:
if forking is supported then such can have impact on the call-ID.
c)
increment the stored Message sequence value, store it, and include it in the Message sequence subfield; and
2)
send the I1 Success message towards the SCC AS over the transport layer connection over which the I1 Bye message was received.
6.2.3.3
Detailed behaviour of SCC AS
When the SCC AS terminates a session using an I1 reference point, it shall:

1)
generate an I1 Bye message that includes:
a)
a Message type subfield set to the value that includes that this is an I1 Bye message;

b)
the stored Call-Identifier value that uniquely identifies this I1 session between the ICS UE and SCC AS;
Editor’s note:
if forking is supported then such can have impact on the call-ID

c)
an allocated Message sequence number;
d)
a From-id information element that identifies the remote calling party, if available;
e)
a To-id information element that includes the E.164 number of the ICS UE;

f)
a Privacy information element set to the value requested by the remote calling party, if available; and
g)
a SCC-AS-id information element that contains an SCC AS DN set to the E.164 number allocated by the SCC AS itself;

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

2)
store the information sent in the I1 Bye message against the allocated SCC AS PSI DN; and

3)
select the transport layer protocol depending on the access network type, and forward the I1 Bye message towards the ICS UE.
Subsequently when the SCC AS receives an I1 Success message from the ICS UE, it shall: 

1)
verify if a I1 session exists for the received Call-Identifier value;

2)
verify if a the message is in sequence according to the Message sequence number value; and

3)
consider the call to be released, if verification was successful.

Editor’s note:
Responses indicating an error are FFS.

When the SCC AS receives an I1 Bye message from ICS UE via the I1 reference point, it shall:

1)
generate an I1 Success message containing the following information:
a)
a Message type subfield set to the value that indicates that is an I1 Success message;

b)
the stored Call-Identifier value that uniquely identifies this I1 session between the ICS UE and SCC AS; and

Editor’s note:
if forking is supported then such can have impact on the call-ID.

c)
increment the stored Message sequence value, store it, and include it in the Message sequence subfield; and
2)
send the I1 Success message towards the ICS UE over the transport layer connection over which the I1 Bye message was received.
