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Introduction and background

The specification for emergency service request detection in P-CSCF is erroneous and some parts need clarification as the current text is misleading.

DISCUSSION

Misleading text
The general part in 5.2.10.1 refers to access specific annexes:

"Access technology specific procedures are described in each access technology specific annex to determine whether the initial request for a dialog or standalone transaction or an unknown method is destined for a PSAP."

However in the access specific annexes the sub-clauses "X.3.2.1 Detecting requests destined for a PSAP" do not describe what the title says, but rather the determination of the (location of the) UE's access network.
See (color-coded) B.3.2.1 as an example. The same can be shown for all access specific annexes.

B.3.2.1
Detecting requests destined for a PSAP

In order to determine whether the initial request for a dialog or standalone transaction or an unknown method is destined for a PSAP the P-CSCF shall compare the MCC field received in the P-Access-Network-Info header against its own MCC code.
Note that to determine whether a request is an emergency service request is not access specific, the access specific part is only the determination of the (location of the) UE's access network, so the access specific requirement is correct in the existing text (see color-coding), simply title and introduction text is inconsistent and incorrect.

Error

According to the current specification:

"The P-CSCF shall store a configurable list of local emergency service identifiers, i.e. emergency numbers and the emergency service URN, which are valid for the operator to which the P-CSCF belongs to. In addition to that, the P-CSCF shall store a configurable list of roaming partners' emergency service identifiers."

and

"If the P-CSCF detects that the Request-URI of the initial request for a dialog or standalone transaction, or unknown method matches one of the emergency service identifiers in any of these lists, the P-CSCF shall:"

Matching the identifiers in any list means that the P-CSCF will handle a request as a request for emergency service simply because its destination is on the list of a roaming partner's emergency numbers even though the actual request is neither originated from the roaming partner's network (country) nor originated by an inbound roamer from that roaming partner. This means that operators loose all service numbers that collide with any exotic emergency number of a roaming partner's country, and users will experience 'user-unaware' emergency calls.

An example: in Greece 199 is a number to call fire brigades, while in Hungary 199 is an international directory query service. Matching emergency service identifiers against "all lists" would mean that IMS attached users cannot use a service numbers (even for Hungarian subscribers located in Hungary), although it is still available if user is attached to CS core.
Matching "all lists" is an overkill that creates
-
serious inconsistency in user experience,
-
lot of accidental calls to the emergency centres
-
operators loose service numbers colliding roaming partner's emergency numbers.
Proposed solution

The accompanying CRs address both issues discussed above.

Misleading text
The text in subclause 5.2.10.1 referring to access specific annexes must be removed, checking the location of the UE's current access network is necessary for the non-emergency registration case only (see also the proposal for error correction). The title and the introductory text in the access specific annexes must be corrected as well.
Error

It is proposed to restrict the matching procedure as follows:
For unregistered users it can be assumed that unregistered users reach local P-CSCF, thus the P-CSCF must check only emergency service identifiers valid for the operator to which the P-CSCF belongs to. Optionally if P-CSCF can determine the home network of the user/UE (e.g. based on P-Preferred-Identity), then the P-CSCF may check the emergency service identifiers valid for that network, if a configurable list for that network is available.
For "emergency-registered" users the emergency registration procedure ensures that UE is connected to local P-CSCF, thus the P-CSCF must check the list the emergency service identifiers, which are valid for the operator to which the P-CSCF belongs to. Also the P-CSCF may check the emergency service identifiers of the inbound user's home network.
For "non-emergency-registered" users the P-CSCF must check the list the emergency service identifiers, which are valid for the operator:

-
to which the P-CSCF belongs to;

-
at the user's current location (UE unaware emergency request following a normal registration). If it is an operator in different country, then the P-CSCF will reject the request after detecting emergency service request. Note that this is the only place where access specific procedures apply.

-
of inbound user's home network.
The check against the inbound user's home network is not available in legacy network, but it is possible in IMS. If seen unnecessary it can be sipped completely.
