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1. Introduction

The changes in subclauses 6.2.1.3.1 and 6.2.1.3.2a are merged in the revisions of documents C1-094054 and C1-094055. These subclauses have been removed from this document.

Corrected the TS in which the PSI DN is found.

3GPP TS 24.292 describes the base behaviour of the SCC AS.  I1 is an extension to this behave where by I1 provides SIP like functionality over a different transport layer and control channel.  However the basic operations of the SCC AS are the same.  This paper poposes to align I1 more inline with 3GPP TS 24.292 using
a)
Terms from their e.g. SCC AS PSI DN


Note:
Using I1 or SIP the SCC AS allocates an E.164 number that is communicated to the UE which is then used to set-up voice bearer signalling + bearer where signalling terminates and is correlated on the SCC AS.

b)
Procedure – adding in text from TS 24.292

Note:
If the SCC AS receives an I1 message or a SIP INVITE it still saves the data received and associates an E.164 number.  It then waits for the corresponding voice bearer SIP INVITE and then creates an outgoing INVITE based on the 2 control planes.

c)
Referencing subclauses in TS 24.292
d)
Editorial clean ups
2. Reason for Change

The generation of the Instance ID needs to be specified.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.294 v0.3.1
* * * First Change * * * *

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.292 [2] apply:

ICS UE
SCC AS 
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.292 [5] apply:

PSI DN
* * * End First Change * * * *

* * * Second Change * * * *

6.2.1.2
Detailed behaviour of ICS UE

6.2.1.2.1
ICS UE CS Voice Session Origination
When the ICS UE originates a session using an I1 INVITE, it shall:

1)
generate a Call-ID that identifies the I1 session between the ICS UE and SCC AS. Include the Call-ID header value in the I1 INVITE;

Editor’s note:
if forking is supported then such can have impact on the call-ID

2)
generate a Sequence-ID. Include the Sequence-ID header value in the I1 INVITE;

3)
include a From URI header value in the I1 INVITE. The URI shall be a SIP or tel URI and is used by the SCC AS to determine the identity used by the UCS UE; 

4)
include a To URI header value in the I1 INVITE; 
5)
include a Privacy indicator, indicating if privacy is required or if privacy is not required; and

6)
include a CS access network type indicator.

Editor’s note:
For voice calls is there a need to include any SDP type of information, by the virtue of using I1 in the context of this contribution it can be implied that CS voice is being used.

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS. The transaction style is FFS. PUD naming is FFS. 

The ICS UE shall select the transport layer protocol depending on the access network type.

If the UE receives an I1 PROGRESS message, it: 

1)
shall verify if a I1 session exists for the Call-ID header value;

2)
shall verify if the message is in sequence according to the Sequence-ID header value;

3)
shall store the SCC AS PSI DN header value;

4)
may indicate the Progress Reason header value to the user.

Editor’s note:
responses indicating an error are FFS.

Upon receiving the SCC AS PSI DN conveyed in the I1 PROGRESS from the SCC AS, the ICS UE shall initiates the call over CS bearer by sending a SETUP message as specified in 3GPP TS 24.008 [3] as follows:

1)
the Called Party BCD Number information element is set to the SCC AS PSI DN received in the I1 PROGRESS.
If the UE receives an I1 SUCCESS message, it 

2)
shall verify if a I1 session exists for the Call-ID header value;

3)
shall verify if a the message is in sequence according to the Sequence-ID header value.

Editor’s note:
responses indicating an error are FFS.

6.2.1.2.2a
ICS UE CS Voice Session Termination without UE assisted T-ADS
If the ICS UE receives an I1 INVITE and it is determined that no I1 session exists for the Call-ID value, the ICS UE:

1)
shall store the information contained in the I1 INVITE message;

2)
shall initiate a call over CS bearer by sending a SETUP message as specified in 3GPP TS 24.008 [3] with the Called Party BCD Number information element is set to the SCC AS PSI DN;
3)
may indicate the From header value or a I1 session received indication to the user.

If the UE returns an I1 PROGRESS message, it shall:

1)
include the Call-ID header value as received in the corresponding I1 INVITE;

2)
add one to the Sequence-ID header value received in the corresponding I1 INVITE and include it;

3)
include a Progress Reason header value.

Editor’s note:
responses indicating an error are FFS.

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

If the user accepts the request, the UE returns an I1 SUCCESS message and it shall:

1)
include the Call-ID header value as received in the corresponding I1 INVITE;

Editor’s note:
if forking is supported then such can have impact on the call-ID

2)
add one to the Sequence-ID header value received in the corresponding I1 INVITE and include it.

Editor's Note:
include a B-Party URI header value set to a SIP or tel URI is FFS

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

Editor’s note:
For voice calls is there a need to include any SDP type of information, by the virtue of using I1 in the context of this contribution it can be implied that CS voice is being used.
6.2.1.2.2b
ICS UE CS Voice Session Termination with UE assisted T-ADS
If the ICS UE receives an I1 INVITE with a Replaces header field and it is determined that there is a SIP session being established for the Replaces header value (e.g., the Replaces header is set to a value identical to (or deduced from) the SIP session identifier in a previously received SIP INVITE), the ICS UE:

1)
shall interpret it as session control fallback from Gm to I1; and

2)
shall use the Replaces header value to correlate the I1 INVITE with the SIP INVITE prevously received, to get IUA PSI DN, the called party identity and the calling party identity. 
NOTE 1:
In this case, some headers (e.g. To, From, Privacy header) and IUA PSI DN can be omitted from the I1 INVITE, for the information can be get by the ICS UE from the correlated SIP INVITE.

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

Afterwards, the ICS UE shall behave as specified in 6.2.1.2.2a.
* * * End second Change * * * *

* * * Third Change * * * *

6.2.5.2
Detailed behaviour of ICS UE

If the ICS UE wants to add I1 control to an existing session that was established without I1 and Gm, it shall send an I1 INVITE request over I1. The ICS UE shall populate the I1 INVITE request as specified in 6.2.1.2.1 with the following additions:

1)
set the From header to the static STI;

NOTE 1:
In this case, some headers (e.g. To, Privacy header) can be omitted from the I1 INVITE, for the information is already known for the ongoing session.

Upon receiving an I1 SUCCESS message, the ICS UE shall treat the ongoing session as established using I1.

If the ICS UE receives a new I1 INVITE request containing a SCC AS PSI DN which matches the B-party number of the ongoing session that was established without I1 and Gm, the ICS UE shall:

1)
respond to the I1 INVITE request with an I1 SUCCESS message; and

2)
treat the ongoing session as established using I1.
6.2.5.3
Detailed behaviour of SCC AS

If the SCC AS receives an I1 INVITE request containing the static STI in From header, the SCC AS shall determine if this I1 INVITE request is for an ongoing session using STI or CS domain number (e.g., MSISDN) from transport layer. If the ICS UE has an ongoing session, the SCC AS shall:

1)
respond to the I1 INVITE request with an I1 SUCCESS message;

2)
treat the ongoing session as established using I1.
If the SCC AS wants to add I1 control to an existing session that was established without Gm and I1, the SCC AS shall send a new I1 INVITE request over I1. The SCC AS shall populate the I1 INVITE request as specified in subclause 6.2.1.2.2 with the additional specification:

1)
include a SCC AS PSI DN which matches the B-party number of the ongoing session;
NOTE 1:
In this case, some headers (e.g. From, To, Privacy header) can be omitted from the I1 INVITE, for the information is already known for the ongoing session.
Upon receiving an I1 SUCCESS message, the SCC AS shall treat the ongoing session as established using I1.
6.2.6
Service control transfer (Gm fallback to I1)
6.2.6.1
General
If the ICS UE discovers Gm is not available for an ongoing session using CS bearer which was established over Gm reference point, the ICS UE can transfer service control from Gm to I1 if I1 is available while maintain the CS bearer.
6.2.6.2
Detailed behaviour of ICS UE

When the ICS UE originates a service control transfer from Gm to I1 using an I1 INVITE, the ICS UE shall generate the I1 INVITE to the SCC AS as specified in subclause 6.2.1.2.1 with the following additions:
1)
Include a Replaces header in the I1 INVITE to indicate that it is session control fallback from Gm to I1. The Replaces header is set to a value identical to (or deduced from) the SIP session identifier of the existing IMS session using CS bearer for which the control will be transferred from Gm to I1.

NOTE 1:
In this case, some headers (e.g. Call-ID, To, From, Privacy header) can be omitted from the I1 INVITE, for the information is already known for the ongoing session.
If the UE receives an I1 SUCCESS message, the service control transfer completes.
6.2.6.3
Detailed behaviour of SCC AS

Upon receiving an initial I1 INVITE with a Replaces header set to a value identical to (or deduced from) the SIP session identifier of an existing IMS session using CS bearer established over Gm reference point, and the SCC AS can correlate the SIP Call-ID to an existing IMS session with CS bearer, the SCC AS shall: 

1)
interpret it as service control transfer from Gm to I1. 

2)
correlate the I1 INVITE to the existing IMS session using CS bearer based on the Replaces header, e.g. to get SCC AS PSI DN, the called party identity and the calling party identity.
NOTE 1:
In this case, some headers (e.g. Call-ID, To, From, Privacy header) can be omitted from the I1 INVITE, for the information is already known for the ongoing session.
3)
generate an I1 SUCCESS to the ICS UE.
* * * End third Change * * * *

* * * Fourth Change * * * *

7
Protocol specification and implementation
Editor's Note:
The description of the USSD will be moved to other subclause. 
7.1
Overview of I1 protocol functionality 
The I1 protocol includes the procedures for establishing, maintaining, and clearing call legs between the UE and the SCC AS (see Figure 7.1).
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Figure 7.1 UE session signalling and bearer path using I1 interface for Service Control Signalling Path

NOTE:
Figure 7.1 illustrates an MSC server that is not enhanced for ICS. I1 can also be used when deploying an MSC server enhanced for ICS as specified in TS 23.292 [2].
The I1 protocol is a message based point-to-point protocol. The I1 protocol messages are wrapped in a point-to-point transport layer connection protocol (e.g. USSD) and are exchanged between the UE and the SCC AS. Therefore, the I1 protocol does not include any routing capabilities. To address the ICS UE in CS network and establish a transport-layer connection, (the IUA of) the SCC AS shall convert the called party identity (i.e., IMS public user identity) to the CS domain party identity that is required to route the transport layer procotol (i.e., MSISDN, MDN, etc.).
The I1 protocol assumes that there is an associated connection-control protocol that incorporates media negotiation capabilities and provides the setting up and clearing of the connection over which the media will be exchanged. Therefore, any signalling between the UE and the CS access domain (see Figure 7.1), as well as the SIP signalling between the MGCF and the SCC AS should be viewed as a procedure to establish a media connection rather then a call control signalling. Obviously, the I1 endpoints will correlate and synchronize the progress of the call establishment and clearing of the call with the associated media-establishing procedures. 

NOTE:
The primitives that are used to communicate between the I1 protocol call-controlling entity and the associated connection-control protocol entity, internally in the UE and SCC AS, respectively, are not specified in this document.
The transport-layer connection that is used to transfer the I1 protocol messages is a bi-directional point-to-point connection between the UE and the SCC AS. This transport-layer connection is a symmetric connection, i.e. the source-point on the transport-layer connection that is used to send the I1 protocol messages is also a destination-point for the incoming I1 protocol messages.
When USSD is used as the transport-layer level protocol, because the USSD provides a two-way-alternate interactive service (i.e., semiduplex) to the user, which means that only the entity (UE or SCC AS) with the turn may send and its counterpart is permitted only to receive, I1 protocol call control function (in UE or SCC AS) has to buffer the I1 protocol message triggered by the IUA until it has the turn. And if the SCC AS hasn’t sent an I1 protocol message for a specific time, the SCC AS shall transfer the turn (e.g., by sending an I1-Dummy message) to the UE with the consideration of not delaying the UE’s transmission of I1 protocol message, and vice versa.
The I1 protocol assumes that the application level segmentation of the I1 protocol messages is not supported. The size of the I1 protocol messages is constrained by the limits of the transport-layer message size. For example, USSD allows for a message size of 160 octets. This means that it is not possible to send an I1 protocol message greater than 160 octets, unless message segmentation is designed into the I1 protocol. A USSD dialogue is already segmented by the use of USSD sub-dialogues as a USSD conversation, and this usage of USSD is inappropriate for the I1 protocol.
Editor's note: It has to be specified whether the transport-layer connection provides a reliable transport (i.e. the messages will not be lost, delayed, duplicated, or delivered out of order). In case of an unreliable transport, the I1 protocol will incorporate timeouts, retransmissions, and sequencing mechanisms to account for the lost, duplicated, and out of order I1 protocol messages. 

The I1 protocol is a transport-independent protocol, i.e. the I1 protocol call control entities can exchange the I1 protocol messages over any transport-layer connection that connects the UE and the SCC AS. The UE sends the I1 protocol messages to the SCC AS over a transport-layer connection (e.g. USSD) that the UE knows it will reach the SCC AS. Likewise, The SCC AS sends the I1 protocol messages to the UE over a transport-layer connection (e.g. USSD) that the SCC AS knows that it will reach the UE. For example, the SCC AS forwards the I1 protocol message to the UE over the same transport-layer connection (e.g. USSD) over which it received the previous I1 protocol message from the UE. 

The I1 protocol message are self-identifying, i.e. the information contained in the I1 protocol message uniquely identifies the call to which the I1 protocol message pertains to.

Editor’s Note: It is FFS how a particular UE’s public user identity bound to a given transport-level connection used for signaling, will be described. For example, the establishment of an USSD channel can implicitly bind the UE’s E.164 number to this transport-layer connection.
The I1 protocol is a binary-oriented protocol (i.e. the I1 messages are binary encoded). The bit-map tables are used to describe the I1 messages and associated information elements.
In this release of this document, it is assumed that the UE, when establishing a transport-layer connection (e.g. USSD channel) to the SCC AS, will have been authenticated by the CS domain. Due to a relationship between the SCC AS and the CS domain, the UE is not authenticated (e.g. challenged) by the SCC AS when sending any I1 protocol message to the SCC AS. However, the SCC AS will check the UE identity for potential invalid IMS public user identity included by the ICS UE. The CS domain number received from the transport-layer is trustable and will be used by (the IUA of) the SCC AS to check the URI of the UE before the SCC AS provides SIP UA behaviour on behalf of the ICS UE.
* * * End fourth Change * * * *
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