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1. Introduction
This paper discusses on back-off timer in SSAC
2. Discussion
In CT1#60, CT1 agreed that SSAC be realized in MMTEL application.

To realize SSAC in MMTEL application, the followings should be specified.

1) How to determine the access is barred or not


2) How long the barring status lasts


3) Interaction between common AC and SSAC (Is a call permitted by SSAC can be barred by common AC?)

About 3), CT1#60 sent LS to SA1 for clarification, so this paper only discusses on 1) and 2).

2.1 How to determine the access is barred or not in SSAC.
2.1.1 Necessity of back-off timer for SSAC 
This paper firstly tries to re-cap how common AC works (for example, how common AC decide access barring for MO call) in the following.
Case1) NAS layer is requesting RRC connection establishment for MO call
1) If access for MO call is already barred (back-off timer T302 or T303 is running), the access is barred 
2) Else if System information broadcast includes access barring information for MO call and access is not barred for AC11-15 then, draw a uniform random number between 0 and 1 

3) compare the random number with ac-BarringFactor contained in the ac-BarringForMO-Data. If the ac-

BarringFactor is higher than the random number, the access is not barred. If not, the access is barred.

4) If T303 and T302 is not running, decide T303 value and start running access barring timer for MO call (T303).
　Note that while the timer is running, access for MO call shall be assumed as “barred”.
The back-off timer is used for blocking undesirable access to the network for certain duration (e.g. when network is under congestion situation). If it is not used, the access restriction can be got through by repetition of attempt to the network in relatively short time.  It is undesirable for SSAC also.

Although common AC and SSAC is different about “what to restrict” and “which layer to execute barring”, the basic idea has to be re-used.

Proposal 1:  

This paper proposes CT1 to agree SSAC to have back-off timer functionality.
2.1.2 Necessity of independent back-off timer for MMTEL voice and MMTEL video
In the last CT1 meeting, there was a discussion about whether back-off timer is commonly used among all services or separate timer for each application is needed.

First of all, stage1 in TS 22.011 specifies that an operator can assign independent barring rate for MMTEL voice and MMTEL video as following:

“-
EPS shall provide a capability to assign a service probability factor [13] for each of MMTEL voice and MMTEL video: “
From network operation point of view, there is a situation when the operator wants to assign independent barring rate for MMTEL voice and MMTEL video. For example, when network is under some congestion situations, the operator may assign 90% access restriction to MMTEL video while assigning 0% access restriction to MMTEL voice. The following illustrates the behaviour of the UE when the back-off timer is commonly used for both MMTEL voice and MMTEL video.
1) When network is under congestion situation due to natural disaster (e.g. earthquake, tsunami), the operator may assign 90% access restriction to MMTEL video while assigning 0% access restriction to MMTEL voice.

2) A user of the UE tries to initiate MMTEL video call but it was barred by SSAC. Back-off timer for SSAC start running.

3) The same user tries to initiate MMTEL voice. The call must not be blocked because the barring rate is 0% for MMTEL voice, however if back-off timer (which was initiated by step 2) is still running, the call attempt is blocked.

In this case, interference between two services shall happen.  This means that SSAC enforcement for MMTEL voice and MMTEL video is NOT independent and does not fulfil the stage1 requirement. Thus separate timer for each application is needed. 
Proposal 2:  

This paper proposes CT1 to agree SSAC to have independent back-off timer for MMTEL voice and MMTEL video.
2.1.3 Proposed behaviour
When CT1 agrees on proposal 1 and proposal 2, the following access barring logic can be expected.

Case1) User is initiating MMTEL audio call

1) If access for MMTEL audio is already barred, the access is barred and the UE have to reject the multimedia 
telephony communication session establishment
2) If not, draw a uniform random number between 0 and 1

3) compare the random number with ac-BarringFactor contained in the ssac-BarringForMMTELAudio. If the ac-
BarringFactor is higher than the random number, the access is not barred. If not, the access is barred.
4) start running access barring timer for MMTEL audio (T3xx).

　Note that while the timer is running, access using MMTEL audio shall be assumed as “barred”.
Case2) User is initiating MMTEL video call

1) If access for MMTEL video is already barred, the access is barred and the UE have to reject the multimedia 
telephony communication session establishment
2) If not, draw a uniform random number between 0 and 1

3) compare the random number with ac-BarringFactor contained in the ssac-BarringForMMTELVideo. If the ac-

BarringFactor is higher than the random number, the access is not barred. If not, the access is barred.

4) start running access barring timer for MMTEL video(T3yy).

    Note that while the timer is running, access using MMTEL video shall be assumed as “barred”.
2.2 How long the barring status lasts
When considering barring time (how long barring status lasts) for SSAC, there is two alternatives. Fixed value or random value.  Figure 1 and Figure 2 shows the comparison of two alternatives. When fixed value is used for access barring timer, if the access barring is enforced to several UEs at the same time, its alleviation timing of access barring is also the same. It may lead massive traffic happens again when access restriction is alleviated. When randomized value is used, timing of access barring alleviation will be randomized and help traffic distributes. That is why common AC uses randomized value for access barring time.
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Moreover, TS 22.011 mentions about how long barring status last as the following.
“If the access attempt is not allowed, further access attempts of the same type are then barred for a time period that is calculated based on the ‘mean duration of access control’ provided by the network and the random number drawn by the UE.”
So, the access barring time is not fixed value, rather it shall be distributed value.
However the calculation formula is not specified in stage1 specification, CT1 can re-use the formula which is already specified in common access class control in E-UTRAN in the following formula.
T3xx= (0.7+ 0.6 * rand) * ac-BarringTime
In the formula, “rand” is random number which is uniformly distributed in the range 0 ≤ rand < 1. And “ac-BarringTime” is “mean duration of access control” which is given (broadcasted) by the serving network.
Proposal 3:  

This paper proposes CT1 to agree on the basic principle how long “barring” status lasts in the UE side.
3. Conclusion

This paper discusses on detail of SSAC realization and proposes to CT1 to agree on


Proposal1 SSAC to have back-off timer functionality.

Proposal2 SSAC to have independent back-off timer for MMTEL voice and MMTEL video.

Proposal3 basic principle how long “barring” status lasts in the UE side.
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