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1. Introduction
This contribution provides details of the additional EMM messages that are defined to support location services over EPS. Also described is the additional information elements that have been used in these new messages. Care is taken to ensure that many of the IEs already defined in 3GPP TS 24.301 are re-used, where appropriate.
2. Reason for Change
Without the definition of these EMM messages, it will not be possible for UE and the network to exchange LCS related messages in a reliable and secure way while ensuring in-order delivery and detected duplicated message delivery.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.171 v0.0.0
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[z]
3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".

* * * Next Change * * * *

6
Message functional definitions and contents

6.1
Overview

This clause defines the structure of the messages of the Layer 3 (L3) protocols defined in the present document. These are standard L3 messages as defined in 3GPP TS 24.007 [z].

Each definition given in the present clause includes:

a)
a brief description of the message direction and use, including whether the message has:

1.
Local significance, i.e. relevant only on the originating or terminating access;

2.
Access significance, i.e. relevant in the originating and terminating access, but not in the network;

3.
Dual significance, i.e. relevant in either the originating or terminating access and in the network; or

4.
Global significance, i.e. relevant in the originating and terminating access and in the network.

b)
a table listing the Information Elements (IE) known in the message and the order of their appearance in the message. All IEs that may be repeated are explicitly indicated (The V, LV and LV-E formatted IEs, which compose the imperative part of the message, occur before the T, TV, TLV and TLV-E formatted IEs which compose the non-imperative part of the message, see 3GPP TS 24.007 [z]). In a (maximal) sequence of consecutive IEs with half octet length, the first IE with half octet length occupies bits 1 to 4 of octet N, the second IE bits 5 to 8 of octet N, the third IE bits 1 to 4 of octet N+1 etc. Such a sequence always has an even number of elements. 


For each information element the table indicates:

1.
The Information Element Identifier (IEI), in hexadecimal notation, if the IE has format T, TV, TLV or TLV‑E. If the IEI has half octet length, it is specified by a notation representing the IEI as a hexadecimal digit followed by a "-" (example: B-).

NOTE:
The same IEI can be used for different information element types in different messages of the same protocol.

2.
The name of the information element (which may give an idea of the semantics of the element). The name of the information element followed by "IE" or "information element" is used in this technical report as reference to the information element within a message.

3.
The name of the type of the information element (which indicates the coding of the value part of the IE), and generally, the referenced subclause of clause 9 of the present document describing the value part of the information element.

4.
The presence requirement indication (M, C, or O) for the IE as defined in 3GPP TS 24.007 [z].

5.
The format of the information element (T, V, TV, LV, TLV, LV-E or TLV-E) as defined in 3GPP TS 24.007 [z].

6.
The length of the information element (or permissible range of lengths), in octets, in the message, where "?" means that the maximum length of the IE is only constrained by link layer protocol. This indication is non-normative.

c)
subclauses specifying, where appropriate, conditions for IEs with presence requirement C or O in the relevant message which together with other conditions specified in the present document define when the information elements shall be included or not, what non-presence of such IEs means, and – for IEs with presence requirement C – the static conditions for presence or non-presence of the IEs or for both cases (see 3GPP TS 24.007 [z]).

6.2
NAS messages to support reliable transport of application message 
6.2.1
Downlink Reliable Transport

This message is sent by the network to the UE in order to carry an application message in encapsulated format. See table 6.2.1.1.

Message type:
DOWNLINK RELIABLE TRANSPORT

Significance:

dual

Direction:


network to UE

Table 6.2.1.1: DOWNLINK RELIABLE TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

7.2
	M
	V
	1/2

	
	Security header type
	Security header type

7.3
	M
	V
	1/2

	
	Downlink reliable transport message identity
	Message type

7.4
	M
	V
	1

	
	Reliable message container type
	Reliable message container type 
7.5
	M
	V
	1

	
	Downlink reliable sequence number
	Reliable sequence number
7.6
	M
	V
	1

	
	Reliable message container 
	Reliable message container 

7.7
	M
	LV
	3-n


6.2.2
Downlink Reliable Transport Response
This message is sent by the network to the UE in order to acknowledge the reception of Downlink Reliable NAS Transport message. See table 6.2.2.1.

Message type:
DOWNLINK RELIABLE TRANSPORT Response
Significance:

dual

Direction:


UE to network
Table 6.2.2.1: DOWNLINK RELIABLE TRANSPORT RESPONSE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

7.2
	M
	V
	½

	
	Security header type
	Security header type

7.3
	M
	V
	½

	
	Downlink reliable transport response message identity
	Message type

7.4
	M
	V
	1

	
	Reliable message container type
	Reliable message container type

7.5
	M
	V
	1

	
	Downlink reliable sequence number
	Reliable sequence number
7.6
	M
	V
	1

	xx
	EMM cause
	EMM cause
	O
	TV
	2


6.2.3
Uplink Reliable Transport

This message is sent by the UE to the network in order to carry an application message in encapsulated format. See table 6.2.3.1.

Message type:
UPLINK RELIABLE TRANSPORT

Significance:

dual

Direction:


UE to network

Table 6.2.3.1: UPLINK RELIABLE TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

7.2
	M
	V
	½

	
	Security header type
	Security header type

7.3
	M
	V
	½

	
	Uplink reliable transport message identity
	Message type

7.4
	M
	V
	1

	
	Reliable message container type
	Reliable message container type

7.5
	M
	V
	1

	
	Uplink reliable sequence number
	Reliable sequence number
7.6
	M
	V
	1

	
	Reliable message container 
	Reliable message container

7.7
	M
	LV
	3-n


6.2.4
Uplink Reliable Transport Response

This message is sent by the network to the UE in order to acknowledge the reception of Uplink Reliable Transport message. See table 6.2.4.1.

Message type:
UPLINK RELIABLE TRANSPORT RESPONSE
Significance:

dual

Direction:


network to UE

Table 6.2.4.1: UPLINK RELIABLE TRANSPORT RESPONSE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

7.2
	M
	V
	½

	
	Security header type
	Security header type

7.3
	M
	V
	½

	
	Uplink reliable transport response message identity
	Message type

7.4
	M
	V
	1

	
	Reliable message container type
	Reliable message container type

7.5
	M
	V
	1

	
	Uplink reliable sequence number
	Reliable sequence number
7.6
	M
	V
	1

	xx
	EMM cause
	EMM cause
	O
	TV
	2


* * * Next Change * * * *

7
General message format and information elements coding

7.1
Overview

Within the protocols defined in the present document, every message is an EMM message. The message format of a EMM message is defined in 3GPP TS 24.301[2]. 

7.2
Protocol discriminator

The Protocol Discriminator (PD) and its use are defined in 3GPP TS 24.007 [5]. The protocol discriminator in the header (see 3GPP TS 24.007 [5]) of a security protected NAS message is encoded as "EPS mobility management messages".
7.3
Security Header Type

The security header type IE of a EMM message is defined in 3GPP TS 24.301[2].
7.4
Message type

Table 7.4.1 defines the value part of the message type IE used in the reliable transport procedures.

Table 7.4.1: Message types for reliable transport procedure

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	1
	1
	0
	1
	0
	0
	0
	
	Downlink reliable transport

	0
	1
	1
	0
	1
	0
	0
	1
	
	Downlink reliable transport response

	0
	1
	1
	0
	1
	0
	1
	0
	
	Uplink reliable transport

	0
	1
	1
	0
	1
	1
	1
	1
	
	Uplink reliable transport response


7.5
Reliable message container type

The purpose of the reliable message container type information element is to specify the type of message contained in the reliable transport message.

The reliable message container type information element is coded as shown in table 7.4.1.

Table 7.4.1: Reliable message container type information element

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	Positioning Message container

	0
	0
	0
	0
	0
	0
	0
	1
	
	Location Services Message container

	
	
	
	
	
	
	
	
	
	

	All other values are reserved


7.6
Reliable sequence number

This IE contains the reliable sequence number and an indication of whether the reliable transport procedure was re-initiated.

Editor's Note: The content of this IE is FFS.
7.7
Reliable message container

This information element is used to encapsulate the application message transferred between the UE and the network.The reliable message container information element is coded as shown in figure 7.7.1 and table 7.7.1.

The reliable message container is a type 4 information element with a minimum length of 4 octets and a maximum length of  (?) octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Reliable message container IEI
	octet 1

	Length of Reliable message container contents
	octet 2

	
	octet 3

	Reliable message container contents
	

	
	octet n


Figure 7.7.1: Reliable message container information element

Table 7.7.1: Reliable message container information element

	Reliable message container contents (octet 3 to octet n)

	

	Location services uses the container provided by the reliable transport mechanism described in subclause 4.1 to transfer LCS signalling messages between the UE the network.

	


