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Abstract: we discuss the general principles for stage 3 implementation of IMS emergency session support in non-3GPP accesses. The behaviour in 3GPP access is taken as a basis, and similar/equivalent mechanisms are proposed.
1. Current status in 3GPP access

Figure 1 shows the already agreed building blocks of IMS emergency session support for EPS access via 3GPP access.
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Figure 1: building blocks related to emergency support in 3GPP access
1. In UTRAN access the UE can establish an emergency PDP context;
2. In E-UTRAN access the UE can request emergency bearer service by attachment to an emergency PDN (the emergency bearers, i.e. bearers for the connection to the emergency PDN will be established by the network);
3. Identification of the UE may be with unauthenticated IMSI or IMEI only, if an emergency session is requested. 

4. The UE invoking or having ongoing emergency bearer service is not restricted by e.g. forbidden areas;
5. In SGSN and MME emergency APN handling is done;

6. In UTRAN and E-UTRAN an emergency cause is possible for RRC connection establishment;

7. In UTRAN and E-UTRAN an indication on IMS emergency session support is broadcast on the radio interface;
2. Mapping to non-3GPP accesses 
Figure 2 shows tentatively building blocks for emergency support in non-3GPP access. There are characteristic differences compared to 3GPP access (in the figure the 3GPP access is represented only by E-UTRAN, but intentionally partially hidden): 
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Figure 2: tentative building blocks related to emergency support in non-3GPP access (without S2 chaining)

1. No broadcast of the IMS emergency session support indication is possible; as a substitution, we propose to enhance ANDSF information with such an indication.
2. Insead of specifically tailored roaming restrictions, in non-3GPP access the UE may be governed by inter-system mobility policy rules from ANDSF; but for the emergency situation these should not apply. 

3. No equivalent of NAS signaling is available; still an indication of attach type “emergency” needs to be transported from the UE to EPC (the alternative to indicate an emergency APN is theoretically FFS, but was abandoned for 3GPP access).
a. In case of trusted non-3GPP access it first has to be delivered to the trusted non-3GPP access; this depends on the capability of the non-3GPP access technology and remains out of scope here). It is FFS if the trusted non-3GPP access could know an emergency APN by itself or gets it assigned from the EPC in the AAA procedure (in access authentication).

b. In case of untrusted non-3GPP access the attach type “emergency” can be delivered to the ePDG, after appropriate extensions are made in the IKEv2 signaling. Similar to the previous case, it is FFS if the ePDG could know an emergency APN by itself or gets it assigned from the EPC in the AAA procedure (in tunnel authentication).
4. The possibiltity of identification by IMEI only and unauthenticated IMSI has to be foreseen in AAA and mobility related signaling. For CT1 the UE to network signaling via S2c and SWu, as well as the authentication and authrorization between UE and AAA server are in scope.  
5. Some parts of AAA and security procedures as well as subscriber profile download can be skipped, but details are FFS.  

3. Proposal
It is proposed to discuss the presented tentative building blocks for IMS emergency session support in non-3GPP access in CT1, and agree on the following principles for its implementation (in contrast to issues needing more discussion and consideration in the group, these should allow a simple yes/no decision):

1. Indication of IMS emergency session support for non-3GPP access networks shall be possible by ANDSF.

2. Restrictions from inter-system mobility policy rules do not apply for UEs requesting or having ongoing emergency services. 
3. IMEI based identification shall be supported in UE to network signaling procedures when the UE needs to accesses the EPC via a non-3GPP access networks for the purpose of an emergency session.
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