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Introduction

Looking on the TIP/TIR service and behaviour a P-Asserted-Identity sent within a response some misalignment and unclear procedures appeared.

Discussion

The general applicability for the P-Asserted-Id within 3GPP TS 24.229 Section 4.4.2 is as follows:

4.4.2
P-Asserted-Identity

A functional entity at the boundary of the trust domain will need to determine whether to remove the P-Asserted-Identity header field according to RFC 3325 [34] when SIP signalling crosses the boundary of the trust domain. Subclause 5.4 identifies additional cases for the removal of the P-Asserted-Identity header field. 

For Requests this behaviour is described explicitly within TS 24.229 but for responses nothing in Section 5.2 is described. 

Within TS 24.508/408 within Section 4.5.2.4 the following Note is stated:

NOTE 1:
If the terminating user requests privacy the S‑CSCF removes the P‑Asserted‑Identity header field as part of the basic communication procedures defined in ES 283 003 [2].

Within TS 24.608 within Section 4.5.2.4 the following Note is stated:

NOTE 1:
If the terminating user requests privacy the S-CSCF removes the P-Asserted-Identity header field as part of the basic communication procedures defined in 3GPP TS 24.229 [2].

This contradicts with the procedures described within TS 24.229 Section 

5.4.3.2
Requests initiated by the served user

…

When the S-CSCF receives any response to the above request, the S-CSCF may:

1)
apply any privacy required by RFC 3323 [33] and RFC 3325 [34] to the P-Asserted-Identity header field.

NOTE 14:
The P-Asserted-Identity header field would normally only be expected in 1xx or 2xx responses.

NOTE 15:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3325 [34].

Problem is that the deletion based on “id” is a option within TS 24.229. Only Note 15 points to the behaviour based on the trust behaviour as described within Section 4.4.2

Conclusion

Either the TIP/TIR specification or the TS 24.229 or both should be changed.

From our understanding we need CR’s for TS 24.229, TS 24.608/508/508 correcting this mismatch.
