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Abstract

This contribution summarises the current ECRIT documentation within IETF. This contribution represents those IETF RFCs and drafts that have been allocated to the ECRIT working group. The charter is at http://www.ietf.org/html.charters/ecrit-charter.html.

1
Introduction

Sections highlighed in YELLOW indicate documents that are currently required by 3GPP to complete Release 5. Sections highlighed in BLUE indicate documents that are currently required by 3GPP to complete Release 6. Sections highlighed in GREEN indicate documents that are currently required by 3GPP to complete Release 7. Sections highlighed in MAGENTA indicate documents that are currently required by 3GPP to complete Release 8.
2
Completed request for comments

Each distinct version of an Internet standards-related specification is published as part of the "Request for Comments" (RFC) document series. This archival series is the official publication channel for Internet standards documents and other publications of the IESG, IAB, and Internet community. 

Some RFCs document Internet Standards.  These RFCs form the 'STD' subseries of the RFC series [4].  When a specification has been adopted as an Internet Standard, it is given the additional label "STDxxx", but it keeps its RFC number and its place in the RFC series.

Note that certain standards bodies insist that an RFC must be an Internet Standard before it can be referenced in a published standard.

2.1
Requirements for Emergency Context Resolution with Internet Technologies

Contained in: http://www.ietf.org/rfc/rfc5012.txt
This document defines terminology and enumerates requirements for the context resolution of emergency calls placed by the public using voice-over-IP (VoIP) and general Internet multimedia systems, where Internet protocols are used end to end.
Informational

2.2
A Uniform Resource Name (URN) for Emergency and Other Well-Known Services
Contained in: http://www.ietf.org/rfc/rfc5031.txt
The content of many communication services depends on the context, such as the user's location.  We describe a 'service' URN that allows well-known context-dependent services that can be resolved in a distributed manner to be identified.  Examples include emergency services, directory assistance, and call-before-you-dig hot lines.
Proposed standard.

2.3
Security Threats and Requirements for Emergency Call Marking and Mapping

Contained in: http://www.ietf.org/rfc/rfc5069.txt
This document reviews the security threats associated with the marking of signalling messages to indicate that they are related to an emergency, and with the process of mapping locations to Universal Resource Identifiers (URIs) that point to Public Safety Answering Points (PSAPs).  This mapping occurs as part of the process of routing emergency calls through the IP network.

Based on the identified threats, this document establishes a set of security requirements for the mapping protocol and for the handling of emergency-marked calls.

Informational.

2.4
LoST: A Location-to-Service Translation Protocol

Contained in: http://www.ietf.org/rfc/rfc5222.txt
This document describes an XML-based protocol for mapping service identifiers and geospatial or civic location information to service contact URIs.  In particular, it can be used to determine the location-appropriate PSAP for emergency services.
Proposed standard.
2.5
A Dynamic Host Configuration Protocol (DHCP) based Location-to-Service Translation Protocol (LoST) Discovery Procedure

Contained in: http://www.ietf.org/rfc/rfc5223.txt
The Location-to-Service Translation Protocol (LoST) describes an XML-based protocol for mapping service identifiers and geospatial or civic location information to service contact Uniform Resource Locators (URLs).  LoST servers can be located anywhere but a placement closer to the end host, e.g., in the access network, is desireable.  Such a LoST server placement provides benefits in disaster situations with intermittent network connectivity regarding the resiliency of emergency service communication.

This document describes how a LoST client can discover a LoST server using the Dynamic Host Configuration Protocol (DHCP).

Proposed standard.
2.6
Location-to-URL Mapping Architecture and Framework
Contained in: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-mapping-arch-04.txt
Expires: September 2008

This document describes an architecture for a global, scalable, resilient and administratively distributed system for mapping geographic location information to URLs, using the Location-to-Service (LoST) protocol.  The architecture generalizes well-known approaches found in hierarchical lookup systems such as DNS.  

WGLC on -01 version initiated 2nd March 2006 to complete 16th March 2006. WGLC on -02 version initiated 16th August 2007 to complete 31st August 2007. 8th September indication of no additional comments and will forward to IESG. Publication requested 25th September 2007. IETF last call initiated 15th November 2007 to complete 29th November 2007 on -03 version. IESG approved -04 version as informational on 19th May 2009. Currently in state: In RFC Editors Queue in AUTH48.

3
Internet drafts identified as work items by the working group or as chartered items

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

During the development of a specification, draft versions of the document are made available for informal review and comment by placing them in the IETF's "Internet-Drafts" directory, which is replicated on a number of Internet hosts.  This makes an evolving working document readily available to a wide audience, facilitating the process of review and revision.

An Internet-Draft that is published as an RFC, or that has remained unchanged in the Internet-Drafts directory for more than six months without being recommended by the IESG for publication as an RFC, is simply removed from the Internet-Drafts directory.  At any time, an Internet-Draft may be replaced by a more recent version of the same specification, restarting the six-month timeout period.

An Internet-Draft is NOT a means of "publishing" a specification; specifications are published through the RFC mechanism described in the previous section.  Internet-Drafts have no formal status, and are subject to change or removal at any time.

Under no circumstances should an Internet-Draft be referenced by any paper, report, or Request-for-Proposal, nor should a vendor claim compliance with an Internet-Draft.

Note: It is acceptable to reference a standards-track specification that may reasonably be expected to be published as an RFC using the phrase "Work in Progress"  without referencing an Internet-Draft. This may also be done in a standards track document itself  as long as the specification in which the reference is made would stand as a complete and understandable document with or without the reference to the "Work in Progress".

3.1
Best Current Practice for Communications Services in support of Emergency Calling

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-phonebcp-13.txt
Expires: January 2010
The IETF and other standards organisation have efforts targeted at standardizing various aspects of placing emergency calls on IP networks.  This memo describes best current practice on how devices, networks and services should use such standards to make emergency calls.
WGLC initiated 2nd March 2008 to complete 30th March 2008. WGLC initiated 27th January 2009 to complete 4th February 2009 on -07 version. Publication requested 29th July 2009 as BCP of -13 version. Currently in state: Publication Requested.
3.2
Framework for Emergency Calling in Internet Multimedia

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-framework-10.txt
Expires: January 2010
The IETF has several efforts targeted at standardizing various aspects of placing emergency calls.  This document describes how all of those component parts are used to support emergency calls from citizens and visitors to authorities.
WGLC initiated 2nd March 2008 to complete 30th March 2008. WGLC initiated 27th January 2009 to complete 4th February 2009 on -07 version. Publication requested 29th July 2009 as Informational of -10 version. Currently in state: Publication Requested.
3.3
Location Hiding: Problem Statement and Requirements

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-location-hiding-req-02.txt
Expires: January 2010
The emergency services architecture developed in the IETF Emergency Context Resolution with Internet Technology (ECRIT) working group describes an architecture where location information is provided by access networks to end points in order to determine the correct dial string and information to route the call to a Public Safety Answering Point (PSAP).  For determining the PSAP Uniform Resource Identifier (URI) the usage of the Location-to-Service Translation (LoST) Protocol is envisioned.

This document explores the architectural impact for the IETF emergency services architecture for situations where the Internet Access Provider (IAP) and/or the Internet Service Provider (ISP) are only willing to disclose limited or no location information.

This document provides a problem statement and lists requirements.
WGLC initiated 7th July 2008 to complete 1st August 2008. Publication requested 10th November 2008 on -01 version. Currently in state: Waiting for AD Go-Ahead:: AD Followup.
3.4
Specifying Holes in LoST Service Boundaries

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-specifying-holes-01.txt
Expires: April 2009
This document describes how holes can be specified in service boundaries.  One means of implementing a solution is described.

WGLC initiated 7th July 2008 to complete 1st August 2008. Publication requested as BCP on 30th October 2008 on -01 version. Currently in state: Publication Requested.
3.5
Synchronizing Location-to-Service Translation (LoST) Servers

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-lost-sync-07.txt
Expires: February 2010
The Location-to-Service Translation (LoST) protocol is an XML-based protocol for mapping service identifiers and geodetic or civic location information to service URIs and service boundaries.  In particular, it can be used to determine the location-appropriate Public Safety Answering Point (PSAP) for emergency services. The main data structure, the XML <mapping> element, used for encapsulating information about service boundaries is defined in the LoST protocol specification and circumscribes the region within which all locations map to the same service URI or set of URIs for a given service. This document defines an XML protocol to exchange these mappings between two nodes.  As motived in the Location-to-URL Mapping Architecture document this mechanism is useful for the synchronization of top-level LoST Forest Guides.  This document is, however, even useful in a deployment that does not make use of the LoST protocol but purely wants to distribute service boundaries.
WGLC initiated 24th January 2009 to complete 7th February 2009. WGLC initiated 11th March 2009 to complete 21st March 2009 on -04 version as Experimental.
3.6
IANA Registering a SIP Resource Priority Header Namespace for Local Emergency Communications
Contained in: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-local-emergency-rph-namespace-03.txt

Expires: September 2009

This document creates and IANA registers the new Session Initiation Protocol (SIP) Resource Priority header (RPH) namespace "esnet" for local emergency usage to a public safety answering point (PSAP), between PSAPs, and between a PSAP and first responders and their organizations.
4
Internet drafts not yet identified as work items by the working group

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

The following internet drafts have been submitted, have not yet expired, but have not yet been accepted as work items by the working group. This does not preclude them currently being worked upon and being accepted as RFCs by the IESG.

Some of these may be quietly allowed to die, some may have been incorporated into another draft, and some may be under active discussion even though they have not been adopted by the working group.

	Label
	Title
	Expires
	Type
	Charter item

	http://www.ietf.org/internet-drafts/draft-barnes-ecrit-rough-loc-03.txt
	Using Imprecise Location for Emergency Context Resolution
	December 2009
	
	

	http://www.ietf.org/internet-drafts/draft-forte-ecrit-lost-extensions-02.txt
	Location-to-Service Translation Protocol (LoST) Extensions
	September 2009
	
	

	http://www.ietf.org/internet-drafts/draft-forte-ecrit-service-classification-02
	Classification of Location-based Services
	September 2009
	
	

	http://www.ietf.org/internet-drafts/draft-forte-ecrit-service-urn-policy-00
	Policy for defining new service-identifying labels
	September 2009
	
	

	http://www.ietf.org/internet-drafts/draft-george-ecrit-lamp-post-00.txt
	Civic Location Format Extension for Utility and Lamp Post Numbers
	August 2009
	
	

	http://www.ietf.org/internet-drafts/draft-norreys-ecrit-authority2individuals-requirements-03.txt
	Authority-to-Individuals Communication for Emergency Situations: Requirements, Terminology and Architecture
	January 2010
	
	

	http://www.ietf.org/internet-drafts/draft-patel-ecrit-sos-parameter-06.txt
	SOS Uniform Resource Identifier (URI) parameter for marking of Session Initiation Protocol (SIP) requests related to emergency services
	November 2009
	
	Publication requested 3rd June 2009.

	http://www.ietf.org/internet-drafts/draft-rosen-ecrit-ecall-02.txt
	Best Current Practice for IP-based In-Vehicle Emergency Calls
	September 2009
	
	

	
	
	
	
	

	http://www.ietf.org/internet-drafts/draft-schulzrinne-ecrit-psap-callback-00.txt
	Marking of Calls initiated by Public Safety Answering Points (PSAPs)
	September 2009
	
	

	http://www.ietf.org/internet-drafts/draft-tschofenig-ecrit-trustworthy-location-01.txt
	Trustworthy Location Information
	January 2010
	
	

	http://www.ietf.org/internet-drafts/draft-wolf-ecrit-lost-servicelistboundary-01.txt
	Location-to-Service Translation Protocol (LoST) Extension: ServiceListBoundary
	September 2009
	
	

	http://www.ietf.org/internet-drafts/draft-schulzrinne-ecrit-unauthenticated-access-05.txt
	Extensions to the Emergency Services Architecture for dealing with Unauthenticated and Unauthorized Devices
	January 2010
	
	

	http://www.ietf.org/internet-drafts/draft-sun-ecrit-shelter-service-02.txt
	Shelter Service And Classification
	January 2010
	
	

	http://www.ietf.org/internet-drafts/draft-rosen-ecrit-lost-early-warning-01.txt
	A Uniform Resource Name (URN) for Early Warning Emergency Services and Location-to-Service Translation (LoST) Protocol Usage
	January 2010
	
	

	http://www.ietf.org/internet-drafts/draft-polk-ecrit-lost-geocoding-00.txt
	Geocoding and Reverse-geocoding Using Location-to-Service Translation
	January 2010
	
	


Proposal

This document is for information and should therefore be noted.
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