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1. Overall Description:
When discussing the related stage 1 requirements and the LS (S1-09xxxx / C1-09xxxx), CT1 would like to ask for further clarification for the following issues from 3GPP SA1:

1. Is SSAC only applicable on IDLE mode UEs?
In LS back from SA1, it was mentioned that SSAC is applicable for Idle Mode only.

However some company still mentioned that it is possible for UE to get through access restriction from SSAC when the user of the UE start other service and after that UE initiates MMTEL voice or MMTEL video service. The company also mentioned that existence of such a bypass method may decline effectiveness of access control.
The above mentioned UE behaviour is caused because SSAC is applicable only for IDLE mode UEs not for CONNECTED mode UEs.   
CT1 therefore is interested to know, to restrict only IDLE mode UE is sufficient enough in SSAC, although CT1 acknowledges that current existing access control mechanisms (e.g. common AC, Domain Specific Access Control and Paging Permission for Access Control) also only restricts IDLE mode UEs not CONNECTED mode UEs.

2. Relationship between SSAC and Multimedia Priority Service (MPS)
During the discussion, the relationship between Multimedia Priority Service (MPS) as specified in TS22.153 

and SSAC became unclear.  Thus CT1 would like to ask the following question to SA1: 
a. Whether Multimedia Priority Service (MPS) can be used instead of SSAC to solve problems.  Is it correct understanding that MPS is only applicable after a user is granted access to the network?
b. Based on Stage 1 requirement, CT1 understands that a MPS user with access class 0 – 9 will be barred, if SSAC is applied.  Also CT1 sees similar incident might exist in Common Access Class Control being applied to MPS users.  Is it an acceptable to bar a MPS user by means of access class control?
c. Also, is it correct understanding that a MPS user, or any user with access class 10 – 15 will not be barred by SSAC?

d. If the answer to question b is ‘yes’ or ‘there’s no requirement’, CT1 understands that any MPS traffic will be barred, as there is no specification about a mechanism to avoid access class barring for MPS user.  CT1 also understands that access class 10 – 15 has to be used for the MPS user, if the user need to be granted access to the network. Is that correct understanding? 
e. Is it correct understanding that SSAC is only applicable for access class 0 – 9?

2. Actions:

To SA1 group.

ACTION: 
CT1 kindly asks SA1 to reply to the above listed questions within a reply LS to CT1.
3. Date of Next TSG-CT WG1 Meetings:

TSG-CT WG1 Meeting #60
24-28 August 2009
Sevilla, Spain.
TSG-CT WG1 Meeting #61
12-16 October 2009
USA.
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