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* * * First Change * * * *

4.5.2.6.2.2
Diversionwithout served user in received History-Info header
If an AS determines that the AS shall divert a communication if any of the following conditions apply for the received INVITE request:

-
no History-Info header received; or

-
a History-Info header is received in which no hi-targeted-to-uri elements for the served user is contained. 

The AS shall set the following information in the retargeted INVITE request:

-
the diverting parties address;

-
the diverted-to party address;

-
diversion information.

The AS shall include or modify the following header fields with the specified values: 

a)
The Request URI - set to the SIP URI or tel URI where the communication is to be diverted to (see <target> element in subclause 4.9.1.4).


The AS shall set the cause-param parameter (redirecting reason and redirecting indicator) included in the history-info header field according to the diversion conditions. The mapping between the diversion conditions and the coding of the cause-param parameter is as follows:

-
if communication forwarding busy, the cause value "486" as defined by RFC 4458 [14];

-
if communication forwarding no reply, the cause value "408" as defined by RFC 4458 [14];

-
if communication forwarding unconditional, the cause value "302" as defined by RFC 4458 [14];

-
if communication deflection (Immediate Response), the cause value "480" as defined by RFC 4458 [14];

-
if communication forwarding not logged in , the cause value "404" as defined by RFC 4458 [14];

- 
if communication deflection during alerting, the cause value "487" as defined by RFC 4458 [14]; and

-
if communication forwarding on subscriber not reachable, the cause value "503" as defined by RFC 4458 [14];
b)
The History-Info header field - two hist-info entries that shall be generated. 

1)
The first entry includes the hi-targeted-to-uri of the served user. 


The AS shall include the privacy header "history" within the hi-targeted-to-uri in the escaped form, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the first entry contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" is set to "not-reveal-as-GRUU", then the AS shall change the first entry as follows:

-
replace the first entry with the public user identity of the served user.

If the diversion is based on a SIP response from the served user, a Reason header in escaped form shall be included in accordance with RFC 4244 [3].


The Index shall be set or incremented according to the Basic Forwarding rules specified in subclause 4.3.3.1.3. "Indexing in the History-Info Header" of IETF RFC 4244 [3].

2)
The second entry includes the new Request URI as described under bullet a) as hi-targeted-to-uri.
NOTE:
In accordance with RFC 4458 [14], hi-targeted-to-uri will contain a cause-param in non-escaped format.
c)
The To header field:


If the served user does not want to reveal its identity to the diverted-to party, then the AS shall change the To header field to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "false".


Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the AS shall change the To header field to a public user identity of the served user.


In all other cases the AS shall not change the To header.

* * * Next Change * * * *

4.5.2.6.2.3
Diversion with served user in received History-Info header
If an AS determines that the communication shall be diverted the AS shall  apply the procedure in the present subclause if the received INVITE request includes a History-Info header, which includes a hi-targeted-to-uri with an entry for the served user, encoded as in subclause 4.5.2.6.2.2. In this case  the AS shall add a new history-info entry to the History-Info header field according to the rules defined in IETF RFC 4244 [3]. The following information is added to the retargeted request:

-
the diverted-to party address;

-
diversion information.

The AS shall add or modify the following header fields with the specified values;
a)
Request URI - set to the SIP URI or tel URI where the communication is to be diverted to (see <target> element in subclause 4.9.1.4).


The AS shall add the cause-param as defined by RFC 4458 [14] to the request URI. The mapping between the diversion conditions and the coding of the cause-param parameter shall be as defined under bullet a) in sublause 4.5.2.6.2.2.

b)
History-Info header field shall be modified in accordance with RFC 4244 [3]. The history entry corresponding to previous request URcan  be modified. One history entry is added. 

1)
The existing  history entry corresponding to the previous request URI shall be treated as follows
: the privacy header "history" in  escaped format shall be added or modified within the hi-targeted-to-uri, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the Privacy header field "history" is already in the escaped form with the correct privacy value no modification is needed. 


If the history entry representing the served user contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", the AS shall change the history entry to a public user identity of the served user.


If the diversion is based on a SIP response from the served user, a Reason header in escaped form shall be included in accordance with RFC 4244 [3].user.
2)
A history entry shall be added containing the new Request URI as described under bullet a) as hi-targeted-to-uri.
NOTE:
In accordance with RFC 4458 [14], hi-targeted-to-uri will contain a cause-param in non-escaped format.

c)
To header:


If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the To header shall be changed to a public user identity of the served user.


In all other cases the To header shall not be changed.

* * * Next Change * * * *

4.9.1.3
Communication Diversion Rule Conditions

The following conditions are allowed by the XML Schema for the communication diversion service:

busy: This condition evaluates to true when the called user is busy. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a busy indication is received. Receipt of a SIP 486 (Busy Here) response is a busy indication.
not-registered: This condition evaluates to true when the called user is not registered. In all other cases the condition evaluates to false.

presence-status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in OMA-TS-XDM-Core-V1_1 [21]. In all other cases the condition evaluates to false. The Identity shall be matched against the value taken from the P-Asserted-Identity header field, unless both the <identity> element value and the Contact header field value contain a "gr" parameter, then the <identity> element value shall be matched against the value taken from the Contact header field.

anonymous: This condition evaluates to true when the P-Asserted-Identity of the calling user is not provided or privacy restricted.

cp:sphere: Not applicable in the context of the Communication Diversion service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: When the incoming call request for certain media, the forwarding rule can decide to forward the call for this specific media. This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in the SDP (IETF RFC 4566 [5]) offered in an INVITE request (IETF RFC 3261 [6]).

no-answer: This condition evaluates to true when the called user does not answer. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a no-answer timeout is detected or when a no answer indication is received..

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external resource list to which the value of external-list refers. The exact interpretation of this element is specified in OMA-TS-XDM-Core-V1_1 [21].

ocp:other-identity: Not applicable in the context of communication diversion service.

not-reachable: This condition evaluates to true when there is a signalling channel outage during session setup to the served user's UE and the served user is registered. Receipt of a 500 (Server Internal Error) response is an indication that the served user's UE is unreachable. In all other cases this condition evaluates to false. 
NOTE:
As described in IETF RFC 4745 [18] the case of unconditional evaluates to be true in all cases where all other reasons are not applicable. A communication diversion is performed as soon as the served user is the called user. The indication of unconditional is the absence of any reason element in the ss:condition element.




