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	Reason for change:
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	This CR is for reflecting the updated reference in TS24.229, Rel7. This CR includes changes for the conference packages.
After a long wait, draft-ietf-mmusic-sdp-new has now been published as RFC 4566 and it is now appropriate to update all the references to this document. No technical changes are necessary as a result of this change of reference. 

However, over the various revisions of sdp-new, use of the "k=" field is not not recommended, and is only still included for backward compatibility with RFC 2327. As IMS has never referenced RFC 2327, it would therefore appear appropriate to prohibit the use of the k= field in IMS, and that this change should go back to release 5. 

   If transported over a secure and trusted channel, the Session

   Description Protocol MAY be used to convey encryption keys.  A simple

   mechanism for key exchange is provided by the key field ("k="),

   although this is primarily supported for compatibility with older

   implementations and its use is NOT RECOMMENDED.  Work is in progress

   to define new key exchange mechanisms for use with SDP [27] [28], and

   it is expected that new applications will use those mechanisms.
Subclause 6.4.1 and subclause 6.4.2 of 24.229 contain the statement: " When sending an SDP, the MGCF shall not include the "i=", "u=", "e=", "p=", "r=", and "z=" descriptors in the SDP, and it shall ignore them when received in the SDP." This is not reflected in the SDP profile description, which currently represents the MGCF capability as being optional to both send and receive.

draft-ietf-simple-event-list has now been published as RFC 4662 

draft-ietf-sipping-conference-package has now been published as RFC 4575
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	The references was updated appropriately in the reference and annex A.
References to draft-ietf-mmusic-sdp-new are replaced by RFC 4566. In addition RFC 4566 specifies; 

   A session description MUST contain either at least one "c=" field in

   each media description or a single "c=" field at the session level.

   It MAY contain a single session-level "c=" field and additional "c="

   field(s) per media description, in which case the per-media values

   override the session-level settings for the respective media.
Table A.318 is therefore amended to reflect this. 

"k=" is disallowed (Proxies will still pass this field on).

The capability to send "i=", "u=", "e=", "p=", "r=", and "z=" parameters is made "x" (prohibited) at the MGCF and to receive "i=", "u=", "e=", "p=", "r=", and "z=" is made "n/a".

The only impact on this specification of publishing RFC 4662 is to update the reference clause. 

The only impact on this specification of publishing RFC 4575 is to update the reference clause.
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	This document is equivalent to CR1219 made against the endorsed version of 3GPP TS 24.229.
This document is equivalent to CR1467 made against the endorsed version of 3GPP TS 24.229.

This document is equivalent to CR1469 made against the endorsed version of 3GPP TS 24.229.

This document is equivalent to CR1502 made against the endorsed version of 3GPP TS 24.229.


PROPOSED CHANGE

Global modifications to 3GPP TS 24.229

The scope in clause 1 of [1] should be extended with applicability to:

-
the interface between the CSCF and an IBCF.

The references in clause 2 of [1] should be replaced as shown below.

Replace references as shown below.
	Reference in TS 24.229 [1]
	Modified reference

	[2] 3GPP TS 23.002: "Network architecture"
	ETSI ES 282 007: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia Subsystem (IMS); Functional architecture" (note 1)

	
	ETSI ES 282 001: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Functional Architecture Release 1" (note 1)

	[4A] 3GPP TS 23.107: "Quality of Service (QoS) concept and architecture"
	(note 2)

	[4B] 3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency session; Stage 2"
	ETSI TS 182 009: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Architecture to support emergency communication from citizen to authority" (note 1)

	[5] 3GPP TS 23.218: "IP Multimedia (IM) Session Handling; IM call model"
	(note 2)

	[6] 3GPP TS 23.221: "Architectural requirements"
	(note 2)

	[7] 3GPP TS 23.228: "IP multimedia subsystem; Stage 2"
	ETSI TS 182 006: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia Subsystem (IMS); Stage 2 description
(3GPP TS 23.228 v7.2.0, modified)" (note 1)

	[8] 3GPP TS 24.141: "Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3"
	ETSI ES 283 030: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Presence Service Capability; Protocol Specification [3GPP TS 24.141 V7.0.0, modified and OMA-TS-Presence_SIMPLE-V1_0, modified]" (note 1)

	[10] 3GPP TS 26.235: "Packet switched conversational multimedia applications; Default codecs"
	ETSI TS 181 005: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Services and Capabilities Requirements" (note 1)

	[10A] 3GPP TS 27.060: "Mobile Station (MS) supporting Packet Switched Services"
	(note 2)

	[11A] 3GPP TS 29.162: "Interworking between the IM CN subsystem and IP networks"
	ETSI TS 183 021: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Release 1; Endorsement of 3GPP TS 29.162 Interworking between IM CN Sub‑system and IP networks" (note 1)

	[11B] 3GPP TS 29.163: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks"
	ETSI ES 283 027: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Endorsement of the SIP-ISUP Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks [3GPP TS 29.163 (Release 7), modified]" (note 1)

	[14] 3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents"
	ETSI TS 183 033: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia; Diameter based protocol for the interfaces between the Call Session Control Function and the User Profile Server Function/Subscription Locator Function; Signalling flows and protocol details [3GPP TS 29.228 V6.8.0 and 3GPP TS 29.229 V6.6.0, modified]" (note 1)

	[15] 3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol, Protocol details"
	ETSI TS 183 033: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia; Diameter based protocol for the interfaces between the Call Session Control Function and the User Profile Server Function/Subscription Locator Function; Signalling flows and protocol details [3GPP TS 29.228 V6.8.0 and 3GPP TS 29.229 V6.6.0, modified]" (note 1)

	[16] 3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles"
	ETSI ES 282 010: "Telecommunications and Internet Converged Services and Protocols for Advanced Networking (TISPAN); Charging (Endorsement of 3GPP TS 32.240 v6.3.0, 3GPP TS 32.260 v6.3.0, 3GPP TS 32.297 v6.1.0, 3GPP TS 32.298 v6.1.0 and 3GPP TS 32.299 v6.4.0 modified)" (note 1)

	[17] 3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging"
	ETSI ES 282 010: "Telecommunications and Internet Converged Services and Protocols for Advanced Networking (TISPAN); Charging [Endorsement of 3GPP TS 32.240 v6.3.0, 3GPP TS 32.260 v6.3.0, 3GPP TS 32.297 v6.1.0, 3GPP TS 32.298 v6.1.0 and 3GPP TS 32.299 v6.4.0 modified]" (note 1)

	[19] 3GPP TS 33.203: "Access security for IP based services"
	(note 2)

	[39]
draft-ietf-mmusic-sdp-new-13 (May 2003): "SDP: Session Description Protocol".
	RFC 4566 (June 2006): "SDP: Session Description Protocol".

	[67] draft-rosenberg-sipping-acr-code-00 (November 2005): "Rejecting Anonymous Requests in the Session Initiation Protocol (SIP)"
	New reference: Draft-ietf-sip-acr-code-04

NOTE:
The document cannot be formally referenced until it is published as an RFC. (note 1)

	[68] draft-jennings-sip-voicemail-uri-05 (November 2005): "Session Initiation Protocol (SIP) URIs for Applications such as Voicemail and Interactive Voice Response (IVR)"
	IETF RFC 4458: "Session Initiation Protocol (SIP) URIs for Applications such as Voicemail and Interactive Voice Response (IVR)" (note 1)

	New reference [69]
	[69]
RFC 5031 (January 2008): "A Uniform Resource Name (URN) for Services".

	[75] draft-ietf-simple-event-list-07 (December 2004): "A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists".
	RFC 4662 (August 2006): "A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists".

	[78] draft-ietf-sipping-conference-package-05 (July 2005): "A Session Initiation Protocol (SIP) Event Package for Conference State".
	RFC 4575 (August 2006): "A Session Initiation Protocol (SIP) Event Package for Conference State".

	New reference [89]
	[89]
draft-ietf-sip-location-conveyance-10 (February 2008): "Location Conveyance for the Session Initiation Protocol".

	New reference [91]
	[91]
RFC 5012 (January 2008): "Requirements for Emergency Context Resolution with Internet Technologies".

	NOTE 1:
The reference in [1] is replaced by the document listed on the right column. This replacement is applicable to all occurrences of the reference throughout the present endorsement.

NOTE 2:
The reference in [1] contains 3GPP specific requirements and is not generally applicable to the present endorsement.

NOTE 3:
This reference is available in 3GPP TS 24.229 (V7.5.0).


PROPOSED CHANGE

A.2.1.2
Major capabilities

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	1
	client behaviour for registration?
	[26] subclause 10.2
	o
	c3

	2
	registrar?
	[26] subclause 10.3
	o
	c4

	2A
	registration of multiple contacts for a single address of record
	[26] 10.2.1.2, 16.6
	o
	o

	2B
	initiating a session?
	[26] subclause 13
	o
	o

	3
	client behaviour for INVITE requests?
	[26] subclause 13.2
	c18
	c18

	4
	server behaviour for INVITE requests?
	[26] subclause 13.3
	c18
	c18

	5
	session release?
	[26] subclause 15.1
	c18
	c18

	6
	timestamping of requests?
	[26] subclause 8.2.6.1
	o
	o

	7
	authentication between UA and UA?
	[26] subclause 22.2
	c34
	c34

	8
	authentication between UA and registrar?
	[26] subclause 22.2
	o
	n/a

	8A
	authentication between UA and proxy?
	[26] 20.28, 22.3
	o
	o

	9
	server handling of merged requests due to forking?
	[26] 8.2.2.2
	m
	m

	10
	client handling of multiple responses due to forking?
	[26] 13.2.2.4
	m
	m

	11
	insertion of date in requests and responses?
	[26] subclause 20.17
	o
	o

	12
	downloading of alerting information?
	[26] subclause 20.4
	o
	o

	
	Extensions
	
	
	

	13
	the SIP INFO method?
	[25]
	o
	n/a

	14
	reliability of provisional responses in SIP?
	[27]
	c19
	c18

	15
	the REFER method?
	[36]
	o
	c33

	16
	integration of resource management and SIP?
	[30] [64]
	c19
	c18

	17
	the SIP UPDATE method?
	[29]
	c5
	c18

	19
	SIP extensions for media authorization?
	[31]
	o
	c14

	20
	SIP specific event notification?
	[28]
	o
	c13

	21
	the use of NOTIFY to establish a dialog?
	[28] 4.2
	o
	n/a

	22
	acting as the notifier of event information?
	[28]
	c2
	c15

	23
	acting as the subscriber to event information?
	[28]
	c2
	c16

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	[35]
	o
	c6

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	[34]
	o
	m

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	[33]
	o
	m

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	[33]
	c9
	c11

	26B
	application of privacy based on the received Privacy header?
	[33]
	c9
	n/a

	26C
	passing on of the Privacy header transparently?
	[33]
	c9
	c12

	26D
	application of the privacy option "header" such that those headers which cannot be completely expunged of identifying information without the assistance of intermediaries are obscured?
	[33] 5.1
	c10
	c27

	26E
	application of the privacy option "session" such that anonymization for the session(s) initiated by this message occurs?
	[33] 5.2
	c10
	c27

	26F
	application of the privacy option "user" such that user level privacy functions are provided by the network?
	[33] 5.3
	c10
	c27

	26G
	application of the privacy option "id" such that privacy of the network asserted identity is provided by the network?
	[34] 7
	c10
	n/a

	26H
	application of the privacy option "history" such that privacy of the History-Info header is provided by the network?
	[66] 7.2
	c37
	c37

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	[50]
	o
	c7

	28
	session initiation protocol extension header field for service route discovery during registration?
	[38]
	o
	c17

	29
	compressing the session initiation protocol?
	[55]
	o
	c8

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	[52]
	o
	m

	31
	the P-Associated-URI header extension?
	[52] 4.1
	c21
	c22

	32
	the P-Called-Party-ID header extension?
	[52] 4.2
	c21
	c23

	33
	the P-Visited-Network-ID header extension?
	[52] 4.3
	c21
	c24

	34
	the P-Access-Network-Info header extension?
	[52] 4.4
	c21
	c25

	35
	the P-Charging-Function-Addresses header extension?
	[52] 4.5
	c21
	c26

	36
	the P-Charging-Vector header extension?
	[52] 4.6
	c21
	c26

	37
	security mechanism agreement for the session initiation protocol?
	[48]
	o
	c20

	38
	the Reason header field for the session initiation protocol?
	[34A]
	o
	o (note 1)

	39
	an extension to the session initiation protocol for symmetric response routeing?
	[56A]
	o
	xo

	40
	caller preferences for the session initiation protocol?
	[56B]
	C29
	c29

	40A
	the proxy-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40B
	the cancel-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40C
	the fork-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40D
	the recurse-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40E
	the parallel-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40F
	the queue-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	41
	an event state publication extension to the session initiation protocol?
	[70]
	o
	c30

	42
	SIP session timer?
	[58] 
	c19
	c19

	43
	the SIP Referred-By mechanism?
	[59]
	o
	c33

	44
	the Session Initiation Protocol (SIP) "Replaces" header?
	[60]
	c19
	c38 (note 1)

	45
	the Session Initiation Protocol (SIP) "Join" header?
	[61]
	c19
	c19 (note 1)

	46
	the callee capabilities?
	[62]
	o
	c35

	47
	an extension to the session initiation protocol for request history information?
	[66]
	o
	o

	48
	Rejecting anonymous requests in the Session Initiation Protocol (SIP)
	[67]
	o
	o

	49
	session initiation protocol URIs for applications such as voicemail and interactive voice response
	[68]
	o
	o

	52
	a uniform resource name for services
	[69]
	n/a
	c39

	c2:
IF A.4/20 THEN o.1 ELSE n/a - - SIP specific event notification extension.

c3:
IF A.3/1 OR A.3/4 THEN m ELSE n/a - - UE or S-CSCF functional entity.

c4:
IF A.3/4 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - S-CSCF or AS functional entity.

c5:
IF A.4/16 THEN m ELSE o - - integration of resource management and SIP extension.

c6:
IF A.3/4 OR A.3/1 THEN m ELSE n/a. - - S-CSCF or UE.

c7:
IF A.3/1 OR A.3/4 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9 THEN m ELSE n/a - - UA or S-CSCF or AS acting as terminating UA or AS acting as originating UA or AS performing 3rd party call control or IMS-ALG.

c8:
IF A.3/1 THEN (IF (A.3B/1 OR A.3B/2 OR A.3B/3 OR A.3B/4 OR A.3B/5 OR A.3B/11 OR A.3B/12 OR A.3B/13 OR A.3B/14) THEN m ELSE o) ELSE n/a - - UE behaviour (based on P-Access-Network-Info usage).

c9:
IF A.4/26 THEN o.2 ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/26B THEN o.3 ELSE n/a - - application of privacy based on the received Privacy header.

c11:
IF A.3/1 OR A.3/6 THEN o ELSE IF A.3/9 THEN m ELSE n/a - - UE or MGCF, IMS-ALG 

c12:
IF A.3/7D THEN m ELSE n/a - - AS performing 3rd-party call control.

c13:
IF A.3/1 OR A.3/2 OR A.3/4 OR A.3/9 THEN m ELSE o - - UE or S-CSCF or IMS-ALG.

c14:
IF A.3/1 AND (A.3B/1 OR A.3B/2 OR A.3B/3 OR A.3B/4 OR A.3B/5) THEN m ELSE n/a – UE with appropriate access technology 
c15:
IF A.4/20 AND (A.3/4 OR A.3/9) THEN m ELSE o – SIP specific event notification extensions and S-CSCF, IMS-ALG .

c16:
IF A.4/20 AND (A.3/1 OR A.3/2 OR A.3/9) THEN m ELSE o - - SIP specific event notification extension and UE or P-CSCF or IMS-ALG.

c17:
IF A.3/1 or A.3/4 THEN m ELSE n/a - - UE or S-CSCF 

c18:
IF A.4/2B THEN m ELSE n/a - - initiating sessions.

c19:
IF A.4/2B THEN o ELSE n/a - - initiating sessions.

c20:
IF A.3/1 THEN m ELSE n/a - - UE behaviour.

c21:
IF A.4/30 THEN o.4 ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP).

c22:
IF A.4/30 AND (A.3/1 OR A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF or UA.

c23:
IF A.4/30 AND A.3/1 THEN o ELSE n/a - -  private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE.

c24:
IF A.4/30 AND A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF.

c25:
IF A.4/30 AND (A.3/1 OR A.3/4 OR A.3/7A OR A.3/7D OR A.3/9) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE,
S-CSCF or AS acting as terminating UA or AS acting as third-party call controller, IMS-ALG.

c26:
IF A.4/30 AND (A.3/6 OR A.3/7A OR A.3/7B or A.3/7D) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and MGCF, AS acting as a terminating UA, or AS acting as an originating UA, or AS acting as third-party call controller.

c27:
IF A.3/7D THEN o ELSE x - - AS performing 3rd party call control.

c28:
IF A.3/1 THEN m ELSE o.5 - - UE.

c29:
IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a - - support of any directives within caller preferences for the session initiation protocol.

c30:
IF A.3A/1 OR A.3A/2 THEN m ELSE IF A.3/1 THEN o ELSE n/a - - presence server, presence user agent, UE, AS.

c33:
IF A.3/11 OR A.3/12 OR A.3/9 OR A.4/44 THEN m ELSE o - - conference focus or conference participant or IMS-ALG or the Session Initiation Protocol (SIP) "Replaces" header.

c34:
IF A.4/44 OR A.4/45 OR A.3/9 THEN m ELSE n/a - - the Session Initiation Protocol (SIP) "Replaces" header  or the Session Initiation Protocol (SIP) "Join" header or IMS-ALG.
c35: 
IF A.3/4 OR A.3/9 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7 OR A.3/8) THEN o ELSE n/a - - S-CSCF or IMS-ALG functional entities, UE or MGCF or AS or MRFC functional entity.

c37
IF A.4/47 THEN o.3 ELSE n/a - - an extension to the session initiation protocol for request history information.

c38:
IF A.4/2B AND (A.3A/11 or A.3A/12) THEN m ELSE IF A.4/2B THEN o ELSE n/a - - initiating sessions, conference focus, conference participant

c39:
IF A.3/1 THEN m ELSE n/a - - UE.

o.1:
At least one of these capabilities is supported.

o.2: 
At least one of these capabilities is supported.

o.3: 
At least one of these capabilities is supported.

o.4:
At least one of these capabilities is supported.

o.5:
At least one of these capabilities is supported.

	NOTE 1:
At the MGCF, the interworking specifications do not support a handling of the header associated with this extension.


Prerequisite A.5/20 - - SIP specific event notification

Table A.4A: Supported event packages

	Item
	Does the implementation support
	Subscriber
	Notifier

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	reg event package?
	[43]
	c1
	c3
	[43]
	c2
	c4

	2
	refer package?
	[36] 3
	c13
	c13
	[36] 3
	c13
	c13

	3
	presence package?
	[74] 6
	c1
	c5
	[74] 6
	c2
	c6

	4
	eventlist with underlying presence package?
	[75], [74] 6
	c1
	c7
	[75], [74] 6
	c2
	c8

	5
	presence.winfo template-package?
	[72] 4
	c1
	c9
	[72] 4
	c2
	c10

	6
	uasip-profile package?
	[77] 3
	c1
	c11
	[77] 3
	c2
	c12

	7
	conference package?
	[78] 3
	c1
	c21
	[78] 3
	c1
	c22

	8
	message-summary  package?
	[65] 
	c1
	c23
	[65] 3
	c2
	c24

	c1:
IF A.4/23 THEN o ELSE n/a - - acting as the subscriber to event information.

c2:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c3:
IF A.3/1 OR A.3/2 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - UE, P-CSCF, AS.

c4:
IF A.3/4 THEN m ELSE n/a - - S-CSCF.

c5:
IF A.3A/3 OR A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - resource list server or watcher, acting as the subscriber to event information.

c6:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c7:
IF A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - watcher, acting as the subscriber to event information.

c8:
IF A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - resource list server, acting as the notifier of event information.

c9:
IF A.3A/2 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent, acting as the subscriber to event information.

c10:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c11:
IF A.3A/2 OR A.3A/4 THEN o ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent or watcher, acting as the subscriber to event information.

c12:
IF A.3A/1 OR A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server or resource list server, acting as the notifier of event information.

c13:
IF A.4/15 THEN m ELSE n/a - - the REFER method.

c21:
IF A.3A/12 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - conference participant or acting as the subscriber to event information.

c22:
IF A.3A/11 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - conference focus or acting as the notifier of event information.

c23: 
IF (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/23 THEN o ELSE n/a - - UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as subscriber of event information.

c24:
 IF (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/22 THEN o ELSE n/a - - UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as notifier of event information.


PROPOSED CHANGE

A.3.2.2
SDP types

Table A.318: SDP types

	Item
	Type
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	
	Session level description

	1
	v= (protocol version)
	[39] 5.16
	m
	m
	[39] 5.16
	m
	m

	2
	o= (owner/creator and session identifier)
	[39] 5.26
	m
	m
	[39] 5.26
	m
	m

	3
	s= (session name)
	[39] 5.36
	m
	m
	[39] 5.36
	m
	m

	4
	i= (session information)
	[39] 5.46
	o
	c2o
	[39] 5.46
	m
	c3m

	5
	u= (URI of description)
	[39] 5.56
	o
	c4n/a
	[39] 5.56
	o
	n/a

	6
	e= (email address)
	[39] 5.66
	o
	c4n/a
	[39] 5.66
	o
	n/a

	7
	p= (phone number)
	[39] 5.66
	o
	c4n/a
	[39] 5.66
	o
	n/a

	8
	c= (connection information)
	[39] 5.76
	c5o
	c5o
	[39] 5.76
	m
	m

	9
	b= (bandwidth information)
	[39] 5.86
	o
	o (NOTE 1)
	[39] 5.86
	m
	m

	
	Time description (one or more per description)

	10
	t= (time the session is active)
	[39] 5.96
	m
	m
	[39] 5.96
	m
	m

	11
	r= (zero or more repeat times)
	[39] 5.106
	o
	c4n/a
	[39] 5.106
	o
	n/a

	
	Session level description (continued)

	12
	z= (time zone adjustments)
	[39] 5.116
	o
	n/a
	[39] 5.116
	o
	n/a

	13
	k= (encryption key)
	[39] 5.126
	xo
	xo
	[39] 5.126
	n/ao
	n/ao

	14
	a= (zero or more session attribute lines)
	[39] 5.136
	o
	o
	[39] 5.136
	m
	m

	
	Media description (zero or more per description)

	15
	m= (media name and transport address)
	[39] 5.146
	o
	o
	[39] 5.146
	m
	m

	16
	i= (media title)
	[39] 5.46
	o
	c2o
	[39] 5.46
	o
	c3o

	17
	c= (connection information)
	[39] 5.76
	c1
	c1
	[39] 5.76
	c1
	c1

	18
	b= (bandwidth information)
	[39] 5.86
	o
	o (NOTE 1)
	[39] 5.86
	
	

	19
	k= (encryption key)
	[39] 5.126
	xo
	xo
	[39] 5.126
	n/ao
	n/ao

	20
	a= (zero or more media attribute lines)
	[39] 5.136
	o
	o
	[39] 5.136
	m
	m

	c1:
IF (A.318/15 AND NOT A.318/8) THEN m ELSE (IF (A.318/15 AND A.318/8) THEN o ELSE n/a) -- “c=” contained in session level description and SDP contains media descriptions.IF A.318/15 THEN m ELSE n/a.
c2:
IF A.3A/6 THEN x ELSE o - - MGCF.

c3:
IF A.3A/6 THEN n/a ELSE m - - MGCF.

c4:
IF A.3A/6 THEN x ELSE n/a - - MGCF.

c5:
IF A.318/17 THEN o ELSE m - - "c=" contained in all media description.

NOTE 1:
For "video" and "audio" media types that utilise RTP/RTCP, it shall be specified. For other media types, it may be specified.


Prerequisite A.318/14 OR A.318/20 - - a= (zero or more session/media attribute lines)

Table A.319: zero or more session / media attribute lines (a=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	category (a=cat)
	[39] 6
	
	
	[39] 6
	
	

	2
	keywords (a=keywds)
	[39] 6
	
	
	[39] 6
	
	

	3
	name and version of tool (a=tool)
	[39] 6
	
	
	[39] 6
	
	

	4
	packet time (a=ptime)
	[39] 6
	
	
	[39] 6
	
	

	5
	maximum packet time (a=maxptime)
	[39] 6
	
	
	[39] 6
	
	

	6
	receive-only mode (a=recvonly)
	[39] 6
	
	
	[39] 6
	
	

	7
	send and receive mode (a=sendrecv)
	[39] 6
	
	
	[39] 6
	
	

	8
	send-only mode (a=sendonly)
	[39] 6
	
	
	[39] 6
	
	

	9
	whiteboard orientation (a=orient)
	[39] 6
	
	
	[39] 6
	
	

	10
	conference type (a=type)
	[39] 6
	
	
	[39] 6
	
	

	11
	character set (a=charset)
	[39] 6
	
	
	[39] 6
	
	

	12
	language tag (a=sdplang)
	[39] 6
	
	
	[39] 6
	
	

	13
	language tag (a=lang)
	[39] 6
	
	
	[39] 6
	
	

	14
	frame rate (a=framerate)
	[39] 6
	
	
	[39] 6
	
	

	15
	quality (a=quality)
	[39] 6
	
	
	[39] 6
	
	

	16
	format specific parameters (a=fmtp)
	[39] 6
	
	
	[39] 6
	
	

	17
	rtpmap attribute (a=rtpmap)
	[39] 6
	
	
	[39] 6
	
	

	18
	current-status attribute (a=curr)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	19
	desired-status attribute (a=des)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	20
	confirm-status attribute (a=conf)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	21
	media stream identification attribute (a=mid)
	[53] 3
	c3
	c3
	[53] 3
	c4
	c4

	22
	group attribute (a=group)
	[53] 4
	c5
	c5
	[53] 3
	c6
	c6

	c1:
IF A.317/22 THEN o ELSE n/a.

c2:
IF A.317/22 THEN m ELSE n/a.

c3:
IF A.317/23 THEN o ELSE n/a.

c4:
IF A.317/23 THEN m ELSE n/a.

c5:
IF A.317/24 THEN o ELSE n/a.

c6:
IF A.317/24 THEN m ELSE n/a.


PROPOSED CHANGE

A.3.3.2
SDP types

Table A.329: SDP types

	Item
	Type
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	
	Session level description

	1
	v= (protocol version)
	[39] 5.16
	m
	m
	[39] 5.16
	m
	m

	2
	o= (owner/creator and session identifier).
	[39] 5.26
	m
	m
	[39] 5.26
	i
	i

	3
	s= (session name)
	[39] 5.36
	m
	m
	[39] 5.36
	i
	i

	4
	i= (session information)
	[39] 5.46
	m
	m
	[39] 5.46
	i
	i

	5
	u= (URI of description)
	[39] 5.56
	m
	m
	[39] 5.56
	i
	i

	6
	e= (email address)
	[39] 5.66
	m
	m
	[39] 5.66
	i
	i

	7
	p= (phone number)
	[39] 5.66
	m
	m
	[39] 5.66
	i
	i

	8
	c= (connection information)
	[39] 5.76
	m
	m
	[39] 5.76
	i
	i

	9
	b= (bandwidth information)
	[39] 5.86
	m
	m
	[39] 5.86
	i
	i

	
	Time description (one or more per description)

	10
	t= (time the session is active)
	[39] 5.96
	m
	m
	[39] 5.96
	i
	i

	11
	r= (zero or more repeat times)
	[39] 5.106
	m
	m
	[39] 5.106
	i
	i

	
	Session level description (continued)

	12
	z= (time zone adjustments)
	[39] 5.116
	m
	m
	[39] 5.116
	i
	i

	13
	k= (encryption key)
	[39] 5.126
	m
	m
	[39] 5.126
	i
	i

	14
	a= (zero or more session attribute lines)
	[39] 5.136
	m
	m
	[39] 5.136
	i
	i

	
	Media description (zero or more per description)

	15
	m= (media name and transport address)
	[39] 5.146
	m
	m
	[39] 5.146
	m
	m

	16
	i= (media title)
	[39] 5.46
	o
	
	[39] 5.46
	
	

	17
	c= (connection information)
	[39] 5.76
	o
	
	[39] 5.76
	
	

	18
	b= (bandwidth information)
	[39] 5.86
	mo
	m
	[39] 5.86
	i
	i

	19
	k= (encryption key)
	[39] 5.126
	o
	
	[39] 5.126
	
	

	20
	a= (zero or more media attribute lines)
	[39] 5.136
	o
	
	[39] 5.136
	
	


Prerequisite A.329/14 OR A.329/20 - - a= (zero or more session/media attribute lines)

Table A.330: zero or more session / media attribute lines (a=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	category (a=cat)
	[39] 6
	
	
	[39] 6
	
	

	2
	keywords (a=keywds)
	[39] 6
	
	
	[39] 6
	
	

	3
	name and version of tool (a=tool)
	[39] 6
	
	
	[39] 6
	
	

	4
	packet time (a=ptime)
	[39] 6
	
	
	[39] 6
	
	

	5
	maximum packet time (a=maxptime)
	[39] 6
	
	
	[39] 6
	
	

	6
	receive-only mode (a=recvonly)
	[39] 6
	
	
	[39] 6
	
	

	7
	send and receive mode (a=sendrecv)
	[39] 6
	
	
	[39] 6
	
	

	8
	send-only mode (a=sendonly)
	[39] 6
	
	
	[39] 6
	
	

	9
	whiteboard orientation (a=orient)
	[39] 6
	
	
	[39] 6
	
	

	10
	conference type (a=type)
	[39] 6
	
	
	[39] 6
	
	

	11
	character set (a=charset)
	[39] 6
	
	
	[39] 6
	
	

	12
	language tag (a=sdplang)
	[39] 6
	
	
	[39] 6
	
	

	13
	language tag (a=lang)
	[39] 6
	
	
	[39] 6
	
	

	14
	frame rate (a=framerate)
	[39] 6
	
	
	[39] 6
	
	

	15
	quality (a=quality)
	[39] 6
	
	
	[39] 6
	
	

	16
	format specific parameters (a=fmtp)
	[39] 6
	
	
	[39] 6
	
	

	17
	rtpmap attribute (a=rtpmap)
	[39] 6
	
	
	[39] 6
	
	

	18
	current-status attribute (a=curr)
	[30] 5
	m
	m
	[30] 5
	c2
	c2

	19
	desired-status attribute (a=des)
	[30] 5
	m
	m
	[30] 5
	c2
	c2

	20
	confirm-status attribute (a=conf)
	[30] 5
	m
	m
	[30] 5
	c2
	c2

	21
	media stream identification attribute (a=mid)
	[53] 3
	c3
	c3
	[53] 3
	c4
	c4

	22
	group attribute (a=group)
	[53] 4
	c5
	c6
	[53] 3
	c5
	c6

	c2:
IF A.328/1 THEN m ELSE i.

c3:
IF A.328/2 THEN o ELSE n/a.

c4:
IF A.328/2 THEN m ELSE n/a.

c5:
IF A.328/3 THEN o ELSE n/a.

c6:
IF A.328/3 THEN m ELSE n/a.
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