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1
Introduction

This discussion paper attempts to clarify some of the emergency services (ES) requirements in terms of what capabilities for services must be supported.

2
Supported Configurations

Countries have different requirements for the emergency services capabilities that must be supported according to local regulations as well as operator preference. Reflected in those requirements across all necessary capabilities, there are four UE/ME configurations that must be supported for emergency services. 
1. The ES capability must support the normal case where a UE is in its home network, or in a network where the UE is allowed to roam and is receiving normal service. In this case the UE does a normal attach and then either immediately, or sometime later executes a PDN connectivity request with an emergency indication to connect to a local PDN which provides emergency service.
2. The ES capability must support the case where a UE that is not allowed allowed service in the network where it is currently located but can be succesfully authenticated. This for example would occur when there is a roaming agreement between the home and servicing operators, but the user's subscription does not allow it to receive service in the visited network. 
3. The ES capability must support the case where a user is not allowed to roam in the serving network perhaps due to the lack of roaming agreement between the home and serving operator. The UE cannot be authenticated, and the security context between the UE and MME is based on dummy keys, and uses the NULL algorithm for both integrity protection and ciphering.

4. The ES capability must provide support for a terminal that does not have a UICC or an invalid UICC installed in the ME. As in the case 3, the UE cannot be authenticated, and the security context between the UE and MME is based on dummy keys, and uses the NULL algorithm for both integrity protection and ciphering.
3
Support for normally attached UEs

This is case 1 above and is the easiest case.The UE can be authenticated and a valid security context can be created between the UE and MME. The MME must
· recognize the PDN CONNECTIVITY REQUEST as a request to be connected to a PDN which provides emergency services; and
· must connect the UE to a local PDN which provides emergency services.
4
Support for authenticated UEs not allowed normal service

For this case the MME must
· allow the UE to attach to the network for emergency services;.
· along with the UE, create a security context between the UE and MME; 
· at the time of attach, connect the UE to a PDN providing emergency services;
· not allow the UE to connect to any additional PDNs; and
· not allow the UE to successfully request dedicated bearers.
5
Support for UEs that do not have permission to roam in the target network and therefore cannot be authenticated
The MME must 
· be allowed to attach for emergency services; 
· not allow the UE to successfully initiate any calls other than emergency calls;
· not allow the UE to connect to any PDNs other than the local PDN which provides emergency service;
· not be allowed to successfully request the allocation of dedicated bearers;
· along with the UE, create a dummy security association between the UE and MME using dummy keys; and

· must use the NULL algorithm for both integrity and ciphering

6
Support for UEs with a invalid UICC or no UICC

This is a configuration that must be supported by operators as required by local regulations. The MME must
· allow the ME to attach for emergency services; 

· not allow the ME to initiate any calls other than emergency calls;
· not allow the UE to connect to any PDNs other than the local PDN providing emergency services;

· not allow the UE to successfully request the allocation of dedicated bearers;
· along with the UE, create a dummy security association between the UE and MME using dummy keys;

· along with the UE use the NULL algorithm for both integrity and ciphering; and

· use the UEs IMEI as an identifier

