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1. Introduction
There are two agreed mechanisms to update the Allowed CSG list applicable at the UE, namely manual update and application level update (using OTA for a UE with a Rel-8 USIM or OMA DM for a UE with a pre-Rel-8 USIM).
In order to support provisioning a subscriber at a CSG, SA1 defined two CSG lists are defined in TS 22.220 at the last SA1 meeitng: 

-
Allowed CSG list: based on the application level update, i.e., managed by the operator using OTA for a UE with a Rel-8 USIM or OMA DM for a UE with a pre-Rel-8 USIM. The Allowed CSG list is controlled by the operator and is read only.
-
User CSG list: based on the user interaction through manual update. If a user successfully accesses a CSG cell that is not in either the Allowed CSG list or User CSG list, the UE will add the CSG ID to the User CSG list. The User CSG list is read-write and may be stored on the USIM or the ME.

The main reasons to define two separate CSG lists are;

· Operators in SA1 wanted to mandate the Allowed CSG list could be only updated by operator controlled application level protocol, especially when it is stored in UICC.

· CT6 defined the Allowed CSG list in UICC as read-only in their rel-8 spec.

So we need to revisit the CT1 TSes, which has assumed that the ME can update the Allowed CSG list, e.g. based on success or failure of NAS procedures. 

Especially these two lists are not sufficient to deal with the scenario when the Allowed CSG list stored by the network is out of synch with the Allowed CSG list in the UE.
2. Discussion

A problem arises with updating the Allowed CSG list stored by the network if a UE is removed from a CSG. For example, if a UE is removed from a CSG, and if the Allowed CSG list is not updated before the UE accesses a CSG cell from the CSG, then the UE will receive a Reject message indicating #25 (Not authorized for this CSG). Since the Allowed CSG list is read only, there is no way for the UE to remove the CSG from the Allowed CSG list.
In order to support this scenario, i.e., allow a UE to avoid accessing a CSG cell for which it is not authorized, a third CSG list is needed. This CSG list is used to temporarily store the entries that have been deleted from the Allowed CSG list stored by the network but have not yet been deleted in the copy in the UE: 

-
Forbiddent CSG list: based on either manual or automatic reselection. The Forbidden CSG list is the list of CSGs where the UE has received a Reject message indicating #25 (Not authorized for this CSG) but which are contained in the Allowed CSG list. Since the Allowed CSG list is read only on the UE, the CSG is stored in the Forbidden CSG list until the UE performs the next application level update, i.e. the Forbidden CSG list is a temporary list and deleted whenever the UE performs an application level update of the Allowed CSG list. The Forbidden CSG list is read-write and is stored on the ME.
NOTE: 
If an entry is added to the Allowed CSG list stored by the network but has not yet been added in the copy in the UE, then the entry will be added to the User CSG list if the UE accesses the CSG before the Allowed CSG list has been updated. 



If a CSG ID stored in the User CSG list occurs in the Allowed CSG list after an application level update, then the UE should remove the corresponding CSG ID in the User CSG list.

If the UE is removed from a CSG, then the following procedures apply at the reception of the subsequent Reject message sent by the network:

-
If the CSG ID is in the User CSG list, then the entry will be deleted from the list so the UE can avoid accessing the CSG cell.

-
If the CSG ID is in the Allowed CSG list, the UE should add the CSG to the Forbidden CSG list. The Forbidden CSG list shall be deleted after the UE performs the next successful Allowed CSG list update using the OTA or OMA DM procedures.

All CSG cells belonging to a CSG identity not included in the Allowed CSG List or User CSG list or included in the Forbidden CSG list shall be considered not suitable by the UE.

Proposal: Define a forbidden CSG list to support the scenario where the Allowed CSG list stored by the network is out of synch with the Allowed CSG list in the UE.

3. Conclusions

It is proposed to agree to the following changes:

Proposal: 
- Define two CSG list (Allowed CSG list and User CSG list) as defined in TS 22.220, update the CT1 TSes accordingly. 

- Define a forbidden CSG list to support the scenario where the Allowed CSG list stored by the network is out of synch with the Allowed CSG list in the UE, update the CT1 TSes accordingly. 

