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As part of the work on the Technical Report on Corporate Network interfaces ETSI TISPAN WG3 has encountered a number of difficulties with understanding the contents of TS 24.229 Annex A Table A.4 Version 7.13.1 and its applicability to Corporate Networks.
In the following cases, the status is optional but the capability seems to be not applicable for a UE:

- item 51 (the P-User-Database private header extension), 

- item 67 (number portability parameters for the ‘tel’ URI).
In the following cases TS 24.229 states mandatory for a UE but this status seems to be unnecessarily restrictive for an NGCN site and therefore should be optional in general or the actual status should depend on the type of UE:

- item 19 (SIP extensions for media authorization): should be irrelevant

- item 20 (SIP specific event notification): could be optional

- item 23 (acting as the subscriber to event information): could be optional

- item 27 (a messaging mechanism for the SIP),
- item 28 (session initiation protocol extension header field for service route discovery during registration ): the receiving of the header field is mandatory but the use of the ServiceRoute header value is optional, because the P-CSCF controls the presence and the content of the header sent by the UE,
- item 31 (the P-Associated-URI header extension): could be optional
- item 34 (the P-Access-Network-Info header extension): the actual status should depend on the access type (e.g. sending the header field from a DSL access is optional),

- item 37 (security mechanism agreement for the session initiation protocol): the actual status should depend on the security mechanisms supported (as per 29.229 Table 4-1),

- item 40 (caller preferences for the session initiation protocol), 

- item 40C (the fork-directive within caller-preferences), 

- item 40E (the parallel-directive within caller-preferences),
- item 53 (obtaining and using GRUUs in the SIP): should be optional because the NGCN site might be able to provide its own GRUU,

- item 60 (SIP location conveyance).
In the following cases TS 24.229 states not applicable or excluded for a UE but this status could become applicable in some cases for an NGCN site:

- item 26B (application of privacy based on the received Privacy header): if the NGN trust domain is extended to the NGCN site (e.g. for private network traffic) then it becomes applicable,
- item 26F (application of the privacy option "user" such that user level privacy functions are provided by the network): if the NGN trust domain is extended to the NGCN site (e.g. for private network trafic) then it becomes applicable
- item 26G (application of the privacy option "id" such that privacy of the network asserted identity is provided by the network): if the NGN trust domain is extended to the NGCN site (e.g. for private network trafic) then it becomes applicable
- item 71 (addressing an amplification vulnerability in session initiation protocol forking proxies).
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ETSI TISPAN would welcome feedback from 3GPP CT1 on the above issues.
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