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Introduction
This document attempts to summarise how emergency calls should be handled for the different access technologies. This is in support of a number of contributions that have been addressed to this meeting.
Discussion

3GPP SA2 have been recently summarising the work on emergency call support in release 8, and some work has moved out to release 9. This means that 3GPP CT1 should reassess the support required for emergency calls by the various access technologies. 
Unfortunately 3GPP SA2 have not been particularly successful about identifying the split in support between the IMS subsystem and the IP-CAN. 

Additionally 3GPP SA2 have not been specific about which entity is responsible for policing the support (or absence of support), 3GPP CT1 need to define responsibilities for both the UE and for the P-CSCF. For those access technologies where SA2 does not require support of emergency calls, the UE should be precluded from making such calls over the specific access technology. The error handling at the P-CSCF however needs to cater for the case where emergency calls are received, even if this might otherwise be an error case, with three options being possible:

1. Process the call or registration request at the P-CSCF as if it was correctly made as an emergency call.

2. Respond to the call or registration request at the P-CSCF with a 380 response.

3. Process the call or registration request at the P-CSCF as if it was an ordinary call or registration request.
Note that for all access technologies, it is understood that there is an IMS decision (made in the P-CSCF) as to whether the operator policy supports emergency calls from that particular IP-CAN. This is independent of any conclusions reached by this contribution. However it is desirable to avoid IP-CAN specific decisions in the P-CSCF if at all possible.
We believe the prime responsibility for policing the current 3GPP SA2 restrictions should be on the UE, with the P-CSCF treating all calls as emergency calls (subject to operator policy for that IP-CAN) and handling them as such. This means that either 1) or 2) above can both be valid.
We offer the following a table as a summary of what in our view should be the procedures from the IMS point of view.
	IP-CAN and Annex in 3GPP TS 24.229
	Related P-Access-Network-Info values (access-type)
	Release supported
	UE functionality
	P-CSCF functionality

	GPRS (Annex B)
	3GPP-GERAN

3GPP-UTRAN-FDD

3GPP-UTRAN-TDD
	IMS support provided in release 7.
No IP-CAN specific support provided in current releases (expected for release 9).
	IP-CAN treats as normal attach request.
IMS level procedures as defined in main body of 3GPP TS 24.229.
	As defined in main body of 3GPP TS 24.229.

	I-WLAN (Annex D)
	IEEE-802.11

IEEE-802.11a

IEEE-802.11b

IEEE-802.11g

IEEE-802.11n
	IMS support provided in release 7.

IP-CAN support provided in release 7.
	IP-CAN treats as normal attach request, or emergency specific service realm can be used.

IMS level procedures as defined in main body of 3GPP TS 24.229.
	As defined in main body of 3GPP TS 24.229.

	xDSL or Ethernet (Annex E)
	ADSL

ADSL2

ADSL2+

RADSL

SDSL

HDSL

HDSL2

G.SHDSL

VDSL

IDSL
	IMS support provided in release 7.

IP-CAN support provided in release 7.
	IP-CAN treats as normal attach request.

IMS level procedures as defined in main body of 3GPP TS 24.229.
	As defined in main body of 3GPP TS 24.229.

	DOCSIS (Annex H)
	DOCSIS
	IMS support provided in release 7.

IP-CAN support provided in release 7.
(Note 1)
	IP-CAN treats as normal attach request.

IMS level procedures as defined in main body of 3GPP TS 24.229.
	As defined in main body of 3GPP TS 24.229.

	E-UTRAN (Annex L)
	3GPP-E-UTRAN-FDD

3GPP-E-UTRAN-TDD
	No IMS support provided in current releases (expected for release 9).

No IP-CAN specific support provided in current releases (expected for release 9).
	Procedures for emergency call not supported (use alternative technology)
	As defined in main body of 3GPP TS 24.229.

	cdma2000 (Annex M)
	3GPP2-1X

3GPP2-1X-HRPD

3GPP2-UMB
	IMS support provided in release 8.

For 3GPP2-1X-HRPD, IP-CAN specific support provided in 3GPP2 specifications, and in Release 8.

For 3GPP2-1X and 3GPP2-UMB, no IP-CAN specific support provided in current releases (Note 2).
	IP-CAN treats as normal attach request.

IMS level procedures as defined in main body of 3GPP TS 24.229.
	As defined in main body of 3GPP TS 24.229.

	eHRPD (proposed annex X)
	For further study. (Note 3)
	For further study.
	For further study. (Note 3)
	For further study.

	Note 1:
3GPP TS 23.167 does not cover DOCSIS at all. While it does provide an annex for fixed broadband access, this is specific to the use of the Network Attachment SubSystem (NASS) as defined by TISPAN, and is therefore limited to IP-CAN in annex E of 3GPP TS 24.229.
Note 2:
Not carrier identification is provided for 3GPP2-1X or 3GPP2-UMB in the P-Access-Network-Info header field, and thus there is no IMS specific procedure for identifying that the UE is in the home network. Operators wishing to support emergency calls will have to ensure this by proprietary means, e.g. roaming restrictions, or preclude emergency calls for these specific P-Access-Network-Info values.

Note 3:
Currently the position is that HRPD and eHRPD would share that same P-Access-Network-ID values (they are after all identical on the radio interface and in terms of bandwidth). Therefore the P-CSCF has no means of distinguishing one from the other. The result of this is that the annex M handling and the annex X handling in the P-CSCF must be identical. At the moment we believe there is no technical reason why this should be an issue for IMS, even if there is no underlying IP-CAN support,



Extract from 3GPP TS 23.167 summarising support required at stage 2

Annex E (Informative):
Emergency support in different IP-CANs

Support for emergency services in the IP Multimedia Core Network can be provided by certain IP-CANs according to table E.1, which shows the level of possible emergency support in this version of the specification. The UE may be able to use also other IP-CANs that are not included in table E.1 to access emergency services in the IP Multimedia Core Network, but the support of such access technologies is out of scope of this specification.

Table E.1: Support for IMS Emergency Services by Different IP-CANs

	IP-CAN
	Normal Access
	Emergency support
	Insufficient Security Credentials

	GPRS (note 1)
	X
	
	

	I-WLAN
	X
	X
	X

	Fixed Broadband
	X
	X
	X

	cdma2000 HRPD
	X
	X
	X


NOTE 1:
As a PLMN operator option and not as a defined capability in this version of the specification, IMS emergency services using GPRS access could be supported only for an UE that has successfully completed the GPRS Attach/Routeing Area Update procedures with a valid UICC and sufficient security credentials. Specific emergency service procedures for subscribers using a GPRS IP-CAN are not standardised in this release.

The term "normal access" in table E.1 means that the IP-CAN is not made aware of the UE intent to establish an emergency services session and therefore provides no special emergency support e.g. call priority.

The term "emergency support" in the table means that the IP-CAN is made aware of the UE intent to establish an emergency services session, or at least of the priority nature of the access, so that the access network is able to handle the emergency call with appropriate priority.

The term "insufficient security credentials" in the table means that the IP CAN is able to allow a UE with no UICC card or a UICC card with insufficient credentials to obtain IP bearer access for emergency services in the IP Multimedia Core Network.

