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<<Begin Change 1>>

5.7.1.9
Use of ICSI and IARI values

Based on service logic, an AS can validate an ICSI value received in an Accept-Contact header field or received in a P-Asserted-Service header field and reject the request if necessary. 

A trusted AS may insert a P-Asserted-Service header field in a request for a new dialog or standalone transaction. An untrusted AS may insert a P-Preferred-Service header field in a request for a new dialog or standalone transaction. If the request is related to an IMS communication service that requires the use of an ICSI then the AS:

-
shall include the ICSI value (coded as specified in subclause 7.2A.8.2), for the IMS communication service that is related to the request in either a P-Asserted-Service header field or a P-Preferred-Service header field depending whether the AS is trusted or not according to draft-drage-sipping-service-identification [121].

When an AS that is acting as a UA or initiating B2BUA or routeing B2BUA or transparent B2BUA sends an initial request for a dialog or a request for a standalone transaction, the AS may include an Accept-Contact header field containing:

-
an ICSI value (coded as specified in subclause 7.2A.8.2) in a g.3gpp.icsi-ref feature tag as defined in subclause 7.9.2 and RFC 3841 [56B]; and

-
one or more IARI values (coded as specified in subclause 7.2A.9.2) that are related to the request in a g.3gpp.iari-ref feature tag as defined in subclause 7.9.3 and RFC 3841 [56B];

if the ICSI or IARIs for the IMS communication service and IMS application are known.

The AS may:

-
include the received ICSI and IARI values;

-
replace or remove received ICSI and IARI values; or

-
include new ICSI and IARI values.

When the AS acting as a UA or initiating B2BUA or routeing B2BUA or transparent B2BUA sends a SIP request or a SIP response related to an IMS communication service, the AS may include in the Contact header field:

-
in a g.3gpp.icsi-ref feature tag as defined in subclause 7.9.2 one or more ICSI values (coded as specified in subclause 7.2A.8.2); and

-
one or more IARI values (coded as specified in subclause 7.2A.9.2) in a g.3gpp.iari-ref feature tag, for the IMS applications, that are related to the request as defined in subclause 7.9.2 and RFC 3840 [62];

if the ICSI or IARIs for the IMS communication service and IMS application are known. The AS may:

-
include the received ICSI and IARI values;

-
replace or remove received ICSI values; or

-
include new ICSI and IARI values.

<<End Change 1>>

<<Begin Change 2>>

5.7.5
Application Server (AS) performing 3rd party call control

5.7.5.1
General

The AS performing 3rd party call control acts as a B2BUA. There are three kinds of 3rd party call control:

-
Routeing B2BUA: an AS receives a request, terminates it and generates a new request, which is based on the received request.

-
Transparent B2BUA: a particular type of routeing B2BUA where an AS receives a request, terminates it and generates a new request, which is based on the received request but where particular header field contents of the incoming request are preserved to ensure the end to end transparency of these particular header fields similar to if the request had transitioned a proxy.
-
Initiating B2BUA: an AS initiates two requests, which are logically connected together at the AS, or an AS receives a request and initiates a new request that is logically connected but unrelated to the incoming request from the originating user (e.g. the P-Asserted-Identity of the incoming request is changed by the AS). AS can initiate additional requests and associate them with a related incoming request.
If the AS requires knowledge of the served user the AS shall determine the served user according to the applicable procedure in subclause 5.7.1.3A.

When the AS receives a terminated call and generates a new call, and dependent on whether the service allows the AS to change the P-Asserted-Identity for outgoing requests compared with the incoming request, the AS will select appropriate kind of 3rd party call control.
The B2BUA AS will internally map the message header fields between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and are outside the scope of the present document.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem.

For standalone transactions, when the AS is acting as a routeing B2BUA or transparent B2BUA, the AS shall copy the remaining Route header field(s) unchanged from the received request for a standalone transation to the new request for a standalone transaction.

When the AS receives a Replaces header field within an initial request for a dialog, the AS should check, whether the AS acts as a routeing B2BUA or transparent B2BUA for the dialog identified in the Replaces header field. The AS acts as follows: 

- 
if the AS acts as a routeing B2BUA or transparent B2BUA for the dialog indicated in the Replaces header field, then the AS when determined by the AS specific functions (e.g when acting as an achor point) may handle the request acting as a terminating UA per the procedures for method of the request and RFC 3891 [60];

- 
otherwise, if the AS acts as a routeing B2BUA or transparent B2BUA  for the dialog indicated in the Replaces header field, then theAS should include in the forwarded request a Replaces header field, indicating the the dialog on the outgoing side that corresponds to the dialog identified in the received Replaces header field; or

-
if the AS does not act as a routeing B2BUA or transparent B2BUA for the dialog indicated in the Replaces header field, then the AS should include in the forwarded request the Replaces header field as received in the incoming request.
When the AS acting as a routeing B2BUA or transparent B2BUA receives an initial request for a dialog or a request for a standalone transaction, the AS shall: 
-
store the value of the "orig-ioi" header field parameter received in the P-Charging-Vector header field if present; and

-
remove the "orig-ioi" header field parameter from the forwarded request.

NOTE:
Any received "orig-ioi" header field parameters will be any type IOI but includes the adjacent network IOI in first position. The first "orig-ioi" header field parameter identifies the network operator from which the request was originated for a release 5 S-CSCF and the network operator from which the request was sent otherwise.

When the AS acting as a transparent B2BUA receives a request or response it shall preserve in the outgoing request the URI and display name (if present) from the From and To header fields along with any header field parameters other than the "tag" header field parameter. The AS acting as a transparent B2BUA shall set the "tag" header field parameter in the From and To header fields in the outgoing request or response as per the UA procedures in RFC 3261 [26] and maintain a mapping between the incoming and outgoing dialogs.

When the AS acting as a transparent B2BUA receives a request or response containing a Contact header field it shall transparently include all the contents of the Contact header field in the outgoing request other than any header field parameters that need to be removed or added based as determined by the AS specific functions.
When the AS acting as a transparent B2BUA receives an initial request for a dialog and wishes to remain on the route for subsequent requests it shall include in the outgoing request a Record-Route header field containing its own SIP URI.

When the AS acting as a routeing B2BUA or transparent B2BUA generates a response to an initial request for a dialog or a request for a standalone transaction, the AS shall insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the request and a type 3 "term-ioi" header field parameter. The AS shall set the type 3 "term-ioi" header field parameter to a value that identifies the service provider from which the response is sent and the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter. Any values of "orig-ioi" or "term-ioi" header field parameter received in any response that is being forwarded are not used.

If resource priority in accordance with RFC 4412 [116] is required for a dialog, then the AS shall include the Resource-Priority header field in all requests associated with that dialog.

Editor’s Note: Additional usage scenarios of the Resource-Priority header field might not by covered by the mechanisms described above or might need additional action in other functional entities.

5.7.5.2
Call initiation 

5.7.5.2.1
Initial INVITE

When the AS acting as a Routeing B2BUA or transparent B2BUA receives an initial INVITE request, the AS shall:

1)
remove its own SIP URI from the topmost Route header field of the received INVITE request;

2)
perform the AS specific functions. See 3GPP TS 23.218 [5];

3)
if successful, generate and send a new INVITE request to establish a new dialog;

4)
copy the remaining Route header field(s) unchanged from the received INVITE request to the new INVITE request;

5)
copy the P-Asserted-Identity to the outgoing request;
6)
if a Route header field is present, route the new INVITE request based on the topmost Route header field; and
NOTE 1:
The topmost Route header field of the received INVITE request will contain the AS's SIP URI. The following Route header field will contain the SIP URI of the S-CSCF.

7)
if no Route header field is present (e.g. the AS may be acting on behalf of a PSI):

a)
insert a Route header field pointing either to the S-CSCF where the PSI is hosted or to the entry point of the home network of the PSI or to the transit function, if the AS is not able to resolve the next hop address by itself or the operator policy requires it; or

b)
forward the originating request directly to the destination without involving any S‑CSCF in the originating IM CN subsystem, if the AS is able to resolve the next hop address by itself, and the operator policy allows it.

NOTE 2:
The address of the S-CSCF hosting the PSI can be obtained by querying the HSS on the Sh interface.

Additionally when the AS acting as transparent B2BUA receives an initial INVITE request, the AS shall:

1)
copy the URI and display name (if present) from the From header field along with any header field parameters other than the "tag" header field parameter from the received INVITE request to the new INVITE request and set the "tag" header field parameter as per the UA procedures in RFC 3261 [26];
2)
copy the URI and display name (if present) from the To header field along with any header field parameters other than the "tag" header field parameter from the received INVITE request to the new INVITE request and set the "tag" header field parameter as per the UA procedures in RFC 3261 [26];
3)
copy the contents of the Contact header field along with any header field parameters from the received INVITE request to the new INVITE request; and
4
include a Record-Route header field containing the SIP URI of the AS in the new INVITE request.
When the AS is acting as an Initiating B2BUA, the AS shall apply the procedures described in subclause 5.7.3 for any outgoing requests. The AS shall either set the "icid-value" header field parameter in the P-Charging-Vector header field to be the same as received or different. The AS can include original dialog identifier in the Route header field for the S-CSCF that it learned from an incoming request, per service logic needs.
NOTE 3:
The AS can retrieve CDF and/or ODF adresses from HSS on Sh interface.
When the AS acting as transparent B2BUA receives a response to an initial INVITE request, the AS shall:

1)
copy the URI and display name (if present) from the From header field along with any header field parameters other than the "tag" header field parameter from the received response to the otgoing response and set the "tag" header field parameter as per the UA procedures in RFC 3261 [26];

2)
copy the URI and display name (if present) from the To header field along with any header field parameters other than the "tag" header field parameter from the received response to the outgoing response and set the "tag" header field parameter as per the UA procedures in RFC 3261 [26]; and
3)
copy the contents of the Contact header field along with any header field parameters from the received response to the outgoing response.
<<End Change 2>>
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