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Introduction

The IMS architecture provides for an optional SLF functionality. Some lack of clarity has been identified in the stage 3 descriptions as to how many values are returned by the SLF, and if multiple values are returned, how they are used.

Discussion

The IMS architecture provides for an optional SLF functionality (see annex to this discussion document for the stage 2 description).

The function of the SLF is to provide an identity of the HSS which supports the user. The HSS can then be contacted to determine the S-CSCF to be used.

There are a number of areas where the current specification is unclear in regard to this functionality.

The Redirect-Host AVP is returned by the SLF. This is defined by the RFC rather than in 3GPP TS 29.228. In the RFC multiple values can be returned, and indeed other AVPs do return multiple values. However, within 24.229, text only provides for the use of one value, and indeed only one value can be transported in the P-User-Database header field between I-CSCF and S-CSCF, in order to avoid a further lookup at the S-CSCF.
It should be noted that the equivalent AVP for the HSS returning the S-CSCF address talks in identical terms, yet that AVP is intended to return multiple values.

Before resolving this, however, we should examine whether there is a use for multiple values to be returned.

1. An SLF could return multiple values indicating two different HSS identities that contain the subscription details. This would however require a number of significant steps:

a. that any data resolution problems in multiple HSS are handled. This is not a trivial problem.
b. documentation of this capability would need to be provided in the appropriate restoration procedures document.

c. it would need to be determined that such a capability provides appropriate redundancy procedures that are useful. Conversely, it could be regarded as replacing one potential single point of failure with another, and that other redundancy techniques are more appropriate.

2. An SLF could return multiple values indicating different routes to the same HSS. This could operate in two different manners:
a. as a fallback if the first route was not operational. In this case, the I-CSCF attempts the first route and, if this is unsuccessful, tries the next route. The same HSS is accessed in all cases. When the I-CSCF has accessed the HSS, it next needs to determine which value to place in the P-User-Database header. This could either be the first identity (on the basis that this value although unsuccessful when tried by the I-CSCF may well be successful when tried from the S-CSCF) or the successful value used by the I-CSCF. Whichever value is used, if the S-CSCF attempts this value, and it fails, it would still need to do a further lookup to the SLF. If this view is adopted, then our current view is that there is very little to choose between one or the other, and taking the first identity is the simplest protocol option.

b. as a means of providing some sort of load balancing by the I-CSCF. Based on perceived load on the HSS routes to the HSS, the I-CSCF could choose to use one route or another. However to be successful, this approach would really need to be adopted by the S-CSCF as well (given that the S-CSCF makes more accesses to the HSS than the I-CSCF), and for that, the S-CSCF needs all the values rather than just one. This would either mean not using the functionality of the P-User-Database header and always performing the lookup to the SLF at the S-CSCF in order to obtain the multiple values, or extending the P-User-Database header field definition to allow repetition of the header to contain all the values returned by the SLF.
From the above discussion, multiple values can be used, to different levels of benefit, and we would welcome other input as to the best selection of procedures.

Proposal

A number of options have been identified in the discussion above, and from the above, it is clear 3GPP need some additional specification. Different changes give different levels of flexibility, and it is valid to discuss and progress of number of different changes dependent on the discussion.

As a first step to provide some immediate clarity, we suggest the following.

· It is proposed to clarify that the Redirect-Host AVP can indeed return multiple values (3GPP TS 29.228).
· It is proposed that the I-CSCF should use whichever of the returned values it so desires (3GPP TS 29.228).
· The I-CSCF would include only the first value received in the P-User-Database header field (3GPP TS 24.229).

· Sufficient discretion within the existing procedures at the S-CSCF allow the use of either the value within the P-User-Database header, or for the S-CSCF to issue its own SLF request (3GPP TS 24.229).
These changes need to be made from the earliest available releases, as they should be treated as essential. For the 29.228 changes, these would need to be release 5, and for the 24.229 changes, this would need to be release 7.

Annex: Extract from 23.228 describing SLF operation

5.8.1 User identity to HSS resolution

This section describes the resolution mechanism, which enables the I‑CSCF, the S‑CSCF and the AS to find the address of the HSS, that holds the subscriber data for a given user identity when multiple and separately addressable HSSs have been deployed by the network operator. This resolution mechanism is implemented using a Subscription Locator Function (SLF) or a Diameter Proxy Agent that proxies the request to the HSS. This resolution mechanism is not required in networks that utilise a single HSS e.g. optionally, it could be switched off on the I‑CSCF and on the S‑CSCF and/or on the AS using O&M mechanisms. An example for a single HSS solution is a server farm architecture. By default, the resolution mechanism shall be supported.

On REGISTER and on MT INVITEs, the I‑CSCF queries the HSS for user's subscription specific data, e. g. the actual location or authentication parameters. This also has to be accomplished by the S‑CSCF on REGISTER. In the case when more than one independently addressable HSS is utilized by a network operator, the HSS where user information for a given subscriber is available has to be found. To get the HSS name the I‑CSCF and the S‑CSCF query the SLF entity or the I‑CSCF and the S‑CSCF send the query to the HSS via a Diameter Proxy Agent.
The SLF is accessed via the Dx interface or via the Dh interface. The Dx interface is the standard interface between the CSCF and the SLF and the Dh interface is the standard interface between the AS and the SLF. The synchronisation between the SLF and the different HSSs is an O&M issue.

A way to use the SLF is described in the following.

The Dx interface provides:

-
an operation to query the SLF from the I‑CSCF or from the S‑CSCF, respectively.

-
a response to provide the HSS name towards the I‑CSCF or towards the S‑CSCF, respectively.

By sending the Dx-operation DX_SLF_QUERY the I‑CSCF or the S‑CSCF indicates a user identity of which it is looking for an HSS. By the Dx-operation DX_SLF_RESP the SLF responds with the HSS name. The I‑CSCF or the S‑CSCF, respectively, continues by querying the selected HSS. The I‑CSCF may forward the HSS name towards the S‑CSCF. The S‑CSCF may use this name to find the subscriber's HSS.

Subclause 5.8.2 presents the session flows on REGISTER and subclause 5.8.3 on INVITE messages.

The Dh interface provides:

-
an operation to query the SLF from the AS.

-
a response to provide the HSS name towards the AS.

By sending the Dh-operation DH_SLF_QUERY the AS indicates a Public User Identity of which it is looking for an HSS. By the Dh-operation DH_SLF_RESP the SLF responds with the HSS name. The AS continues by querying the selected HSS. The AS may store the HSS name for the subsequent Sh-operations.

Subclause 5.8.4 presents the message flow on the Dh interface.

