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Introduction
CT1 has received LS C1-090049 / C3-​082612 asking CT1 to review the IMS-NNI profile tables in TS 24.229 and consider incorporating the tables in a CT1 specification. The present document provides a review of the tables and some proposals for an improvement of the tables. It could serve as basis for a reply LS.
Conclusions and proposals appear in the text below in  bold letters.

Review of Profile Tables

Meaning of “m” value

The definition contains the following explanation: “Based on bilateral agreement, if  a "m" SIP header is missing in a SIP request, the SIP request, the SIP request can be rejected with an appropriate Response”

This differs from the definition in Table A.1 in TS 24.229

	m
	mandatory
	the capability shall be supported. It is a static view of the fact that the conformance requirements related to the capability in the reference specification are mandatory requirements. This does not mean that a given behaviour shall always be observed (this would be a dynamic view), but that it shall be observed when the implementation is placed in conditions where the conformance requirements from the reference specification compel it to do so. For instance, if the support for a parameter in a sent PDU is mandatory, it does not mean that it shall always be present, but that it shall be present according to the description of the behaviour in the reference specification (dynamic conformance requirement).


According to that definition, a header marked as “m” in the extensive Tables in TS 24.229 is not required to be contained in each request, but the conditions when it shall be included are further described in the reference specification.

In contrast, the much smaller Table A.1 in TS 29.165 claims to cover also the dynamic view. Otherwise, the rejection of requests with missing “m” headers makes no sense.

It is obvious that this claim is entirely unrealistic:

· The Table does not discriminate between different methods. However, for instance for a BYE and CANCEL requests, most of the “m” header fields are not even allowed to be included (compare to Tables 2 and 3 in Clause 20 of RFC 3261).

· Even for the INVITE request, header fields marked as “m” Table A.1 in TS 29.165 are not always included, for instance the “Allow”, the “Require” or the “Record-Route” header

RFC 3261 tries to describe the dynamic view in Tables 2 and 3 of Clause 20, but marks many headers as conditional. The conditions are not described in the Table, and need too be serched in the text throughout the RFC. Obviously, this table does not cover any SIP extensions either. So those tables are also far from providing a complete description.

It is suggested to remove the sentence  Based on bilateral agreement, if  a "m" SIP header is missing in a SIP request, the SIP request, the SIP request can be rejected with an appropriate Response from the definition of “m” in Table A.1 
Discriminating between methods

Most of the conditions in Table A.2 try to express that a particular header only appears in certain types of requests. However, this information is far from complete:

The table comparing the TR 29.165 Information with the BYE request information in  TS 24.229, Table A.9) given further down shall serve as an example. A systematic study would also require similar comparisons with the tables for all other methods in 24.229.
A completion of the conditions would require a huge effort which is hardly possible in the Rel-8 timeframe.

However, in the present incomplete state the conditions about applicability of certain headers to certain types of requests in Table A.2 in TS 29.165 could render the false impression that all remaining headers are mandatory for all methods.
It is therefore suggested to completely remove the incomplete conditions to discrimination between methods from Table A.2 in TS 29.165. 

Applicability of headers to roaming interface between visited and home IMS.

In TS 29.165 IMS roaming performed by using II-NNI is considered, when the IBCFs are inserted at the network borders. (see Clause 5.1)
However, a couple of headers that may be encountered at the NNI between visited and home IMS are listed as n/a in Table A.2 of TS 29.165:

· P-Charging-Function-Addresses
· P-Charging-Vector
· P-Preferred-Service
On the other hand, some headers that will ONLY occur at the roaming interface between visited and home IMS are listed as “m” in Table A.2 of TS 29.165:
· Proxy-Authentication
· Proxy-Authorization
For those headers, an important condition is that they are NOT used for IPSEC AKA.
It is suggested to indicate as conditions in Table A.2 in TS 29.165 that headers only appear in the roaming NNI between visited and home IMS or that headers only appear on the NNI between home networks A and B, and to correct the related errors listed above.
Missing headers

A couple of SIP headers listed in TS 24.229 are not described in TS 24.229, although the table also lists headers which are not applicable at the NNI:

· Max-Breadth (could be optional at NNI)

· P-Debug-Id (not required over NNI)
It is suggested to either list or all no n/a headers at the NNI.
It is suggested to add information about the headers above.
Conditions related to SIP extensions

Some conditions related to SIP extensions  in table A.2 like c1 “Conditional For caller prefs” are of little value since TS 29.165 leaves it open if the corresponding SIP extensions are mandatory or optional to be supported.

It is suggested that TS 29.165 is amended top indicate which SIP extensions are supported at the NNI. Preferably, references to Tables A.4 and A.162 of TS 24.229 should be used
Comparison of methodology.

The tables in 24.229 specify capabilities of a SIP proxy and user agent. They mark SIP extension that do not require more support than default behaviour (e.g. forwarding unknown SIP headers without modification by SIP proxies or ignoring them by receiving user agent if no corresponding “Require” header is present) as “n/a” or do not list them. However, for sending user agents there will be an indication either in RFC or profile status if a SIP header or other extension can appear in a given SIP message.

It is suggested that text is added to TS 29.165 to explain that user agent sender information in TS 24.229 profile tables is suitable to derive headers that can appear on the NNI.
Avoidance of double specification.

The current state of the tables in TS 24.229 illustrates how complicated it is to compile correct SIP header tables. CT1 has maintained and updated the Tables in Annex A of TS 24.229 since Rel-5 with considerable effort.
It is suggested that CT3 focuses on describing deltas compared to the tables in TS 24.229 specific to the NNI, rather than repeating information already present in the tables in Annex A in TS 24.229. 
If operators see that important information is missing in the tables of TS 24.229, they should bring this to the attention of CT1. CT1 can then decide if it wants to add such information to TS 24.229, possible as a Rel-9 work item.
Commented Version of Table A.2 of TS 29.165 and comparison with BYE request information.

To summarize Table A.9, the stonger requirement in a combination of sending and receiving capabilities for a UA have been considered, as an IBCF acting as SIP-ALG or performing screening functionality will take the UA role.

Discrepancies between Table A.2 in TR 29.165  and TS 24.229, Table A.9 for the BYE method are listed in bold read.  
Other mistakes in Table A.2 in TR 29.165  are commented in cursive red. 
	Item
	Header
	TR 29.165 II-NNI
	TS 24.229, Table A.9
(BYE Request)

	1
	Accept
	m
	m

	2
	Accept-Contact
	c1
	Conditional For caller prefs

	3
	Accept-Encoding
	m
	m

	4
	Accept-Language
	m
	m

	5
	Alert-Info
	c2
	n/a  (not listed)

	6
	Allow
	m
	m

	7
	Allow-Events
	m
	m

	8
	Authentication-Info
	m
	n/a  (not listed)

	9
	Authorization
	m
	m

	10
	Call-ID
	m
	m

	11
	Call-Info
	m
	n/a  (not listed)

	12
	Contact
	m
	n/a  (not listed)

	13
	Content-Disposition
	m
	m

	14
	Content-Encoding
	m
	m

	15
	Content-Language
	m
	m

	16
	Content-Length
	m
	m

	17
	Content-Type
	m
	m

	18
	Cseq
	m
	m

	19
	Date
	m
	m

	20
	Error-Info
	o
	n/a  (not listed)

	21
	Expires
	m
	n/a  (not listed)

	22
	Event
	c3
	n/a  (not listed)

	23
	From
	m
	n/a  (not listed)

	24
	Geolocation
	c4
	Conditional For SIP location conveyance

	25
	History-Info
	m
	n/a  (not listed)

	26
	In-Reply-To
	o
	n/a  (not listed)

	27
	Join
	c2
	n/a  (not listed)

	
	Max-Breadth
	Not listed
	Conditional for addressing an amplification vulnerability in session initiation protocol forking proxies.

	28
	Max-Forwards
	m
	m for sending , n/a for receiving 

	29
	Min-Expires
	c5
	n/a

	30
	MIME-Version
	m
	m

	31
	Min-SE
	m
	n/a  (not listed)

	32
	Organization
	m
	n/a  (not listed)

	33
	P-Access-Network-Info
	c6
	Conditional for the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller (receiving) or UA (sending)

	34
	P-Asserted-Identity
	c6
	Conditional for private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

	35
	P-Asserted-Service
	c7
	n/a  (not listed)

	36
	P-Called-Party-ID
	o
	n/a  (not listed)

	37
	P-Charging-Function-Addresses
	n/a
(does occur between visited and home IMS)
	Conditional for the P-Charging-Function-Addresses header extension


	38
	P-Charging-Vector
	n/a
(does occur between visited and home IMS)
	n/a  (not listed)

	
	P-Debug-Id
	Not listed
	Conditional for the P-Debug-ID header field for the session initiation protocol.

	39
	P-Early-Media
	c8
	n/a  (not listed)

	40
	P-Media-Authorization
	n/a
	n/a  (not listed)

	41
	P-Preferred-Identity
	n/a
	X (prohibited)

	42
	P-Preferred-Service
	n/a
(does occur between visited and home IMS)
	n/a  (not listed)

	43
	P-Private-Network-Indication
	M

	n/a  (not listed)

	44
	P-Profile-Key
	M
	n/a  (not listed)

	45
	P-Served-User
	M
	n/a  (not listed)

	46
	P-User-Database
	o
	n/a (not listed)

	47
	P-Visited-Network-ID
	c9
	n/a (not listed)

	48
	Priority
	c10
	n/a (not listed)

	49
	Privacy
	m
	Sending n/a. Receiving Conditional for a privacy mechanism for the Session Initiation Protocol (SIP).

	50
	Proxy-Authentication
	M
(will never be encountered between home IMS networks A and B)
	n/a  (not listed)

	51
	Proxy-Authorization
	M
(will never be encountered between home IMS networks A and B)
	Conditional for authentication between UA and proxy

	52
	Proxy-Require
	m
	n/a 

	53
	Reason
	o
	Conditional for the Reason header field for the session initiation protocol.

	54
	Record-Route
	m
	n/a

	55
	Referred-By
	m
	Conditional for the the SIP Referred-By mechanism

	56
	Reject-Contact
	c12
	Conditional for caller preferences for the session initiation protocol.

	57
	Replaces
	c13
	n/a (not listed)

	58
	Reply-To
	o
	n/a (not listed)

	59
	Request-Disposition
	c12
	Conditional for caller preferences for the session initiation protoco

	60
	Require
	m
	m

	61
	Resource-Priority
	m
	Conditional for inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol

	62
	Route
	m
	m for sending , n/a for receiving

	63
	Security-Client
	n/a

	Conditional for security mechanism agreement for the session initiation protocol

	64
	Security-Verify
	n/a

	Conditional for security mechanism agreement for the session initiation protocol

	65
	Server
	o
	

	66
	Session-Expires
	c14
	n/a (not listed)

	67
	Subject
	c15
	n/a (not listed)

	68
	Supported
	m
	Conditional for caller preferences for the session initiation protocol

	69
	Timestamp
	m
	m

	70
	To
	m
	m

	71
	Trigger-Consent
	c17
	n/a (not listed)

	72
	User-Agent
	m
	o

	73
	User-to-User
	c18
	Conditional for transporting user to user information for call centers using SIP

	74
	Via
	m
	m

	75
	Warning
	o
	n/a (not listed)

	76
	WWW-Authenticate
	m
	n/a (not listed)

	c1:
m in case of presence of caller preferences and ICSI or IARI values.

c2:
IF Table 6.1/8 THEN m ELSE i - - INVITE request method.
c3:
IF (Table 6.1/10 OR Table 6.1/15A OR Table 6.1/20) THEN m ELSE i - - NOTIFY request method or PUBLISH request method or SUBSCRIBE request method.
c4:
m in case of SIP location conveyance, else n/a.
c5:
IF (Table 6.1/15B OR Table 6.1/19 OR Table 6.1/21) THEN m ELSE i - - PUBLISH response method or REGISTER response method or SUBSCRIBE response method.
c6:
m in case of a trust relationship between the interconnected networks, else n/a.
c7:
m in case of a trust relationship between the interconnected networks, else o.
c8:
IF (Table 6.1/8 OR Table 6.1/9 OR Table 6.1/14 OR Table 6.1/15 OR Table 6.1/22 OR Table 6.1/23) THEN m ELSE n/a - - INVITE request or INVITE response or PRACK request or PRACK response or UPDATE request or UPDATE response

c9:
IF Table 6.1/18 THEN m ELSE n/a - - REGISTER request method.
c10:
IF (Table 6.1/8 OR Table 6.1/9A) THEN i ELSE n/a - - INVITE request method or MESSAGE request method.
c11:
IF (Table 6.1/8 OR Table 6.1/9A) THEN m ELSE n/a - - INVITE request method or MESSAGE request method.
c12:
m in case of presence of caller preferences.
c13:
IF Table 6.1/8 THEN m ELSE n/a - - INVITE request method.
c14:
m in case of presence of SIP session timer.
c15:
IF (Table 6.1/8 OR Table 6.1/9A OR Table 6.1/15A) THEN o ELSE n/a - - INVITE request method or MESSAGE request method or PUBLISH request method.
c16:
IF (Table 6.1/8 OR Table 6.1/9A OR Table 6.1/15A) THEN m ELSE n/a - - INVITE request method or MESSAGE request method or PUBLISH request method.
c17:
m in case of a framework for consent-based communications in SIP
c18:
m in case of transporting user to user information for call centers using SIP


ANNEX:  Excerpts from Quoted Standards for Information

Annex A of  TS 29.165 

Annex A (informative):
Summary of SIP headers

A summary of the SIP headers to be used in case of interconnection by using II-NNI is proposed in Table A.1. 

Editor’s note: This Annex may be moved to 3GPP TS 24.229.

The starting point is the behaviour described for proxy and UA roles in Annex A of TS 24.229 [5]. In case of misalignment between the behaviour described in [5], the [5] has the precedence. In case a header is not described here and it is described in [5], description in [5] is applicable over II-NNI.

The notation of the codes used for the SIP headers listed in table A.1 has a different meaning to the one proposed for the SIP messages. The definition of these terms is provided in table A.2.

Table A.1: Supported headers

	Item
	Header
	

	
	
	Ref.
	II-NNI

	1
	Accept
	[5]
	m

	2
	Accept-Contact
	[5]
	c1

	3
	Accept-Encoding
	[5]
	m

	4
	Accept-Language
	[5]
	m

	5
	Alert-Info
	[5]
	c2

	6
	Allow
	[5]
	m

	7
	Allow-Events
	[5]
	m

	8
	Authentication-Info
	[5]
	m

	9
	Authorization
	[5]
	m

	10
	Call-ID
	[5]
	m

	11
	Call-Info
	[5]
	m

	12
	Contact
	[5]
	m

	13
	Content-Disposition
	[5]
	m

	14
	Content-Encoding
	[5]
	m

	15
	Content-Language
	[5]
	m

	16
	Content-Length
	[5]
	m

	17
	Content-Type
	[5]
	m

	18
	Cseq
	[5]
	m

	19
	Date
	[5]
	m

	20
	Error-Info
	[5]
	o

	21
	Expires
	[5]
	m

	22
	Event
	[5]
	c3

	23
	From
	[5]
	m

	24
	Geolocation
	[5]
	c4

	25
	History-Info
	sub-clause 6.1.1.3.1
	m

	26
	In-Reply-To
	[5]
	o

	27
	Join
	[5]
	c2

	28
	Max-Forwards
	[5]
	m

	29
	Min-Expires
	[5]
	c5

	30
	MIME-Version
	[5]
	m

	31
	Min-SE
	[5]
	m

	32
	Organization
	[5]
	m

	33
	P-Access-Network-Info
	sub-clause 6.1.1.3.1
	c6

	34
	P-Asserted-Identity
	sub-clause 6.1.1.3.1
	c6

	35
	P-Asserted-Service
	sub-clause 6.1.1.3.1
	c7

	36
	P-Called-Party-ID
	[5]
	o

	37
	P-Charging-Function-Addresses
	[5]
	n/a

	38
	P-Charging-Vector
	sub-clause 6.1.1.3.1
	n/a

	39
	P-Early-Media
	[5]
	c8

	40
	P-Media-Authorization
	[5]
	n/a

	41
	P-Preferred-Identity
	[5]
	n/a

	42
	P-Preferred-Service
	[5]
	n/a

	43
	P-Private-Network-Indication
	sub-clause 6.1.1.3.1
	m

	44
	P-Profile-Key
	sub-clause 6.1.1.3.1
	m

	45
	P-Served-User
	sub-clause 6.1.1.3.1
	m

	46
	P-User-Database
	[5]
	o

	47
	P-Visited-Network-ID
	[5]
	c9

	48
	Priority
	[5]
	c10

	49
	Privacy
	[5]
	m

	50
	Proxy-Authentication
	[5]
	m

	51
	Proxy-Authorization
	[5]
	m

	52
	Proxy-Require
	[5]
	m

	53
	Reason
	[5]
	o

	54
	Record-Route
	[5]
	m

	55
	Referred-By
	[5]
	m

	56
	Reject-Contact
	[5]
	c12

	57
	Replaces
	[5]
	c13

	58
	Reply-To
	[5]
	o

	59
	Request-Disposition
	[5]
	c12

	60
	Require
	[5]
	m

	61
	Resource-Priority
	sub-clause 6.1.1.3.1
	m

	62
	Route
	[5]
	m

	63
	Security-Client
	[5]
	n/a

	64
	Security-Verify
	[5]
	n/a

	65
	Server
	[5]
	o

	66
	Session-Expires
	[5]
	c14

	67
	Subject
	[5]
	c15

	68
	Supported
	[5]
	m

	69
	Timestamp
	[5]
	m

	70
	To
	[5]
	m

	71
	Trigger-Consent
	[5]
	c17

	72
	User-Agent
	[5]
	m

	73
	User-to-User
	[5]
	c18

	74
	Via
	[5]
	m

	75
	Warning
	[5]
	o

	76
	WWW-Authenticate
	[5]
	m

	c1:
m in case of presence of caller preferences and ICSI or IARI values.

c2:
IF Table 6.1/8 THEN m ELSE i - - INVITE request method.
c3:
IF (Table 6.1/10 OR Table 6.1/15A OR Table 6.1/20) THEN m ELSE i - - NOTIFY request method or PUBLISH request method or SUBSCRIBE request method.
c4:
m in case of SIP location conveyance, else n/a.
c5:
IF (Table 6.1/15B OR Table 6.1/19 OR Table 6.1/21) THEN m ELSE i - - PUBLISH response method or REGISTER response method or SUBSCRIBE response method.
c6:
m in case of a trust relationship between the interconnected networks, else n/a.
c7:
m in case of a trust relationship between the interconnected networks, else o.
c8:
IF (Table 6.1/8 OR Table 6.1/9 OR Table 6.1/14 OR Table 6.1/15 OR Table 6.1/22 OR Table 6.1/23) THEN m ELSE n/a - - INVITE request or INVITE response or PRACK request or PRACK response or UPDATE request or UPDATE response

c9:
IF Table 6.1/18 THEN m ELSE n/a - - REGISTER request method.
c10:
IF (Table 6.1/8 OR Table 6.1/9A) THEN i ELSE n/a - - INVITE request method or MESSAGE request method.
c11:
IF (Table 6.1/8 OR Table 6.1/9A) THEN m ELSE n/a - - INVITE request method or MESSAGE request method.
c12:
m in case of presence of caller preferences.
c13:
IF Table 6.1/8 THEN m ELSE n/a - - INVITE request method.
c14:
m in case of presence of SIP session timer.
c15:
IF (Table 6.1/8 OR Table 6.1/9A OR Table 6.1/15A) THEN o ELSE n/a - - INVITE request method or MESSAGE request method or PUBLISH request method.
c16:
IF (Table 6.1/8 OR Table 6.1/9A OR Table 6.1/15A) THEN m ELSE n/a - - INVITE request method or MESSAGE request method or PUBLISH request method.
c17:
m in case of a framework for consent-based communications in SIP
c18:
m in case of transporting user to user information for call centers using SIP


Editor’s note:
The content of the table is preliminary and requires a review.
Table A.2: Key to notation codes for SIP headers
	Notation code
	Meaning 

	m
	The SIP header is applicable at II-NNI.
Supporting sending a SIP header at the II-NNI means that this header is passed transparently through the II-NNI. It does not imply that network elements inside the networks support this header, where 3GPP TS 24.229 [5] is applied.
Based on bilateral agreement if  a "m" SIP header is missing in a SIP request, the SIP request, the SIP request can be rejected with an appropriate Response.

	o
	The applicability of SIP header at II-NNI depends on bilateral agreement between the operators.

	n/a
	It is impossible to use the SIP header at the II-NNI. This header could be discarded by the IBCF.

	c <integer>
	The applicability of the SIP header ("m", "o", "n/a" or "i") depends on other optional or conditional items. <integer> is the identifier of the conditional expression.

	i
	Header outside the scope of the given specification. 


Editor’s Note: Better rewording of the values’ meaning could be requested.

Tables 2 and 3 in Clause 20 of RFC 3261 
Those tables are very helpful for a first plausibility check, but are incomplete as they do not cover SIP extensions.  The table takes a dynamic view, but frequently indicates “c” for conditional, but does not describe the condition, which rather needs to be searched in the specification text. In that sense, the table does not provide complete information.
      Header field              where      proxy  ACK BYE CAN INV OPT REG

      __________________________________________________________________
      Accept                      R                -   o   -   o   m*  o

      Accept                     2xx               -   -   -   o   m*  o

      Accept                     415               -   c   -   c   c   c

      Accept-Encoding             R                -   o   -   o   o   o

      Accept-Encoding            2xx               -   -   -   o   m*  o

      Accept-Encoding            415               -   c   -   c   c   c

      Accept-Language             R                -   o   -   o   o   o

      Accept-Language            2xx               -   -   -   o   m*  o

      Accept-Language            415               -   c   -   c   c   c

      Alert-Info                  R          ar    -   -   -   o   -   -

      Alert-Info                 180         ar    -   -   -   o   -   -

      Allow                       R                -   o   -   o   o   o

      Allow                      2xx               -   o   -   m*  m*  o

      Allow                       r                -   o   -   o   o   o

      Allow                      405               -   m   -   m   m   m

      Authentication-Info        2xx               -   o   -   o   o   o

      Authorization               R                o   o   o   o   o   o

      Call-ID                     c           r    m   m   m   m   m   m

      Call-Info                              ar    -   -   -   o   o   o

      Contact                     R                o   -   -   m   o   o

      Contact                    1xx               -   -   -   o   -   -

      Contact                    2xx               -   -   -   m   o   o

      Contact                    3xx          d    -   o   -   o   o   o

      Contact                    485               -   o   -   o   o   o

      Content-Disposition                          o   o   -   o   o   o

      Content-Encoding                             o   o   -   o   o   o

      Content-Language                             o   o   -   o   o   o

      Content-Length              ar               t   t   t   t   t   t

      Content-Type                                 *   *   -   *   *   *

      CSeq                        c           r    m   m   m   m   m   m

      Date                                    a    o   o   o   o   o   o

      Error-Info               300-699        a    -   o   o   o   o   o

      Expires                                      -   -   -   o   -   o

      From                        c           r    m   m   m   m   m   m

      In-Reply-To                 R                -   -   -   o   -   -

      Max-Forwards                R          amr   m   m   m   m   m   m

      Min-Expires                423               -   -   -   -   -   m

      MIME-Version                                 o   o   -   o   o   o

      Organization                           ar    -   -   -   o   o   o

      Priority                    R          ar    -   -   -   o   -   -

      Proxy-Authenticate         407         ar    -   m   -   m   m   m

      Proxy-Authenticate         401         ar    -   o   o   o   o   o

      Proxy-Authorization         R          dr    o   o   -   o   o   o

      Proxy-Require               R          ar    -   o   -   o   o   o

      Record-Route                R          ar    o   o   o   o   o   -

      Record-Route             2xx,18x       mr    -   o   o   o   o   -

      Reply-To                                     -   -   -   o   -   -

      Require                                ar    -   c   -   c   c   c

      Retry-After          404,413,480,486         -   o   o   o   o   o

                               500,503             -   o   o   o   o   o

                               600,603             -   o   o   o   o   o

      Route                       R          adr   c   c   c   c   c   c

      Server                      r                -   o   o   o   o   o

      Subject                     R                -   -   -   o   -   -

      Supported                   R                -   o   o   m*  o   o

      Supported                  2xx               -   o   o   m*  m*  o

      Timestamp                                    o   o   o   o   o   o

      To                        c(1)          r    m   m   m   m   m   m

      Unsupported                420               -   m   -   m   m   m

      User-Agent                                   o   o   o   o   o   o

      Via                         R          amr   m   m   m   m   m   m

      Via                        rc          dr    m   m   m   m   m   m

      Warning                     r                -   o   o   o   o   o

      WWW-Authenticate           401         ar    -   m   -   m   m   m

      WWW-Authenticate           407         ar    -   o   -   o   o   o
