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1. Introduction
For UEs trying to access HNBs, RAN3 has agreed to perform mandatory access control at [1]:

· HNB-GW for pre-Rel8 UEs

· core network (SGSN or MSC/VLR) for Rel8 UEs

This paper clarifies how HNB-GW and core network will know which one of them is responsible to perform the access control. It also clarifies the information required by the core network to perform the access control.
2. Discussion

Access control for a pre-Rel8 UE trying to access a HNB/CSG cell is performed at the HNB-GW during the UE Registration procedure [2]. The HNB uses this procedure to provide UE identification data which includes UE’s access stratum release information to the HNB-GW. Therefore, HNB-GW, based on the received UE release information, decides/knows whether it or the core network is responsible for performing CSG based access control on the UE.

At the core network, the CSG based access control for release 8 UEs is performed when RANAP Initial UE Message containing CSG ID and intial NAS message such as LU/RAU/Attach Request is received from a HNB/CSG cell [1]. However, as these NAS messages will also be received for pre-Release 8 UEs without any UE release information, it is proposed that along with CSG ID, an indicator in RANAP Initial UE Message should be sent by the HNB to tell the core network that whether or not it needs to perform CSG based access control on the UE. 
Moreover, if the core network decides to perform access control, it is important for it to know if the UE’s NAS layer understands CSG and the new cause value of #25 (in case the access control is unsuccessful) in MM reject messages. Therefore, in [3], it is proposed that UE’s support of new cause value #25 needs to be signalled to the network as part of the MS Network Capability.
3. Conclusions

For the core network to perform CSG based access control on R8 UEs, it is proposed that in addition to the existing information, the core network should receive:

· an access control indicator from the HNB in RANAP Initial UE Message to understand whether or not it needs to perform CSG based access control on the UE

· Cause value #25 support bit as a part of MS Network Capability IE to let core network know if the UE’s NAS understands new cause value #25 in MM reject message (required for CSG based access control)
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