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* * * First Change * * * 
6.5.3
UE requested bearer resource modification procedure

6.5.3.1
General

The purpose of the UE requested bearer resource modification procedure is for a UE to request a modification (e.g. allocation or release) of bearer resources for a traffic flow aggregate. The UE can request or modify a specific QoS demand (QCI) and optionally it can either send a GBR requirement, for a new traffic flow aggregate, or modify the existing GBR. If accepted by the network, this procedure invokes a dedicated EPS bearer context activation procedure (see subclause 6.4.2),an EPS bearer context modification procedure (see subclause 6.4.3), or an EPS bearer context deactivation procedure (see subclause 6.4.4).

6.5.3.2
UE requested bearer resource modification procedure initiation

In order to request the modification of bearer resources for one traffic flow aggregate, the UE shall send a BEARER RESOURCE MODIFICATION REQUEST message to the MME, start timer T3480 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.3.2.1). The traffic flow aggregate is represented as packet filters in the Traffic flow aggregate IE. 
If the UE requests the release of bearer resources associated with the traffic flow aggregate, the UE shall not include the Required traffic flow QoS IE in the BEARER RESOURCE MODIFICATION REQUEST message, but shall include the ESM cause IE. The cause value typically indicates one of the following:

#36:
regular deactivation
Editor's note: Other cause values are FFS.
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Figure 6.5.3.2.1: UE requested bearer resource modification procedure

6.5.3.3
UE requested bearer resource modification procedure accepted by the network

Upon receipt of the BEARER RESOURCE MODIFICATION REQUEST message, the MME checks whether the resources requested by the UE can be established, modified or released by verifying the bearer identity given in the Linked EPS bearer identity IE to be any of the active default EPS bearer context(s).

If the bearer resource modification requested is accepted by the network, the MME shall initiate either a dedicated EPS bearer context activation procedure, an EPS bearer context modification procedure or an EPS bearer context deactivation procedure. Upon receipt of an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST, MODIFY EPS BEARER CONTEXT REQUEST or DEACTIVATE EPS BEARER CONTEXT REQUEST with a PTI which matches the value used for the BEARER RESOURCE MODIFICATION REQUEST, the UE shall stop timer T3480 and enter the state PROCEDURE TRANSACTION INACTIVE.

If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST is received, the UE shall enter the state BEARER CONTEXT ACTIVE and verify that the bearer identity given in the EPS bearer identity IE is not already used by any dedicated EPS bearer contexts associated with the included linked EPS bearer identity.

If the MODIFY EPS BEARER CONTEXT REQUEST is received, the UE verifies that the bearer identity given in the EPS bearer identity IE is any of the active EPS bearer contexts.

If the DEACTIVATE EPS BEARER CONTEXT REQUEST is received, the UE verifies that the bearer identity given in the EPS bearer identity IE is any of the active EPS bearer contexts associated with the included linked EPS bearer identity and enters the state BEARER CONTEXT INACTIVE.

* * * Next Change * * * 
8.3.8
Bearer resource modification request

8.3.8.1
Message definition
This message is sent by the UE to the network to request the modification of a dedicated bearer resource. See table 8.3.8.1.

Message type:
BEARER RESOURCE MODIFICATION REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.8.1: BEARER RESOURCE MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	Bearer resource modification request message identity
	Message type

9.8
	M
	V
	1

	
	Linked EPS bearer identity
	Linked EPS bearer identity

9.9.4.6
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.9.2.7
	M
	V
	1/2

	
	Traffic flow aggregate
	Traffic flow aggregate description

9.9.4.15
	M
	LV
	2-256

	5B
	Required traffic flow QoS
	EPS quality of service

9.9.4.3
	O
	TLV
	3-11

	58
	ESM cause
	ESM cause

9.9.4.4
	O
	TV
	2

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253


8.3.8.2
Required traffic flow QoS
This IE is included in the message when the UE requests a modification or activation of QoS for the indicated traffic flows. This IE shall not be included when the UE requests the release of the resources for the indicated traffic flows.
8.3.8.3
ESM cause
This IE is included in the message when the UE requests the release of the resources for the indicated traffic flows.

8.3.8.4
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.

* * * Next Change * * * 
9.9.4.15
Traffic flow aggregate description

The purpose of the Traffic flow aggregate description information element is to specify the aggregate of packet filters and their related parameters and operations for a EPS bearer. The traffic flows aggregate description may contain the aggregate of packet filters for the downlink direction, the uplink direction or packet filters that apply for both directions. The packet filters determine the traffic mapping to EPS bearers. The downlink packet filters shall be applied by the network, and the uplink packet filters shall be applied by the UE. A packet filter that applies for both directions shall be applied by the network as a downlink packet filter and by the UE as an uplink filter.
A Traffic flow aggregate description information element can contain up to 16 packet filters.
.

The Traffic flow aggregate description information element is coded as shown in figure 9.9.4.15.1 and table 9.9.4.15.

The Traffic flow aggregate description is a type 4 information element with a minimum length of 3 octets. The maximum length for the IE is 964 octets.
NOTE :
A maximum size IPv4 packet filter can be 32 bytes. A maximum size IPv6 packet filter can be 60 bytes. The maximum length of the IE comes from the case when it contains 16 IPv6 packet filters.
	
	8
7
6
5
4
3
2
1
	

	
	The Traffic flow aggregate description IEI
	Octet 1

	
	Length of The Traffic flow aggregate description IE
	Octet 2

	
	
	Octet 3

	
	0 0 0 0

Spare 
	Number of packet filters
	Octet 4

	
	0 0 

Spare
	Packet filter direction
	0 0 0 0

Spare
	Octet 5

	
	Packet filter evaluation precedence 1
	Octet 6

	
	Length of Packet filter contents 1
	Octet 7

	
	Packet filter contents 1
	Octet 8
Octet m

	
	0 0 

Spare
	Packet filter direction
	0 0 0 0

Spare
	Octet m+1

	
	Packet filter evaluation precedence 2
	Octet m+2

	
	Length of Packet filter contents 2
	Octet m+3

	
	Packet filter contents 2
	Octet m+4

Octet n

	
	…
	Octet n+1

Octet y

	
	0 0 

Spare
	Packet filter direction
	0 0 0 0

Spare
	Octet y+1

	
	Packet filter evaluation precedence N
	Octet y+2

	
	Length of Packet filter contents N
	Octet y+3

	
	Packet filter contents N
	Octet y+4

Octet z


Figure 9.9.4.15.1: Traffic flow aggregate description information element

Table 9.9.4.15.1: Traffic flow aggregate description information element

	Number of packet filters (octet 4)

The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 3 where bit 4 is the most significant and bit 1 is the least significant bit. The number of packet filters shall be greater than 0 and less than or equal to 16. 

The bits 8 through 5 of octet 3 are spare and shall be coded as zero

Packet filter list (octets 5 to z)

Each packet filter is of variable length and consists of 

-
a packet filter direction (1 octet); 
-
a packet filter evaluation precedence (1 octet);

- 
the length of the packet filter contents (1 octet); and
-
the packet filter contents itself (v octets).

The packet filter direction is used to indicate, in bits 5 and 6, for what traffic direction the filter applies:

00 - Reserved
01 - downlink only
10 - uplink only
11 - bidirectional

Bits 8 through 7 and bits 4 through 1 are spare bits.

The packet filter evaluation precedence field is used to specify the precedence for the packet filter among all packet filters associated with this PDP address. Higher the value of the packet filter evaluation precedence field, lower the precedence of that packet filter is. The first bit in transmission order is the most significant bit.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit. 

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.

The term local refers to the MS and the term remote refers to an external network entity.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1 

0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 1 0 0 0 0 0
IPv6 remote address type
0 0 1 1 0 0 0 0
Protocol identifier/Next header type
0 1 0 0 0 0 0 0
Single local port type
0 1 0 0 0 0 0 1
Local port range type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/Traffic class type
1 0 0 0 0 0 0 0
Flow label type

All other values are reserved.

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv6 remote address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.

For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "Single local port type" and "Single remote port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "Local port range type" and "Remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "Security parameter index", the packet filter component value field shall be encoded as four octet which specifies the IPSec security parameter index.

For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first.

For "Flow label type", the packet filter component value field shall be encoded as three octet which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.


* * * Next Change * * * 
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