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1. Introduction

In SA2 #65, it was agreed that MME can reject service request for CS fallback (S2-085396).  This contribution thus proposes to add a new NAS mechanism in MME to reject CS Fallback Service Request with a new cause value.
2. Discussion
2.1 Background

The following new MME functionality was added in CS Fallback Stage 2 (TS23.272): 

 "Rejecting CS Fallback call request (e.g. due to O&M reasons)"

One of the reasons why such text was introduced is the access control being applied in GERAN / UTRAN. 

During CS Fallback call establishment procedure (for MO + MT calls), there is no occasion which UE checks the contents of broadcast channel in GERAN / UTRAN.  Due to this fact, when access control is applied in GERAN / UTRAN, UE does not check if its access class is barred or not, and eventually CS Fallback calls can go through the access control applied in GERAN / UTRAN.  In this example, the operator may wish to disable CSFB functionality in MME (via O&M) to prevent further loading to surrending 2/3G cell. 
SA2 also agreed that LTE access control is not enhanced so that CS Fallback reject should only take place in MME.  
2.2 Clarification of the Rejecting mechanism of CS Fallback Service Request
Considering the above use case (Access Control being applied in GERAN / UTRAN), the new MME functionality added in Stage 2 is meant to provide a capability similar to LTE access control only for CS fallback service request, but in a much larger (MME area) granularity.

SA2 already agreed that LTE access control is not enhanced so that CS Fallback reject will only take place in MME. It is still possible to apply LTE access control to stop UEs making calls, but if we apply the LTE access control, all Service Requests (including EPS service request and CS fallback request) are barred, which will not fulfil the SA2 requirement to only reject CS fallback service request.
As previously introduced and discussed in CT1, the LTE access control defined in TS36.331 provides a capability to set barring status for Mobile originating calls, and emergency calls.  Mobile terminating calls are NOT barred at all.  Also, an AS level back-off timer is introduced for LTE access control.  This timer stops UE making calls until it expires, in order to prevent UE making calls immediately after the call request is failed due to access control.  Similar functionality should be adopted for CS Fallback reject in MME.

Of course, the simplest way to achieve the access control in MME is to 'reject everything'.  However if this 'all or nothing' type reject is applied, emergency calls will also be rejected.  This is a major concern from an operator point of view and therefore it is proposed to allow MME to decide whether to bar emergency call based on the information provided by the UE.

Table 1: Proposed Patterns of CS Fallback Reject in MME
	MO Call Request
	MT Call Request
	Emergency Call

	MME decide whether to reject
based on info provided by UE.
	Always allowed
	MME decide whether to reject

based on info provided by UE


It is thus proposed to agree that MME can decide to reject based on CS Fallback service request type i.e. MO, MT, Emergency, and provide back-off timer to prevent immediate re-sending of MO service request.
2.3 Necessary Enhancement of CS Fallback Service Request
In order for MME to distinguish service request for Mobile Originating / Mobile Terminating / Emergency Calls, it should be possible that UE send enough information to MME.

SAE emergency call is indeed in Rel-9 but it is for IMS based voice services.  But situation is different for CS Fallback.  CS Fallback is a ‘interim’ solution before IMS deployment – therefore capabilities to support emergency call for CSFB needs to be in Rel-8. 
It is thus proposed to agree that UE include MO / MT / Emergency type in Service Request.

Table 2:  Types of CS Fallback Request
	CS Fallback Service Request type value (octet 1, bit 1 to 3)

	

	Bits

	

	3
	2
	1
	
	

	0
	0
	0
	
	Mobile Originating Call

	0
	0
	1
	
	Mobile Terminating Call

	0
	1
	0
	
	Emergency Call

	


2.4 Necessary Enhancement of CS Fallback Service Reject
The assumption of the above access control example is that only CS fallback back request is rejected but Non-CSFB service requests is not affected.

To inform customers that it is only CS-Fallback being disabled and other EPS services may be allowed, the network should introduce a new cause value.  The cause value should indicate user to stop the CS Fallback service request and halt for a while.

A back-off timer should also be introduced.  Currently in LTE access control (TS36.331), a back-off timer is introduced so that UE cannot make MO call for a period of time instructed by the network.  Similar mechanism is required to avoid users making calls repeatedly to save radio resources and network processing load.  

Without a special cause value for CS Fallback reject, it will not be clear to the customers if it's all EPS services which are disabled or if it's only CS-Fallback. Also, without a back-off timer UE can repeat making a call immediately after CS Fallback Service Request is rejected, leading to possible shortage of radio resources and network processing capabilities.

It is thus proposed to agree that MME include a new cause value to indicate "CS Fallback Disabled" and a back-off timer value in Service Reject.
3. Proposal

It is proposed for CT1 to agree on including these parameters in newly created SERVICE REQUEST and SERVICE REJECT for CS-Fallback.

This paper proposes changes for only SERVICE REJECT messages as following but Service type should be added for newly created SERVICE REQUEST.
Descriptions regarding Service Request not accepted by the network is updated.. 

Information Element which specifies wait timer is added to the structure of SERVICE REJECT message.

New timer is defined in EPS mobility management timers – UE side.
* * * First Change * * * *

5.6.1.4
Service request procedure not accepted by the network

If the service request cannot be accepted, the network shall return a SERVICE REJECT message to the UE including an appropriate reject cause value. When the reject cause is #XX, the MME shall include a value for timer T34xx in the SERVICE REJECT message.
On receipt of the SERVICE REJECT message, the UE shall stop timer T3417 and take the following actions depending on the received reject cause value.
#3

(Illegal MS);

#6

(Illegal ME);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall enter the state EMM-DEREGISTERED.


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI and ciphering key sequence number as specified in 3GPP TS 24.008 [6] for the case when the service request procedure is rejected with this cause value. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed.

NOTE:
The possibility to configure a UE so that the radio transceiver for a specific radio access technology is not active, although it is implemented in the UE, is out of scope of the present specification.

#7

(GPRS services not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed. The UE shall enter the state EMM-DEREGISTERED.


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [6] for the case when the service request procedure is rejected with this cause value.

#9

(MS identity cannot be derived by the network);


The UE shall set the EPS update status to EU2 NOT UPDATED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall enter the state EMM-DEREGISTERED.


Subsequently, the UE shall automatically initiate the attach procedure.

#10
(Implicitly detached);


The UE shall enter the state EMM-DEREGISTERED.NORMAL-SERVICE. The UE shall then perform a new attach procedure.

Editor's note: The need to re-establish any previously activated EPS bearer context is FFS.

#11
(PLMN not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall enter the state EMM-DEREGISTERED.PLMN-SEARCH.


The UE shall store the PLMN identity in the "forbidden PLMN list".


The UE shall perform a PLMN selection according to 3GPP TS 23.122 [3].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI, ciphering key sequence number and the location update attempt counter as specified in 3GPP TS 24.008 [6] for the case when the service request procedure is rejected with this cause value.

#12
(Tracking area not allowed);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and KSI. The UE shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE.


The UE shall store the current TAI in the list of "forbidden tracking areas for regional provision of service".


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [6] for the case when the service request procedure is rejected with this cause value.

Editor's note: If RAN2 is going to abandon the additional cell re-selection hysteresis at tracking area boundaries, the behaviour described above may need to be changed: the UE could remain in EMM-REGISTERED state, GUTI and all EPS bearer contexts could be kept.

#13
(Roaming not allowed in this tracking area);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). The UE shall enter the state EMM-REGISTERED.PLMN-SEARCH.


The UE shall store the current TAI in the list of "forbidden tracking areas for roaming".


The UE shall perform a PLMN selection according to 3GPP TS 23.122 [3].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state and GPRS update status as specified in 3GPP TS 24.008 [6] for the case when the service request procedure is rejected with this cause value.

#15
(No suitable cells in tracking area);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). The UE shall enter the state EMM-REGISTERED.LIMITED-SERVICE.


The UE shall store the current TAI in the list of "forbidden tracking areas for roaming".


The UE shall search for a suitable cell in another tracking area or in another location area in the same PLMN according to 3GPP TS 36.304 [13].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state and GPRS update status as specified in 3GPP TS 24.008 [6] for the case when the service request procedure is rejected with this cause value.

#25
(Not authorized for this CSG);


The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3). The UE shall enter the state EMM-REGISTERED.LIMITED-SERVICE.


The UE shall remove the CSG ID of the cell where the UE has sent the SERVICE REQUEST message from the Allowed CSG list.


The UE shall search for a suitable cell in the same PLMN according to 3GPP TS 36.304 [13].


If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state and GPRS update status as specified in 3GPP TS 24.008 [6] for the case when the service request procedure is rejected with this cause value.

#XX
(CS Domain Temporarily not available); 

The UE shall start timer T34xx and shall set the EPS update status to EU2 NOT UPDATED (and shall store it according to subclause 5.1.3.3). The UE shall enter the state EMM-REGISTERED.NORMAL-SERVICE.

The UE shall not try to send EXTENDED SERVICE REQUEST message for Mobile Originating services to the network until timer T34xx expires or the UE sends TRACKING AREA UPDATE REQUEST message.
Other values are considered as abnormal cases. The specification of the UE behaviour in those cases is described in subclause 5.6.1.5.
* * * Next Change * * * *

8.2.21
Service reject

This message is sent by the network to the UE in order to reject the service request procedure. See table 8.2.21.1.

Message type:
SERVICE REJECT

Significance:

dual

Direction:


network to UE

Table 8.2.21.1: SERVICE REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Service reject message identity
	Message type

9.8
	M
	V
	1

	
	EMM cause
	EMM cause

9.9.3.7
	M
	V
	1

	FFS
	T34xx value
	GPRS timer

9.9.3.14
	C
	TV
	2


8.2.21.x
T34xx value
The MME shall include this IE when the EMM cause is #xx. 
* * * Next Change * * * *

10.2
Timers of EPS mobility management

Table 10.2.1: EPS mobility management timers – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3402
	Default 12 min.

NOTE 1
	EMM-DEREGISTERED

EMM-REGISTERED
	At attach failure and the attempt counter is equal to 5.

At tracking area updating failure and the attempt counter is equal to 5.
	ATTACH REQUEST sent

TRACKING AREA UPDATE REQUEST sent
	Initiation of the attach procedure or TAU procedure

	T3410
	15s
	EMM-REGISTERED-INITIATED
	ATTACH REQUEST sent
	ATTACH ACCEPT received

ATTACH REJECT received
	Start T3411 or T3402 as described in subclause 5.5.1.2.6

	T3411
	10s
	EMM-DEREGISTERED. ATTEMPTING-TO-ATTACH

EMM-REGISTERED. ATTEMPTING-TO-UPDATE
	At attach failure due to lower layer failure, T3410 timeout or attach rejected with other causes than those treated in subclause 5.5.1.2.5.

At tracking area updating failure due to lower layer failure, T3430 timeout or TAU rejected with other causes than those treated in subclause 5.5.3.2.5.
	ATTACH REQUEST sent

TRACKING AREA UPDATE REQUEST sent
	Retransmission of the ATTACH REQUEST or TRACKING AREA UPDATE REQUEST

	T3412
	NOTE 2
	EMM-REGISTERED
	In EMM-REGISTERED, when EMM-CONNECTED mode is left.
	When entering state EMM-DEREGISTERED or when entering EMM-CONNECTED mode. 
	Initiation of the periodic TAU procedure

	T3416
	30s
	EMM-REGISTERED-INITIATED

EMM-REGISTERED

EMM-DEREGISTERED-INITIATED

EMM-TRACKING-AREA-UPDATING-INITIATED

EMM-SERVICE-REQUEST-INITIATED
	RAND and RES stored as a result of a UMTS authentication challenge
	SECURITY MODE COMMAND received

SERVICE REJECT received

TRACKING AREA UPDATE ACCEPT received

AUTHENTICATION REJECT received

AUTHENTICATION FAILURE sent

EMM-DEREGISTERED or EMM-NULL entered
	Delete the stored RAND and RES

	T3417
	5s
	EMM-SERVICE-REQUEST-INITIATED
	SERVICE REQUEST sent
	NAS Security mode control procedure is completed

Bearers have been set up

SERVICE REJECT received
	Abort the procedure

	T3418
	20s
	EMM-REGISTERED-INITIATED

EMM-REGISTERED

EMM-TRACKING-AREA-UPDATING-INITIATED

EMM-DEREGISTERED-INITIATED

EMM-SERVICE-REQUEST-INITIATED
	AUTHENTICATION FAILURE (cause = ‘MAC failure’) sent
	AUTHENTICATION REQUEST received
	On first expiry, the UE should consider the network as false

	T3420
	15s
	EMM-REGISTERED-INITIATED

EMM-REGISTERED

EMM-DEREGISTERED-INITIATED

EMM-TRACKING-AREA-UPDATING-INITIATED

EMM-SERVICE-REQUEST-INITIATED
	AUTHENTICATION FAILURE (cause = ‘synch failure’) sent
	AUTHENTICATION REQUEST received
	On first expiry, the UE should consider the network as false

	T3421
	15s
	EMM-DEREGISTERED-INITIATED
	DETACH REQUEST sent
	DETACH ACCEPT received
	Retransmission of DETACH REQUEST

	T3430
	15s
	EMM-TRACKING-AREA-UPDATING-INITIATED
	TRACKING AREA UPDATE REQUEST sent
	TRACKING AREA UPDATE ACCEPT received

TRACKING AREA UPDATE REJECT received
	Start T3411 or T3402 as described in subclause 5.5.3.2.6

	T3440
	10s
	EMM-REGISTERED-INITIATED

EMM-TRACKING-AREA-UPDATING-INITIATED

EMM-DEREGISTERED-INITIATED

EMM-SERVICE-REQUEST-INITIATED

EMM-REGISTERED
	ATTACH REJECT, DETACH REQUEST, TRACKING AREA UPDATE REJECT with any of the causes #11, #12, #13, #14 or #15

SERVICE REJECT received with any of the causes #11, #12, #13 or #15

TRACKING AREA UPDATE ACCEPT received after the UE sent TRACKING AREA UPDATE REQUEST with no "active" flag
	Signalling connection released
	Release the signalling connection and proceed as described in subclause 5.3.1

	T34xx
	NOTE X:
	EMM-REGISTERED
	SERVICE REJECT received with cause #xx
	TRACKING AREA UPDATE REQUEST sent 
	None

	NOTE 1:
The default value of this timer is used if the network does not indicate another value in an EMM signalling procedure.

NOTE 2:
The value of this timer is provided by the network operator during the attach and tracking area updating procedures.
NOTE X:   The value of this timer is provided by the network operator when Service Request for CS Fallback is rejected by the network with cause #xx.


* * * Next Change * * * *

5.5.3.2.2
Normal and periodic tracking area updating procedure initiation

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,
i)
when the UE detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the MME;

ii)
when the periodic tracking area updating timer T3412 expires;

iii)
when the UE with ISR active moves to E-UTRAN and the UE's TIN indicates "P-TMSI";

iv)
when the UE performs an intersystem change from S101 mode to S1 mode and has no user data pending;

v)
when the UE receives an indication from the lower layers that the RRC connection was released with cause "load balancing TAU required".
When the UE has user data pending and performs an intersystem change from S101 mode to S1 mode to a tracking area included in the TAI list stored in the UE, the UE shall perform a service request procedure instead of a tracking area updating procedure.
When initiating a tracking area updating procedure as a result of an Iu mode to S1 mode or A/Gb mode to S1 mode intersystem change, the UE shall handle the GUTI as follows:

-
if the TIN indicates "P-TMSI" and the UE holds a valid P-TMSI and RAI, the UE shall map the P-TMSI and RAI into the old GUTI IE. Additionally, if the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.

NOTE: Mapping the P-TMSI and RAI to the GUTI is specified in Annex H of 3GPP TS 23.401 [4].

-
if the TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI, the UE shall indicate the GUTI in the Additional GUTI IE.
After sending the TRACKING AREA UPDATE REQUEST message to the MME, the UE shall start timer T3430 and enter state EMM-TRACKING-AREA-UPDATING-INITIATED (see figure 5.5.3.2.2). If timer T3402 is currently running, the UE shall stop timer T3402. If timer T3411 is currently running, the UE shall stop timer T3411. If timer T34xx is currently running, the UE shall stop timer T34xx.
In the TRACKING AREA UPDATE REQUEST message the UE shall include a GUTI and the last visited registered TAI, the update type indicating the type of the tracking area updating. If the UE's TIN indicates "P-TMSI" the UE shall map the valid P-TMSI and RAI into the old GUTI. If a UE in EMM-IDLE mode has uplink user data pending when it initiates the tracking area updating procedure, or uplink signalling not related to the tracking area updating procedure, it may also set an "active" flag in the TRACKING AREA UPDATE REQUEST message to indicate the request to establish the user plane to the network and to keep the NAS signalling connection after the completion of the tracking area updating procedure.

If the UE has an EPS security context, the UE shall include the KSIASME in the TRACKING AREA UPDATE REQUEST message. Otherwise, the UE shall set the KSIASME to the value "no key is available". The UE shall set the KSISGSN to the value "no key is available".

When the tracking area updating procedure is initiated to perform an intersystem change from A/Gb mode or Iu mode to S1 mode, the UE shall include the KSIASME in the TRACKING AREA UPDATE REQUEST message if the UE has a cached EPS security context. Otherwise, the UE shall set the KSIASME to the value "no key is available". 
When the tracking area updating procedure is initiated in EMM-IDLE mode to perform an intersystem change from A/Gb mode or Iu mode to S1 mode, the UE shall include the KSISGSN in the TRACKING AREA UPDATE REQUEST message. If the UE does not have a cached EPS security context, the UE shall include the NONCEUE IE in the TRACKING AREA UPDATE REQUEST message. The TRACKING AREA UPDATE REQUEST message shall be integrity protected with the cached EPS security context if the UE has one. If the UE does not have a cached EPS security context, the TRACKING AREA UPDATE REQUEST message shall not be integrity protected.

When the tracking area updating procedure is initiated in EMM-CONNECTED mode to perform an intersystem change from A/Gb mode or Iu mode to S1 mode, the UE shall take one of the following actions:

-
If the MME has indicated the KSIASME in the handover command through the lower layer and the UE has a cached EPS security context identified by the KSIASME, the UE shall provide the KSIASME to lower layers and send the TRACKING AREA UPDATE REQUEST message including the KSISGSN IE and integrity protect the message with the cached EPS security context; or

-
if the UE does not have any cached EPS security, the UE shall provide the KSISGSN to lower layers context and send the TRACKING AREA UPDATE REQUEST message including the KSISGSN IE and shall not integrity protect the message.

Editor's note: if the SA3 revisits the issue of the key freshness during intersystem change, CT1 would have to align accordingly.

When the tracking area updating procedure is initiated in EMM-IDLE mode, the UE may also include an EPS bearer context status IE in the TRACKING AREA UPDATE REQUEST message, indicating which EPS bearer contexts are active in the UE.
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Figure 5.5.3.2.2.1: Tracking area updating procedure

5.5.3.2.3
EMM common procedure initiation

allocated,





If GUTI 





Start T3430





TRACKING AREA UPDATE REQUEST





Stop T3430





TRACKING AREA UPDATE REJECT





or





Start T3450





Stop T3450





Start T3430





Stop T3430





TRACKING AREA UPDATE COMPLETE





TRACKING AREA UPDATE ACCEPT





If GUTI allocated,





TRACKING AREA UPDATE REQUEST





Network





UE








