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1. Introduction
The Access Network Identity character string is currently defined in 24.302 to follow UTF-8 encoding rules as specified in IETF RFC 3629. In order to avoid that the ANID character string is represented by different character sequences as allowed by UTF-8, the encoding to octet strings shall take into account the Unicode Standard Normalization Form. If this is not done, different octet strings for the same ANID could cause mismatch in the authenitcation keys.
24.302 should refer to the specific version 5.1.0 of the Unicode specification based on the explanation there: "If an implementation normalizes a string that contains characters that are not assigned in the version of Unicode that it supports, that string might not be in normalized form according to a future version of Unicode. For example, suppose that a Unicode 5.0 program normalizes a string that contains new Unicode 5.1 characters. That string might not be normalized according to Unicode 5.1."

2. Reason for Change
The Access Network Identity character string definition in 24.302 needs to be made unambiguous.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302, version 1.1.0.
* * * First Change * * * *
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<Proposed change in revision marks>

8.1.1 
Access Network Identity format and coding
8.1.1.1
Generic format of the Access Network Identity

The Access Network Identity shall take the generic format of an octet string of maximum length 253 without terminating null characters. Representation as a character string is allowed, but this character string shall be converted into an octet string of maximum length 253 according to UTF-8 encoding rules as specified in IETF RFC 3629 [32] before the Access Network Identity is input to the Key Derivation Function, as specified in  TS 33.402 [14], or used in the Access Network Identity indication from 3GPP AAA server to UE, cf. clause 8.2.2. The ANID shall be represented by Unicode characters encoded as UTF-8 as specified in IETF RFC 3629 [32] and formatted using Normalization Form KC (NFKC) as specified in [yy].

