
3GPP TSG CT WG1 Meeting #56
C1-084879
Shanghai, P.R. China, 10th – 14th November 2008

Source:
Huawei
Title:
Pseudo-CR on IP Address Allocation
Spec:
3GPP TS 24.302 v1.1.0
Agenda item:
9.2.2
Document for:
Decision

1. Introduction
<Introduction part >

2. Reason for Change
There is no description of IP address allocation in TS 24.302
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302 v1.1.0.
* * * First Change * * * *
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6.x
IP address allocation

6.x.1
IP Address Allocation in Trusted Non-3GPP IP Access using PMIPv6 on S2a

The following IP address/prefix allocation methods are specified for The trusted non-3GPP Access in EPS:
-
IPv4 address allocation and IPv4 parameter configuration via DHCPv4.-
Support for IPv4 Address allocation that is received from PDN GW from PMIPv6 Proxy Binding Acknowledgement using access specific mechanisms.

-
/64 IPv6 prefix allocation via IPv6 stateless address autoconfiguration.

-
IPv6 parameter configuration via stateless DHCPv6.
6.x.1.1
IPv4 address configuration via DHCPv4
The UE can send a DHCPDISCOVER message and uses DHCPv4 as specified in IETF RFC 2131 [x] to configure the IPv4 address and additional IPv4 parameters. The network, acting as DHCPv4 server, replies with the options requested by the UE.

The UE can send a DHCPRELEASE message and uses DHCPv4 as specified in IETF RFC 2131 [x] to relinquish the allocated IPv4 address and cancel remaining lease. The network (the PDN GW or Trusted non-3GPP access gateway) will initiate a PDN disconnect procedure as specified in TS 23.402 [6] if the PDN Type is IPv4, otherwise the network will initiate a IPv4 address Delete Procedure as specified in TS 23.402 [6] if the PDN Type is IPv4v6.
6.x.1.2
IPv6 stateless address autoconfiguration

The IPv6 stateless address autoconfiguration procedure is defined in IETF RFC 4862 [21]. 

The UE can send a Router Solicitation message to trigger the network to send a Router Advertisement (see IETF RFC 4861 [y]). The network, i.e. the MAG periodically sends Router Advertisement messages when the PMIPv6 binding is setup and the MAG receives the IPv6 prefix in the Proxy Binding Acknowledgement message.

To indicate to the UE that stateless address autoconfiguration is performed, the Router Advertisement has the M flag ("Managed Address Configuration" flag) cleared. The O flag ("Other Configuration" flag) can be set if additional parameters can be provided via DHCPv6.

One prefix is included in the Router Advertisement. The Prefix Information Option which contains the prefixes has the A flag ("Autonomous Address-Configuration" flag) set and the L flag ("On-Link" flag) cleared.

When creating a global IPv6 address, the UE can use any interface identifier. There is no restriction on the value of the interface identifier, since the prefixes are uniquely allocated to the UE. As the network guarantees that the prefixes in the Router Advertisements are unique, the UE does not perform the Duplicate Address Detection procedure.

6.x.1.3
IPv6 parameter configuration via stateless DHCPv6

If the O flag ("Other Configuration" flag) is set in the Router Advertisement (see IETF RFC 4861 [y]) and the UE needs to configure additional IP parameters (e.g. the DNS server address) that were not provided during the attach procedure or the IPv6 address allocation procedure, the UE sends a DHCPv6 Information-Request message including the options it wishes to receive, as specified in IETF RFC 3736 [z].

6.x.2
IP Address Allocation in Untrusted Non-3GPP IP Access using PMIPv6 on S2b

When an Untrusted Non-3GPP IP access is used two types of IP address are allocated to the UE:

-
An IP address, which is used by the UE within the Untrusted Non-3GPP IP Access Network to get IP connectivity towards the ePDG. 

-
One or more IP address(es), which is used by the UE towards the external PDNs via the allocated PDN GW(s).

The IP address allcoation is during the IPsec tunnel establishment procedure as described in section 7.2.2.
