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Abstract:
The “sos” URI parameter has been proposed as a method of marking the REGISTER request for emergency registration. This paper suggests some alternative approaches to performing such marking in the event that IETF progress of the URI parameter is not sufficient for a 3GPP release 7 solution. 

Introduction:

3GPP Release 7 included the use of Emergency public user identities specifically to be used during emergency calls. These identities are registered at the time of initiating an emergency call. However, due to provisioning difficulties and incompatibilities with the current IMS identities provisioning model in the HSS, the requirement for Emergency public user identities was removed. 
Discussion on alternative methods for marking the emergency registration was initiated during 3GPP CT1#54 where a gap analysis for IMS emergency services was presented [1]. Further issues were also highlighted in this analysis and the mechanisms described proposed to solve all four highlighted issues. An alternative solution was also proposed based upon the IMS Communication Service Identifier [2]. Further discussion resulted in 3GPP CT1 agreeing that a new URI parameter will be defined. The new “sos” URI parameter is proposed to be included in the Contact header of SIP requests and responses related to emergency sessions [3]. However, there is a risk that standardization of this parameter may take a longer time than 3GPP is prepared to wait in order to address this essential requirement in release 7 which is a frozen release. In addition, there have been some comments made on the IETF ECRIT working group mailing list suggesting that the “sos” URI parameter is not the best solution, but it has been acknowledged that 3GPP have an urgent need to address the issue of marking the emergency registration.  
This paper proposes alternative mechanisms to address the requirement of marking the emergency registration. The “sos” URI parameter is of course the first proposed mechanism. The second mechanism is based upon the use of the Call-Info header field and then the third mechanism is based on the use of a special instance-id to create an emergency specific GRUU.

Option 1: “sos” URI parameter

The use of the “sos” URI parameter in the Contact header as described in [3].

Option 2: Call-Info header

When the UE performs emergency registration, the UE shall include the Call-Info header field with the Service URN “urn:service:sos” and a purpose parameter “info”. 
Thus the REGISTER request includes the following:
Call-Info: <urn:service:sos>; purpose=info

The Call-Info header containing the Service URN is returned to the UE in the 200 (OK) response upon successful registration. 

Option 3: Emergency GRUU

For emergency registration, generate the UUID URN as per normal procedures defined in [4]

 REF _Ref213058121 \r \h 
[5], but append sos to the UUID so the Contact header is as follows:

Contact: <sip:callee@192.0.2.2>
        ;+sip.instance="<urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6:sos>"

Outbound [6] does not mandate the use of RFC 4122 to generate the instance ID. In this case RFC 4122 is used but modified to include the emergency indication. 
   “A UA SHOULD create a UUID URN [RFC4122] as its instance-id.  The UUID

   URN allows for non-centralized computation of a URN based on time,

   unique names (such as a MAC address), or a random number generator.”

The 200 (OK) response then contains the Contact header as:

Contact: <sip:callee@192.0.2.2>
 ;pub-gruu="sip:callee@example.com;gr=urn:
  uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6:sos"
 ;temp-gruu="sip:tgruu.7hs==jd7vnzga5w7fajsc7-ajd6fabz0f8g5@example.com;gr"
 ;+sip.instance="<urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6:sos>"
 ;expires=3600

The above Contact header examples are for illustration purposes, taken from the GRUU internet draft [4] and modified. The UE uses this contact address in the emergency INVITE. 
Proposal:
It is proposed that 3GPP CT1 discusses the above mechanisms for marking emergency REGISTER requests and adopts one of the proposed options for release 7 IMS Emergency Services. 
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