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1. Introduction
This paper for information is the results of a study to determine the status of references in cdma X.P0057 to 3GPP 24.301.

2. Reason for Change

NA

3. Proposal

CT1 delegates should determine if the information given in this paper is correct.

Reference for IP Addressing
Section 5.5.2 of X.P0057 states: The P-GW

may use DHCPv4 to obtain the IP address from the external PDN. If RADIUS or Diameter is used towards the external PDN as described in TS 23.401 [13] , the IP address can be fetched as part of these procedures.

Status:  Reference is sufficiently covered
Section 6.2 of 24.301 covers the allocation by the EPS of IPv4 addresses or IPv6 unique prefixes, to the UE.   To summarize the specification in 24.301, for IPv6 addresses, an interface id sent by the MME is used for the link local only address.  The SGW or PGW receives a router solicitation and sends a router advertisement that contains a unique IPv6 prefix.  The UE can choose any interface value knowing that the address will be unique due to the unique prefix. Therefore no Duplicate address detection  is necessary. DHCPv6 is used only for getting additional network configuration values and cannot be used to get IPv6 addresses.  One method for getting an IPv4 address, is the UE gets an IPv4 address from the PDN Gateway through the MME via the “PDN address” IE.  The other mechanism is via DHCPv4 after allocation of the default bearer for a PDN.
The text of section 6.2 of 24.301 follows.

6.2
IP address allocation

6.2.1
General

The UE can configure an IPv4 address during the attach procedure. The UE can obtain an IPv4 address and/or an IPv6 prefix via an IETF-based IP address allocation mechanism once the default bearer is established.

The following IETF-based IP address/prefix allocation methods are specified in this specification:

a)
/64 IPv6 prefix allocation via IPv6 stateless address autoconfiguration;

b)
IPv4 address allocation and IPv4 parameter configuration via DHCPv4;

c)
IPv6 parameter configuration via stateless DHCPv6.

NOTE:
From the perspective of the UE, the procedure used to allocate a static IP address via NAS signalling is the same as the procedure used to allocate a dynamic IP address specified in subclause 6..2.2.
6.2.2
IP address allocation via NAS signalling

The UE shall set the PDN type IE in the PDN CONNECTIVITY REQUEST message based on its IP stack configuration as follows:

-
A UE, which is IPv6 and IPv4 capable, shall set the PDN type IE to IPv4v6.

-
A UE, which is only IPv4 capable, shall set the PDN type IE to IPv4.

-
A UE, which is only IPv6 capable, shall set the PDN type IE to IPv6.

-
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDN type IE to IPv4v6.

If the UE wants to use DHCPv4 for IPv4 address assignment, it shall indicate that to the network within the Protocol Configuration Options IE in the PDN CONNECTIVITY REQUEST.
On receipt of the PDN CONNECTIVITY REQUEST message sent by the UE, the network when allocating an IP address shall take into account the PDN type IE, the operator policies of the home and visited network, and the user's subscription data.
If the UE requests for PDN type IPv4v6, but the subscription is limited to IPv4 only or IPv6 only for the requested APN, the MME shall set the PDN type in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE to a single address PDP type (IPv4 or IPv6).

Editor's note: the reason cause sent to the UE in this case is FFS. However the UE should not request another PDN connectivity to get a different PDN Type.

If the UE requests PDN type IPv4v6, but the PDN GW operator preferences dictate the use of IPv4 addressing only or IPv6 addressing only for this APN, the MME shall set the PDN type in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE to a single address PDN type (IPv4 or IPv6).

Editor's note: the reason cause sent to the UE in this case is FFS. However the UE should not request another PDN connectivity to get a different PDN Type.

If the UE requests PDN type IPv4v6, but the operator uses single addressing per bearer due to interworking with nodes of earlier releases, the MME shall set the PDN type in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE to a single IP version only. 

Editor's note: the reason cause sent to the UE in this case is FFS. However the UE may request another PDN connectivity to get a different PDN Type.

The MME shall include the PDN address IE in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE. The MME shall set the PDN address IE to 0.0.0.0 if DHCPv4 is used.

If the PDN type is IPv6 or IPv4v6, the MME shall also include in the PDN address IE the interface identifier received by the PGW that the UE shall use as interface identifier for the link local address.

6.2.3
IPv6 stateless address allocation

The IPv6 stateless address configuration procedure is defined in IETF RFC 4862 [21]. This subclause provides some specific handling which shall apply in the context of this specification.

After a default bearer has been established, the UE may send a Router Solicitation message to trigger the network to send a Router Advertisement (see IETF RFC 4861 [20]). The PDN GW (or the Serving GW if S5-PMIP reference point is used) shall periodically send Router Advertisement messages as soon as the default bearer has been established.

Editor's note: The timers used by the UE to send the Router Solicitation messages and by the network to send the Router Advertisement messages are FFS.

To indicate to the UE that stateless address autoconfiguration shall be performed, the Router Advertisement shall have the M flag ("Managed Address Configuration" flag) cleared. The O flag ("Other Configuration" flag) may be set if additional parameters can be provided via DHCPv6 (see subclause 6.2.5).

One prefix is included in the Router Advertisement. The Prefix Information Option which contains the prefixes shall have the A flag ("Autonomous Address-Configuration" flag) set and the L flag ("On-Link" flag) cleared.

Editor's note: The lifetime of the prefix included in the Router Advertisement is FFS.

When creating a global IPv6 address, the UE may use any interface identifier. There is no restriction on the value of the interface identifier, since the prefixes are uniquely allocated to the UE. As the PDN GW guarantees that the prefixes in the Router Advertisements are unique, the UE shall not perform the Duplicate Address Detection procedure.

6.2.4
IPv4 address allocation via DHCPv4

If the UE wants to configure the IPv4 address and additional IPv4 parameters that were not provided during the attach procedure (e.g. the DNS server address), the UE shall send a DHCPDISCOVER message and use DHCPv4 as specified in IETF RFC 2131 [16]. 

Editor's note: The type of identifier used by the UE in the DHCP protocol (e.g. client identifier) is FFS. 

If the IPv4 address was provided during the attach procedure and the UE needs additional parameters which were not provided, the UE shall use DHCPv4 for configuring the remaining additional IPv4 parameters.

The PDN GW, acting as DHCPv4 server, shall reply with the options requested by the UE. 

The UE may use the Rapid Commit option as specified in IETF RFC 4039 [19]. If the DHCPv4 server supports the option and is configured to use it, a two message exchange is executed. If the UE sends a DHCPDISCOVER with the Rapid Commit option but this is not accepted by the DHCPv4 server, the rules specified in IETF RFC 2131 [16] shall be followed.

6.2.5
IPv6 parameter configuration via stateless DHCPv6

If the O flag ("Other Configuration" flag) is set in the Router Advertisement (see IETF RFC 4861 [20]) and the UE needs to configure additional IP parameters (e.g. the DNS server address) that were not provided during the attach procedure or the IPv6 address allocation procedure, the UE shall send a DHCPv6 Information-Request message including the options it wishes to receive, as specified in IETF RFC 3736 [18].

The PDN GW shall reply with the options requested by the UE. Any interaction between the PDN GW and any external DHCPv6 server are specified in 3GPP TR 29.804 [9].

Reference for Access Point Name
Reference to the definition of the access point name.  The reference is made in X.P0057 section 10.1.4.1 and refers to PDN type definition in 24.301 9.9.4.7.  
Status:  Reference is sufficiently covered
The following is from the reference to section 9.9.4.7 from 24.301.

9.9.4.1
Access point name

See subclause 10.5.6.1 in 3GPP TS 24.008 [6].

Document 24.008 section 10.5.6.1

10.5.6.1
Access point name

The purpose of the Access point name information element is to identify the packet data network to which the GPRS user wishes to connect and to notify the access point of the packet data network that wishes to connect to the MS.

The Access point name is a label or a fully qualified domain name according to DNS naming conventions (see 3GPP TS 23.003 [10]).

The Access point name is a type 4 information element with a minimum length of 3 octets and a maximum length of 102 octets.

The Access point name information element is coded as shown in figure 10.5.152/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Access point name IEI
	octet 1

	Length of access point name contents
	octet 2

	Access point name value
	octet 3

	
	

	
	octet n*


Figure 10.5.152/3GPP TS 24.008: Access point name information element

The value part is defined in 3GPP TS 23.003 [10].
The following is from 23.003-8.0
9.1
Structure of APN

The APN is composed of two parts as follows:

· The APN Network Identifier; this defines to which external network the GGSN is connected and optionally a requested service by the MS. This part of the APN is mandatory.

· The APN Operator Identifier; this defines in which PLMN GPRS backbone the GGSN is located. This part of the APN is optional.

The APN Operator Identifier is placed after the APN Network Identifier. An APN consisting of both the Network Identifier and Operator Identifier corresponds to a DNS name of a GGSN; the APN has, after encoding as defined in the paragraph below, a maximum length of 100 octets.

The encoding of the APN shall follow the Name Syntax defined in RFC 2181 [18], RFC 1035 [19] and RFC 1123 [20]. The APN consists of one or more labels. Each label is coded as a one octet length field followed by that number of octets coded as 8 bit ASCII characters. Following RFC 1035 [19] the labels shall consist only of the alphabetic characters (A-Z and a-z), digits (0-9) and the hyphen (-). Following RFC 1123 [20], the label shall begin and end with either an alphabetic character or a digit. The case of alphabetic characters is not significant. The APN is not terminated by a length byte of zero.

NOTE:
A length byte of zero is added by the SGSN at the end of the APN before interrogating a DNS server.

For the purpose of presentation, an APN is usually displayed as a string in which the labels are separated by dots (e.g. "Label1.Label2.Label3").

9.1.1
Format of APN Network Identifier

9.1.2  Format of APN Operator Identifier

9.2
Definition of the Wild Card APN

9.2.1
Coding of the Wild Card APN

9.3
Definition of Emergency APN

Reference for PDN Type

X.P0057 references section 9.9.4.7 24.301 for PDN Type definition. 
Status:  Reference is sufficiently covered
The referenced text from 24.301 follows.

9.9.4.7
PDN type

The purpose of the PDN type information element is to indicate the IP version capability of the IP stack associated with the UE.

The PDN type information element is coded as shown in figure 9.9.4.7.1 and table 9.9.4.7.1.

The PDN type is a type 1 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	PDN type IEI
	0

Spare
	PDN type value
	octet 1


Figure 9.9.4.7.1: PDN type information element

Table 9.9.4.7.1: PDN type information element

	PDN type value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	

	All other values are reserved.

	

	Bit 4 of octet 1 is spare and shall be coded as zero.

	


Reference for PDN Address

X.P0057 states "The value portion of the "PDN Address" IE as defined in Section 9.9.4.6.  
Status:  Reference is sufficiently covered
The referenced text follows.

 9.9.4.6
PDN address

The purpose of the PDN address information element is to assign an IPv4 address to the UE associated with a packet data network and to provide the UE with an interface identifier to be used to build the IPv6 link local address.

The PDN address information element is coded as shown in figure 9.9.4.6.1 and table 9.9.4.6.1.

The PDN address is a type 4 information element with minimum length of 7 octets and a maximum length of 15 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	PDN address IEI
	octet 1

	Length of PDN address contents
	octet 2

	0
	0
	0
	0
	0
	PDN type value
	octet 3

	spare
	
	

	Address information


	octet 4

octet n


Figure 9.9.4.6.1: PDN address information element

Table 9.9.4.6.1: PDN address information element

	PDN type value (octet 3)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	

	All other values are reserved.

	

	Bit 4 to 8 of octet 3 are spare and shall be coded as zero.

	

	

	Address information (octet 4 to n)

	

	If PDN type value indicates IPv4, the address information in octet 4 to octet 7 contains an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv4 address and bit 1 of octet 7 the least significant bit.

	

	If PDN type value indicates IPv6, the address information in octet 4 to octet 11 contains an IPv6 interface identifier. Bit 8 of octet 5 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit.

	

	If PDN type value indicates IPv4v6, the address information in octet 4 to octet 15 contains an IPv6 interface identifier and an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit. Bit 8 of octet 12 represents the most significant bit of the IPv4 address and bit 1 of octet 15 the least significant bit.

	


Reference for Protocol configuration options
X.P0057 states in section 10.1.4.1: Protocol configuration option value as defined in Section 9.9.4.8 of TS 24.301 [13] . Note that only parameters relevant to eHRPD are included in this IE.  
Status:  Reference is sufficiently covered
The 3GPP referenced text follows.
9.9.4.8
Protocol configuration options

See subclause 10.5.6.3 in 3GPP TS 24.008 [6].
Section 10.5.6.3 in 3GPP TS 24.008 follows.
10.5.6.3
Protocol configuration options

The purpose of the protocol configuration options information element is to:

-
transfer external network protocol options associated with a PDP context activation, and

-
transfer additional (protocol) data (e.g. configuration parameters, error codes or messages/events) associated with an external protocol or an application.

The protocol configuration options is a type 4 information element with a minimum length of 3 octets and a maximum length of 253 octets. 

The protocol configuration options information element is coded as shown in figure 10.5.136/3GPP TS 24.008 and table 10.5.154/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Protocol configuration options IEI
	octet 1

	Length of protocol config. options contents
	octet 2

	1
ext
	0
0
0
0
Spare
	Configuration
protocol
	octet 3

	Protocol ID 1

	octet 4
octet 5

	Length of protocol ID 1 contents
	octet 6

	
Protocol ID 1 contents
	octet 7

octet m

	Protocol ID 2

	octet m+1
octet m+2

	Length of protocol ID 2 contents
	octet m+3

	
Protocol ID 2 contents
	octet m+4

octet n

	
. . .
	octet n+1

octet u

	Protocol ID n-1

	octet u+1
octet u+2

	Length of protocol ID n-1 contents
	octet u+3

	
Protocol ID n-1 contents
	octet u+4

octet v

	Protocol ID n

	octet v+1
octet v+2

	Length of protocol ID n contents
	octet v+3

	
Protocol ID n contents
	octet v+4

octet w

	Container ID 1
	octet w+1

octet w+2

	Length of container ID 1 contents
	octet w+3

	Container ID 1 contents
	octet w+4

octet x

	
. . .
	octet x+1

octet y

	Container ID n
	octet y+1

octet y+2

	Length of container ID n contents
	octet y+3

	Container ID n contents
	octet y+4

octet z


Figure 10.5.136/3GPP TS 24.008: Protocol configuration options information element 

Table 10.5.154/3GPP TS 24.008: Protocol configuration options information element

	Configuration protocol (octet 3)
Bits
3 2 1
0 0 0
PPP for use with IP PDP type


All other values are interpreted as PPP in this version of the protocol.

After octet 3, i.e. from octet 4 to octet z, two logical lists are defined:

-
the Configuration protocol options list (octets 4 to w), and

-
the Additional parameters list (octets w+1 to z).

Configuration protocol options list (octets 4 to w)

The configuration protocol options list contains a variable number of logical units, they may occur in an arbitrary order within the configuration protocol options list.

Each unit is of variable length and consists of a:

-
protocol identifier (2 octets);
-
the length of the protocol identifier contents of the unit (1 octet); and
-
the protocol identifier contents itself (n octets).

The protocol identifier field contains the hexadecimal coding of the configuration protocol identifier. Bit 8 of the first octet of the protocol identifier field contains the most significant bit and bit 1 of the second octet of the protocol identifier field contains the least significant bit.

If the configuration protocol options list contains a protocol identifier that is not supported by the receiving entity the corresponding unit shall be discarded.

The length of the protocol identifier contents field contains the binary coded representation of the length of the protocol identifier contents field of a unit. The first bit in transmission order is the most significant bit.

The protocol identifier contents field of each unit contains information specific to the configuration protocol specified by the protocol identifier.
PPP

At least the following protocol identifiers (as defined in RFC 3232 [103]) shall be supported in this version of the protocol:

-
C021H (LCP);
-
C023H (PAP);
-
C223H (CHAP);and
-
8021H (IPCP).

The support of other protocol identifiers is implementation dependent and outside the scope of the present document.

The protocol identifier contents field of each unit corresponds to a “Packet” as defined in RFC 1661 [102] that is stripped off the “Protocol” and the “Padding” octets.

The detailed coding of the protocol identifier contents field is specified in the RFC that is associated with the protocol identifier of that unit.

Additional parameters list (octets w+1 to z)

The additional parameters list is included when special parameters and/or requests (associated with a PDP context) need to be transferred between the MS and the network. These parameters and/or requests are not related to a specific configuration protocol (e.g. PPP), and therefore are not encoded as the "Packets" contained in the configuration protocol options list.

The additional parameters list contains a list of special parameters, each one in a separate container. The type of the parameter carried in a container is identified by a specific container identifier. In this version of the protocol, the following container identifiers are specified:

MS to network direction:

-
0001H (P-CSCF Address Request);

-
0002H (IM CN Subsystem Signaling Flag);
-
0003H (DNS Server Address Request); 

-
0004H (Not Supported);

-
0005H (MS Support of Network Requested Bearer Control indicator); and

-
0006H (Preferred Bearer Control Mode Mode.

Network to MS direction:

-
0001H (P-CSCF Address);

-
0002H (IM CN Subsystem Signaling Flag);

-
0003H (DNS Server Address);

-
0004H (Policy Control rejection code) ; and

-
0005H (Selected Bearer Control Mode.

If the additional parameters list contains a container identifier that is not supported by the receiving entity the corresponding unit shall be discarded.

The container identifier field is encoded as the protocol identifier field and the length of container identifier contents field is encoded as the length of the protocol identifier contents field.

When the container identifier indicates P-CSCF Address Request or DNS Server Address Request, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates IM CN Subsystem Signaling Flag (see 3GPP TS 24.229 [95]), the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored. In Network to MS direction this information may be used by the MS to indicate to the user whether the requested dedicated signalling PDP context was successfully established.

When the container identifier indicates P-CSCF Address, the container identifier contents field contains one IPv6 address corresponding to a P-CSCF address (see 3GPP TS 24.229 [95]). This IPv6 address is encoded as an 128-bit address according to RFC 3513 [99]. When there is need to include more than one P-CSCF address, then more logical units with container identifier indicating P-CSCF Address are used.

When the container identifier indicates DNS Server Address, the container identifier contents field contains one IPv6 DNS server address (see 3GPP TS 27.060 [36a]). This IPv6 address is encoded as an 128-bit address according to RFC 3513 [99]. When there is need to include more than one DNS server address, then more logical units with container identifier indicating DNS Server Address are used.
When the container identifier indicates Policy Control rejection code, the container identifier contents field contains a Go interface related cause code from the GGSN to the UE (see 3GPP TS 29.207 [100]). The length of container identifier contents indicates a length equal to one. If the container identifier contents field is empty or its actual length is greater than one octect, then it shall be ignored by the receiver.

When the container identifier indicates MS Support of Network Requested Bearer Control indicator, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates Preferred Bearer Control Mode, the container identifier contents field contains the preferred bearer control mode, where ‘00H’ indicates a preference for ‘Network only’ mode, ‘01H’ indicates a preference for ‘MS only’ mode and ‘02H’ a preference for ‘MS/NW’ mode. The length of container identifier contents indicates a length equal to one. If the container identifier contents field is empty or its actual length is greater than one octect, then it shall be ignored by the receiver.

When the container identifier indicates Selected Bearer Control Mode, the container identifier contents field contains the selected bearer control mode, where ‘00H’ indicates that ‘Network only’ mode has been selected, ‘01H’ indicates that‘MS only’ mode has been selected and ‘02H’ indicates that ‘MS/NW’ mode has been selected. The length of container identifier contents indicates a length equal to one. If the container identifier contents field is empty or its actual length is greater than one octect, then it shall be ignored by the receiver.

NOTE 1: The additional parameters list and the configuration protocol options list are logically separated since they carry different type of information. The beginning of the additional parameters list is marked by a logical unit, which has an identifier (i.e. the first two octets) equal to a container identifier (i.e. it is not a protocol identifier).


