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1. Introduction
In order to simplify coordination needed between ESM and EMM layers and to decrease complexity of attach procedure this CR proposes to clear editor’s notes and to clarify that Attach Request, Attach Accept, Attach Complete and Attach Reject shall not carry more than one ESM message. This obviously means that only default EPS bearer context can be requested by the UE in attach procedure. Upon the attach is succesfully completed the UE can start with further ESM signalling e.g. request(s) to create dedicated EPS bearer context(s).
It’s also proposed that ESM container information element is mandatory in all attach messages except Attach Reject.
2. Reason for Change
Attach procedure is still unclear in TS 24.301. Linkage between attach and default EPS bearer context establishment is required by SA2 and it’s not fully specified in CT1. It’s also obvious that we need avoid unnecessary complexity in attach procedure to secure as fast and successful subscription to the network as possible.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301.
* * * First Change * * * *

8.2
EPS mobility management messages

Editor's note: The detailed encoding of the information elements in all messages is FFS. It is assumed that existing information elements in other specifications, e.g. 3GPP TS 24.008 [6], will be reused when possible.

Editor's note: In the following tables the presence indication for information elements reflects the logical requirement for mandatory or optional inclusion in a message. For reasons of coding efficiency CT1 can decide e.g. to specify an information element as mandatory IE, although in the table it is indicated as optional. The order of sequence of information elements is FFS.
8.2.1
Attach accept

8.2.1.1
Message definition

This message is sent by the network to the UE to indicate that the corresponding attach request has been accepted. See table 8.2.1.1.

Message type:
ATTACH ACCEPT

Significance:

dual

Direction:


network to UE

Table 8.2.1.1: ATTACH ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach accept message identity
	Message type

9.8
	M
	V
	1

	
	EPS attach result
	EPS attach result

9.9.3.8
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.9.2.5
	M
	V
	1/2

	
	T3412 value
	GPRS timer

9.9.3.14
	M
	V
	1

	
	TAI list
	Tracking area identity list

9.9.3.29
	M
	LV
	7-97

	
	ESM message container
	ESM message container

9.9.3.13
	M
	LV-E
	2-n

	FFS
	GUTI
	EPS mobile identity

9.9.3.10
	O
	TLV
	13

	FFS
	LAI
	Location area identification

9.9.2.2
	O
	TV
	6

	FFS
	MS identity


	Mobile identity

9.9.2.3
	O
	TLV
	7-10

	FFS
	T3402 value
	GPRS timer

9.9.3.14
	O
	TV
	2

	FFS
	Equivalent PLMNs
	PLMN List

9.9.2.4
	O
	TLV
	5-47

	
	
	

	
	
	


8.2.1.2
GUTI

This IE may be included to assign a GUTI to the UE during attach or combined EPS/IMSI attach.

8.2.1.3
LAI

This IE may be included to assign a new LAI to a UE during a combined attach.
8.2.1.4
MS identity

This IE may be included to assign or unassign a new TMSI to a UE during a combined attach.
8.2.1.5
T3402 value

This IE may be included to indicate a value for timer T3402.

If this IE is not included, the UE shall use the default value.

8.2.1.6
Equivalent PLMNs

This IE may be included in order to assign a new equivalent PLMNs list to a UE.





8.2.2
Attach complete

8.2.2.1
Message definition

This message is sent by the UE to the network in response to an ATTACH ACCEPT message. See table 8.2.2.1.

Message type:
ATTACH COMPLETE

Significance:

dual

Direction:


UE to network

Table 8.2.2.1: ATTACH COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach complete message identity
	Message type

9.8
	M
	V
	1

	
	ESM message container
	ESM message container

9.9.3.13
	M
	LV-E
	2-n







8.2.3
Attach reject

8.2.3.1
Message definition

This message is sent by the network to the UE to indicate that the corresponding attach request has been rejected. See table 8.2.3.1.

Message type:
ATTACH REJECT

Significance:

dual

Direction:


network to UE

Table 8.2.3.1: ATTACH REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach reject message identity
	Message type

9.8
	M
	V
	1

	
	EMM cause
	EMM cause

9.9.3.7
	M
	V
	1

	FFS
	ESM message container
	ESM message container

9.9.3.13
	O
	TLV-E
	3-n


8.2.3.2
ESM message container

This IE is included to carry one ESM message.


8.2.4
Attach request

8.2.4.1
Message definition

This message is sent by the UE to the network in order to perform an attach procedure. See table 8.2.4.1.

Message type:
ATTACH REQUEST

Significance:

dual

Direction:


UE to network

Table 8.2.4.1: ATTACH REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach request message identity
	Message type

9.8
	M
	V
	1

	
	Old GUTI or IMSI
	EPS mobile identity

9.9.3.10
	M
	LV
	2-12

	
	MS network capability
	MS network capability

9.9.3.18
	M
	LV
	3-9

	
	EPS attach type
	EPS attach type

9.9.3.9
	M
	V
	1/2

	
	NAS key set identifier
	NAS key set identifier

9.9.3.19
	M
	V
	1/2

	
	ESM message container
	ESM message container

9.9.3.13
	M
	LV-E
	2-n

	FFS
	Last visited registered TAI
	Tracking area identity

9.9.3.28
	O
	TV
	6

	FFS
	DRX parameter
	FFS
	O
	FFS
	FFS

	
	
	

	
	
	


Editor's note: The length of the TAI is FFS.

8.2.4.2
Last visited registered TAI

This IE shall be included if the UE holds a valid last visited registered TAI.

8.2.4.3
DRX parameter

Editor's note: The condition for including this IE is FFS.





* * * Next Change * * * *

9.9.3.13
ESM message container

The purpose of the ESM message container information element is to enable piggybacked transfer of one ESM message within an EMM message. The ESM message included in this IE shall be coded as specified in subclause 8.3, i.e. without NAS security header.

The ESM message container information element is coded as shown in figure 9.9.3.13.1 and table 9.9.3.13.1.

The ESM message container is a type 6 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	ESM message container IEI
	octet 1

	Length of ESM message container contents
	octet 2

	
	octet 3

	
	octet 4

	ESM message container contents
	

	
	octet n


Figure 9.9.3.13.1: ESM message container information element

Table 9.9.3.13.1: ESM message container information element

	ESM message container contents (octet 4 to octet n) ; Max value of 65536 octets

	

	This IE can contain any ESM PDU as defined in subclause 8.3.

	


* * * Next Change * * * *

<Proposed change in revision marks>

