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1. Introduction

This contribution proposes procedural text for non-3GPP network selection.
2. Reason for Change

The procedures for non-3GPP network selection are missing.
3. Conclusions

--
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302 v1.0.0.
* * * First Change * * * *
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.402 [5] apply:
S2a
S2c

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [9] apply:
Evolved packet core network
Evolved packet system

For the purposes of the present document, the following terms and definitions given in WiMAX Forum Network Architecture Release 1.0 version 1.2 – Stage 3 [20] apply:
Network Access Provider
Network Service Provider
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AAA
Authentication, Authorization and Accounting

AKA
Authentication and Key Agreement

ANDSF
Access Network Discovery and Selection Function
APN
Access Point Name

DHCP
Dynamic Host Configuration Protocol
DNS
Domain Name System

DSMIPv6
Dual-Stack MIPv6

eAN/PCF
Evolved Access Network Packet Control Function

EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core 
ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ESP
Encapsulating Security Payload

FQDN
Fully Qualified Domain Name

HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway

IEEE
Institute of Electrical and Electronics Engineers
IKEv2
Internet Key Exchange version 2

IPMS
IP Mobility Mode Selection

NAI
Network Access Identifier

NAP
Network Access Provider

NBM
Network based mobility management
NSP
Network Service Provider

P-GW
PDN Gateway

PDU
Protocol Data Unit

S-GW
Serving Gateway

UE
User Equipment

UICC
Universal Integrated Circuit Card

W-APN
WLAN APN

WiMAX
Worldwide Interoperability for Microwave Access
WLAN
Wireless Local Area Network

WMF
WiMAX Forum

* * * End of Next Change * * * *

* * * Next Change * * * *

5.1.3
Access network selection procedure

5.1.3.1
cdma2000® HRPD access network selection

The access network selection process for cdma2000® HRPD access networks shall follow 3GPP2 X.P0057-0 [15].

5.1.3.2
WiMAX NAP selection

The access network selection process for WiMAX which encompass the NAP discovery and access, shall follow the WiMAX Forum Network Architecture Release 1.0 version 1.2 [20].

* * * End of Next Change * * * *

* * * Next Change * * * *

5.2
EPC network selection

5.2.1
General

In this release of the specification, only the EPC network selection via WiMAX access is considered. The EPC network selection via cdma2000® HRPD access is given in TS 23.122 [x1] and will no longer be described in this specification.
5.2.2
Identification of the EPC by the WiMAX access network
The NSP indication is provided to the UE in accordance to WiMAX Forum Network Architecture Release 1.0 version 1.2 [20]. The only supported format for the NSP identity shall be that of the MCC + MNC format.
5.2.3
Selection at switch-on or recovery from lack of coverage

5.2.3.1
UE selection modes
There are two modes of network selection, namely, manual network selection and automatic network selection.

At switch-on or following recovery from lack of coverage, the UE shall follow one of the following two procedures depending on its operating mode.
5.2.3.2
Manual EPCnetwork selection (WiMAX)
The manual network selection for WiMAX access shall follow the WiMAX Forum Network Architecture Release 1.0 version 1.2 [20] with the following exceptions and additions:-
-
When presenting the list of available networks for user selection, the UE shall provide the network name of the related MCC + MNC pair. If that is not possible, the UE shall provide the MCC + MNC pair; and
-
If the UE is unable to register to the user selected NSP, further UE action is implementation dependent.
5.2.3.3
Automatic EPCnetwork selection (WiMAX)
The automatic network selection for WiMAX access shall follow the WiMAX Forum Network Architecture Release 1.0 version 1.2 [20] without any exceptions  or additions.
5.2.4
EPC network selection for emergency case (WiMAX)
NOTE:
Procedures for EPC network selection for emergency accesses are not specified for this release of the specification.
* * * End of Next Change * * * *

* * * Next Change * * * *

5.3
Network reselection

5.3.1
General

The network reselection procedure shall be executed based on the user’s request or the operator’s policy. Such operator policy for supporting network reselection can be provided by the ANDSF or can be pre-provisioned in the UE.
5.3.2
UE procedures
The UE may retrieve information from ANDSF, which includes available access network and operator’s policy as specified in clause 6.8.2.

Editor's note:
How does the information which is retrived from the ANDSF impact the network reselection procedure is FFS.

The network reselection procedure can be in automatic mode or manual mode dependent on UE configuration settings. The manual mode resleection shall follow the behaviour described in subclause 5.2.3.2. The automatic mode reselection shall follow the behaviour described in subclause 5.2.3.3

5.3.3
EPC procedures
The ANDSF shall send available access network(s) and operator’s policy to the UE in response to the UE’s request or based on the network triggers as specified in clause 6.8.2.
* * * End of Next Change * * * *
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