
3GPP TSG CT WG1 Meeting #55bis
C1-084344
Phoenix, Arizona (USA), 6th – 10th October 2008






revision of C1-083827
Source:
Motorola
Title:
Pseudo-CR on Corrections and removing text not related to NAS
Spec:
3GPP TS 24.301 v 1.0.0
Agenda item:
9.2.1
Document for:
Decision

1. Introduction
The NAS specification 24.301 contains non NAS text which needs to be removed. In addition few correction and alignment to SA2 text is proposed.
2. Reason for Change
The text related to UE requesting the PDN address and not related to NAS signalling protocol is removed, where it should be covered by 29.061 or equivalent of CT3. This impacts clauses 6.2.3, 6.2.4 and 6.2.5. It is recommended to send a liaison statement to CT3 to take it into consideration.
In addition, since in principle the PDN GW sets the values related to IP address assignment, MME only passes the information received from the PGW, unless there is an explicit requirement for the MME to overwrite the PDN GW values.
Also alignment of the format of the PDN address IE (in Table 9.9.4.6.1: PDN address information element) with TS24.301/ clauses 5.3.1.1 and 5.3.1.2.2 where UE might receive the IPv6 prefix but will ignore it.


Note: CT4 related changes are in C4-082879.

3. Conclusions

- For the Remove the non NAS text from NAS specification, we propose sent a LS to CT3 to take the action and include the text in their specification (TS 29.061 or equivalent).
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v1.0.0
* * * First Change * * * *
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6.2
IP address allocation

6.2.1
General

The UE can configure an IPv4 address during the attach procedure. The UE can obtain an IPv4 address and/or an IPv6 prefix via an IETF-based IP address allocation mechanism once the default bearer is established.

The following IETF-based IP address/prefix allocation methods are specified for EPS:

a)
/64 IPv6 prefix allocation via IPv6 stateless address autoconfiguration;

b)
IPv4 address allocation and IPv4 parameter configuration via DHCPv4;

c)
IPv6 parameter configuration via stateless DHCPv6.

NOTE:
From the perspective of the UE, the procedure used to allocate a static IP address via NAS signalling is the same as the procedure used to allocate a dynamic IP address specified in subclause 6..2.2.
6.2.2
IP address allocation via NAS signalling

The UE shall set the PDN type IE in the PDN CONNECTIVITY REQUEST message based on its IP stack configuration as follows:

-
A UE, which is IPv6 and IPv4 capable, shall set the PDN type IE to IPv4v6.

-
A UE, which is only IPv4 capable, shall set the PDN type IE to IPv4.

-
A UE, which is only IPv6 capable, shall set the PDN type IE to IPv6.

-
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDN type IE to IPv4v6.

If the UE wants to use DHCPv4 for IPv4 address assignment, it shall indicate that to the network within the Protocol Configuration Options IE in the PDN CONNECTIVITY REQUEST.
On receipt of the PDN CONNECTIVITY REQUEST message sent by the UE, the network when allocating an IP address shall take into account the PDN type IE, the operator policies of the home and visited network, and the user's subscription data.

-
If the UE requests for PDN type IPv4v6, but the subscription is limited to IPv4 only or IPv6 only for the requested APN, the MME shall set the PDN type in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE to a single address PDP type (IPv4 or IPv6).

Editor's note: the reason cause sent to the UE in this case is FFS. However the UE should not request another PDN connectivity to get a different PDN Type.

-
If the UE requests PDN type IPv4v6, but the PDN GW configuration dictates the use of IPv4 addressing only or IPv6 addressing only for this APN, the network shall override the PDN type requested by the UE to limit it to a single address PDP type (IPv4 or IPv6). 
Editor's note: the reason cause sent to the UE in this case is FFS. However the UE should not request another PDN connectivity to get a different PDN Type.

-
If the UE requests PDN type IPv4v6, but the operator uses single addressing per bearer due to interworking with nodes of earlier releases, the network may override the PDN type requested by the UE to a single IP version only. 

In this case the UE may request another PDN connection for the other IP version using the UE requested PDN connectivity procedure to the same APN with a single address PDN type (IPv4 or IPv6) other than the one already activated.
Editor's note: the reason cause sent to the UE in this case is FFS. 
-
The network shall set the PDN address information IE to 0.0.0.0 if DHCPv4 is used.
-
If the PDN type is IPv6, the network shall also include in the PDN address information the interface identifier that the UE shall use for the link local address.

-
If the PDN type is set to IPv4v6, network shall also include in the PDN address information the interface identifier that the UE shall use for the link local address together with the IPv4 address.

The MME shall include the PDN type and the PDN address information within the PDN address IE in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE. 

* * * Next Change * * * *

6.2.3
IPv6 stateless address autoconfiguration
The IPv6 stateless address autoconfiguration procedure is defined in IETF RFC 4862 [21]. This subclause provides some specific handling which applies in the context of this specification.

After a default bearer has been established, the UE sends a Router Solicitation message to trigger the network to send a Router Advertisement (see IETF RFC 4861 [20]). The network (PDN GW or the Serving GW if S5-PMIP reference point is used) periodically sends Router Advertisement messages as soon as the default bearer has been established.

Editor's note: The timers used by the UE to send the Router Solicitation messages and by the network to send the Router Advertisement messages are FFS.

To indicate to the UE that stateless address autoconfiguration is performed, the Router Advertisement has the M flag ("Managed Address Configuration" flag) cleared. The O flag ("Other Configuration" flag) can be set if additional parameters can be provided via DHCPv6 (see subclause 6.2.5).

One prefix is included in the Router Advertisement. The Prefix Information Option which contains the prefixes has the A flag ("Autonomous Address-Configuration" flag) set and the L flag ("On-Link" flag) cleared.

Editor's note: The lifetime of the prefix included in the Router Advertisement is FFS.

When creating a global IPv6 address, the UE uses any interface identifier. There is no restriction on the value of the interface identifier, since the prefixes are uniquely allocated to the UE. As the network guarantees that the prefixes in the Router Advertisements are unique, the UE does not perform the Duplicate Address Detection procedure.

6.2.4
IPv4 address allocation via DHCPv4

If the UE wants to configure the IPv4 address and additional IPv4 parameters that were not provided during the attach procedure (e.g. the DNS server address), the UE sends a DHCPDISCOVER message and uses DHCPv4 as specified in IETF RFC 2131 [16]. 

Editor's note: The type of identifier used by the UE in the DHCP protocol (e.g. client identifier) is FFS. 

If the IPv4 address was provided during the attach procedure and the UE needs additional parameters which were not provided, the UE uses DHCPv4 for configuring the remaining additional IPv4 parameters.

The network, acting as DHCPv4 server, replies with the options requested by the UE. 

The UE uses the Rapid Commit option as specified in IETF RFC 4039 [19]. If the DHCPv4 server supports the option and is configured to use it, a two message exchange is executed. If the UE sends a DHCPDISCOVER with the Rapid Commit option but this is not accepted by the DHCPv4 server, the rules specified in IETF RFC 2131 [16] will be followed.

6.2.5
IPv6 parameter configuration via stateless DHCPv6

If the O flag ("Other Configuration" flag) is set in the Router Advertisement (see IETF RFC 4861 [20]) and the UE needs to configure additional IP parameters (e.g. the DNS server address) that were not provided during the attach procedure or the IPv6 address allocation procedure, the UE sends a DHCPv6 Information-Request message including the options it wishes to receive, as specified in IETF RFC 3736 [18].

The network replies with the options requested by the UE. Any interaction between the network and any external DHCPv6 server are specified in 3GPP TS 29.061 [xx].

* * * Next Change * * * *

9.9.4.6
PDN address

The purpose of the PDN address information element is to assign an IPv4 address to the UE associated with a packet data network and to provide the UE with an interface identifier to be used to build the IPv6 link local address.

The PDN address information element is coded as shown in figure 9.9.4.6.1 and table 9.9.4.6.1.

The PDN address is a type 4 information element with minimum length of 7 octets and a maximum length of 15 octets.
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	PDN address information
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Figure 9.9.4.6.1: PDN address information element

Table 9.9.4.6.1: PDN address information element

	PDN type value (octet 3)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	

	All other values are reserved.

	

	Bit 4 to 8 of octet 3 are spare and shall be coded as zero.

	

	

	PDN address information (octet 4 to n)

	

	If PDN type value indicates IPv4, the PDN address information in octet 4 to octet 7 contains an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv4 address and bit 1 of octet 7 the least significant bit.

	

	If PDN type value indicates IPv6, the PDN address information in octet 4 to octet 11 contains an IPv6 interface identifier. Bit 8 of octet 5 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit.

	

	If PDN type value indicates IPv4v6, the PDN address information in octet 4 to octet 15 contains an IPv6 interface identifier and an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit. Bit 8 of octet 12 represents the most significant bit of the IPv4 address and bit 1 of octet 15 the least significant bit.

	


9.9.4.7
PDN type

The purpose of the PDN type information element is to indicate the IP version capability of the IP stack associated with the UE.

The PDN type information element is coded as shown in figure 9.9.4.7.1 and table 9.9.4.7.1.

The PDN type is a type 1 information element.
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Figure 9.9.4.7.1: PDN type information element

Table 9.9.4.7.1: PDN type information element

	PDN type value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	

	All other values are reserved.

	

	Bit 4 of octet 1 is spare and shall be coded as zero.

	


