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INTRODUCTION

TS 23.167 CR#0101 introduces the requirement for supplying location information after detecting that the UE has to handle the call as an emergency session.

1)
In the event the UE was aware it was handling the session as an emergency session request no changes are needed.

In the event the UE was unaware the session requested is in fact a emergency session, two possible cases exist: 

2a)
the UE will be notified by the network using a SIP 380 (Alternative Service), according to procedures specified in TS 24.229, and becomes aware that an emergency session must be requested.

2b)
the network handles the session as an emergency call. According to TS 23.167 CR#0101, the UE shall be provided with an indication  that the session is an emergency call.

One of the purposes of receiving the indication is to supply location information, if available. Given that location information can be sensitive, a solution with the property of being able to trust the indicator should be preferred.
The UE can receive an indication that the session is an emergency call, either from the network or from the PSAP. Given that emergency services should be requested in critical situations, executing the service request in the UE in emergency mode as soon as posible should be preferred.

SOLUTION 1
CONTACT

IETF draft-patel-ecrit-sos-parameter-00 also includes a like requirement as REQ 3. It proposes that an emergency call indicator is included in the Contact header field. The drawback of this solution is that the Contact header field’s contents cannot be trusted.
P-ASSERTED/PREFERRED-IDENTITY

IETF draft-ietf-sipping-update-pai-06 allows the P-Asserted-Identity and P-Preferred-Identity header fields to be included in responses (including provisional responses). The advantage of adding a parameter to the P-Asserted-Identity header field is that the content can be trusted. 
EXAMPLE BASED ON P-ASSERTED/PREFERRED-IDENTITY AND CONTACT’S SOS PARAMETER
Figure 1 shows a possible flow where a UE makes a normal session request. The P-CSCF then determines the request is for emergence service and responds with an indicator that the call is being forwarded to a PSAP with asserted identities. Not all messages are shown
------ ----------   ----------
| UE | | P-CSCF |   | E-CSCF |
------ ----------   ----------
  | --> (1) |            |

  | <-- (2) |            |
  | <-- (3) | --> INVITE |
Figure 1
The details of the signalling flows are as follows: 

1.
INVITE request (UE to P-CSCF) see example in table 5.1.2.2-1

UE requests a normal session setup with an emergency identifier in the R-URI.
Table 5.1.2.2-1: INVITE request (UE to P-CSCF)

INVITE tel:110;phone-context=+81 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <tel:110;phone-context=+81>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Supported: precondition, 100rel, gruu
Accept: application/sdp,application/3gpp-ims+xml
Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; ealg=aes-cbc; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=inactive
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

2.
100 (Trying) response (P-CSCF to UE)


The P-CSCF responds to the INVITE request with a 100 (Trying) provisional response.
3.
181 (Call is Being Forwarded) response (P-CSCF to UE)


The P-CSCF determines that the request is a request for emergency services and responds to the INVITE request with a 181 (Call is Being Forwarded) provisional response. A P-Asserted-Identity header field set to the SIP URI of the P-CSCF, which was inserted into the Path header during the registration of the user whose UE originated the request that is retargeted, is inserted. A Contact header field with the sos parameter per draft-patel-ecrit-sos-parameter-00 is also inserted.

In addition, the P-CSCF forwards the request after replacing the R-URI according to procedures in 24.229 towards an E-CSCF
Table 5.1.2.2-2: 181 response (P-CSCF to UE)

SIP/2.0 181 Call is Being Forwarded
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Asserted-Identity: sip:term@pcscf1.visited1.net
Contact: <5555::aba:dab:aaa:daa;sos>
From: <sip:user1_public1@home1.net>;tag=171828

To: <tel:110;phone-context=+81>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Content-Length: 0
Note that a P-CSCF effectively acts as a server when responding with a 181 (Call is Being Forwarded), however a P-CSCF is known to act as a server under some conditions according to TS 24.229. 
SOLUTION 2
As argued as part of solution 1, in case 2b the request is retargeted and a SIP 181 (Call is Being Forwarded) response can be sent. As argued as part of solution 1, a P-Asserted-Identity header field set to the SIP URI of the P-CSCF, which was inserted into the Path header during the registration of the user whose UE originated the request that is retargeted, can be inserted.

An alternative to including the sos parameter in the Contact header field of the SIP 181 (Call is Being Forwarded) response is including another indicator indicating that the SIP 181 (Call is Being Forwarded) response seeks to inform the UE that an emergency was made.

SOME ALTERNATIVE INDICATORS
· The history header can be included by the P-CSCF in the retargeted INVITE request. The history header includes a URN compliant to RFC 5031. The same history header can be included in the SIP 181 (Call is Being Forwarded) response much like “Notification procedures of the originating user” in 3GPP TS 24.604. This solution would require the Rel-8 UE to support RFC 4244.
· The history header can be included by the P-CSCF in the retargeted INVITE request. The same history header can be included as a body of content type message/sipfrag in the SIP 181 (Call is Being Forwarded) response.

· The history header can be included by the P-CSCF in the retargeted INVITE request. The same retargeted INVITE request can be included as a body of content type message/sip in the SIP 181 (Call is Being Forwarded) response.

· The Contact header field of the retargeted INVITE request can be modified, such that it includes the “sos” parameter, by the P-CSCF. The same retargeted INVITE request can be included as a body of content type message/sip in the SIP 181 (Call is Being Forwarded) response.

SOLUTION 3
In the introduction it was argued that time is of the essence and returning an indicator immediately by the P-CSCF is preferred. However, if this requirement is slightly relaxed and the indicator is included in a response from the PSAP the solution would not require that a P-CSCF acts as a server.
A PSAP can include an indicator in its responses towards the UE. A property of the indicator upon receipt by the UE would be that the indicator can be trusted. Including a P-Asserted-Identity header field according to draft-ietf-sipping-update-pai-06, e.g. set to a URN compliant to RFC 5031, comes to mind. Either the PSAP will include this P-Asserted-Identity header field or a suitable network function that can assert the identity of the sender of the response. Suitable network functions are the MGCF, E-CSCF or originating UE’s P-CSCF.
CONCLUSION

The initial proposal documented as solution 1 is prefered as it seems to be best supported by recent IETF activities. Solution 1 requires that a P-CSCF acts as a server under the outlined circumstances.
It has been demonstrated that if the P-CSCF responds to a (non UE detectable emergency call) request with a response including a P-Asserted-Identity header field according to draft-ietf-sipping-update-pai-06, a UE can determine the request originated from a trusted P-CSCF.

It has been demonstrated that if the P-CSCF responds to a non UE detectable emergency call request with a SIP 181 (Call is Being Forwarded), including a Contact header field with a “sos” parameter according to draft-patel-ecrit-sos-parameter-00 and including a P-Asserted-Identity header field according to draft-ietf-sipping-update-pai-06, a UE can determine that a non UE detectable emergency call was attempted and appropriately retargeted.
If instead a preference for solution 3 is expressed, the author wonders which of the MGCF, E-CSCF or originating UE’s P-CSCF can assert the identity of the sender of the response and verify the contents of or include a a P-Asserted-Identity header field according to draft-ietf-sipping-update-pai-06. The P-Asserted-Identity could be set to, e.g. set to a URN compliant to RFC 5031.
